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Mr. Chairman and members of the subcommittee, I appreciate

this opportunity to appear beiore you today to discuss DOD’S

information management programs, including our information

technology initiatives+ As the Acting Director of Defense

Information (DDI), I will describe cJurprogress from a

Department-wide perspective. The Department’s seniar military

information management leadership is with me today tQ provide

operational perspectives.

The topics I will cover include a brief summary of the

progress of the DQ3.!X4..itiiative, our information rnana9ement—. - ..............,,. ..-.,.. . .... .... .

policy, ~versight of the Department’s information technology

programs and-acquisitions, and an overview of our initiatives to

bridge to industry and to reduce costs while improvir.g service.

CORPORATE INFCIKMATION MANAGEMENT

D@’s Corporate ~nformation Management initiative is more

comprehensive than any inforwtion management program ccmducted

by any U.S. business organization. This strategic initiative



provides the rnekp.odsand tools for a major reengineeriflg afid

restructuring of how the Department executes its business

methods and administrative processes throughout the Department.

This redesign of our business processes will resulk in

significant improvements in the way our missions are perfo:med.

While the CIM initiativewill have its greatest impact on areas

outside the scope of the DoD information technology b’~dget,

information technology’s role often is critical to s~pparting

the reengineering pracesses. As the Department of Defense

continues to downsize, CIM will enable the Department to

maintain or improve levels of service ta our customers -- be

that in expediting shipment of ammunition for our warfighters or

in providing environmental data about military facilities,

Fzom 1989 to 1993) the CIM initiative expanded from an

initial concentration ~n improving information management in

selected administrativeareas~ such as con&ract payment,

civilian payrolll distribution centers, and medical

,.- applications, to ap~kying CIM methods to all other DoD—— .-..,------------.,.~....,..-,-.--,. .. .. ...........

functional areas, including command and control and

intelligence,

A key aspect OE the CIM initiativeis business process

improvement. DoD is using the Corporate Information Management

initiative to expand the involvement in information management

beyond the realm of technologists and into the Defense work

place. Most importantly, DoD is not just automating the work we

are doing -- we are thoroughly examining the work itseif to see

boopj
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if we can work srarter. The importance of taking this type of

approach was highlighted in President Clinton’s and Vice

President Gore’s !lTechn~l~gy for ~erica’s EcononliC Growkh~ a

New Direction to Build Economic Strength” of February 22, 1993:

“Business organizations in many sectors have found that
automating existing work processes based cm a tradition
of processing paper does not always provide the
greatest benefits from investment in automation.
Efficiency gains from the new technology Qtten can only
be captured if changes are made in the structure of
their organizations and the way they are managed,”

The CIM initiative views DoD’s business processes as

corporate assets rather than Service-unique. The move to

Department-wide business processes has involved a major cul~ural

change within the Department. Rather than determining

procedures uniquely along Service lines, DoD is organizing its

business processes and procedures along functional lines. This

has not been without pain, as the DoD determineswhich long-

accepted steps are no longer use~ul or which one of several

equally useful procedures will be retained and become the joint

way of doing busin~s~,. .W.Lfie_l,.&y-e=rJOf cost reductions -
.-. ----..” . . . . . . ...- .- ,.. ” . -—, . . .._ .. . . . . . . . .. . . . . _.. .-_., ,---

without impairing effectiveness of the Armed Forces - requires

intrinsic cultural change. Changes under CIM initiatives

require rethinking of each Defense mission process. Even the

most ambitious initiatives can succeed only by making steady

progress. One step at a time. The legacy of procedures and

assets, along with organizakianal m~tivati~n to chan9efi

determines the rate of these changes.



. . — .—. ...—

Developed under the CIM initiative, the DoD Enterprise Model

presents an integrated, functionally oriented description of

defense activities as a comnmn basis foz reengineering and

improving all missionsr functions, and organizations in the

Department, It provides the Department’s leaders and managers a

model of functional relationships and will aid integration of

functional process improvement initiatives wi~hin and across

functional and organizational boundaries.

The Under Secretaries and Assistant Sc=etaries of Defense

make their business process improvement decisions with the

counsel of their respective Functional Skeering Committees,

which consist of executives from the Military Serviees, Defense

Agencies, loint Staff and CISCI.The Functional Steering

Committees provide a DoD-wide forum for senior functional

managers to exchange a full range of views. The DDT staff

facilitates process improvements on an cutreach basis by serving

as catalysts and enabiers to assist functional managers in
...

developing their p<;?6<&--~@r-ovements”~5’YZG~6-T~’ ““””
—-.— ..s-.............m _ .

I would like to talk about a leading-edge effort in using

CIM business process improvement techniques in DoD’s medical

functions. The Assistant Secretary of Defense for Health

Affairs executes central management control and funding of all

medical functions and supporting information systems in the

Department. This is a high-payoff area for the Department,

si,nceconsistent and responsive medical processes and systems

9o00J
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are crucial to our warfighting capabilities~ as well as to our

peacetime services. This is also a high-emphasis area for cost

c~nkainment to allow delivery of al.irequired services within

the budget and outyear resource levels. In medical logistics,

for example, which includes medical contracting and

pharmaceutical cosk containment, Rhe Department’s functional

ecmomic analyses show substantial expected savings to the

Department from a combination of impruved business practices and

standardizing automated information system support. The return

QI’Jinvestment for the Defense Medical Logistics Standard System

will be several times the system’s investment costs when fully

implemented,

The Defense investigative Service has also applied CIM

techniques to streamline the way security clearances are

determined, withouk compromisingthe quality or integrity of the

secutity clearance process. Security clearances have been a

longfitanding problem for the Department due to the length Qf

time required Eo process them. Business as usual has meant. ..-,.. ...—-. ..-— -..-----...—-* ...............”.............. ........— —-----...

that, at any given time, thousands of Department and industry

employees have been limited in their jobs while awaiking the

appropriate clearance. The Defense Investigative Service has

performed an intensive analysis of their procedures using CIM

business process improvement techniques. The effort began in

early 1992j and kest operation of the n~w procedures is set to

begin within the next 2 to 3 months using the Electronic

Personnel Security Questionnaire. The new technique will

LOO@
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significantly reduee the cycle time and the adfcinistra:ive

rejection rate of security background investigations. cost

avoidance to DoD and industry is expected to rneas<urein ::~e

hundreds of millions of dollars over the next 6 years.

The Joint Staff has used the Defense informationmanagement

business process improvement standard tool to model the

operational information requirements of the deployed warfighting

fgrces from the viewpoint of the Joint Task Force conunander.

This type of analysis is laying the fou~dakionfor the follow-on

ko the Worldwide Military Command and Control System ADP

Modernization program.

Throughout the CIM initiative, DoD is building incrementally

on achievable s~cce~seg.

pilot projects, which can

as needed. This approach

Mosk process improvements begin as

be adjusted quickly and inexpensively

also allows several groups to work in

concert to attack difEerent aspects of a single problem. 5’0r

example, the Congress and the General Accounting Office have
. . ,. . . . . .. .. . -.-+—

questicmed”the” cost overhead=-k%e-&6~-W~tiIc5”aFAdetiYeKi’”-’ “l%”””’”-’-‘----””””-““”

response, the U.S, Military Academy at West Point used C2KI

business process improvement techniques to identifiyand

obtain management savings. These improvements are currently

being evaluated at the Naval and Air Force Academies for

applicability to their institutions. Based Qn positive

responses from the academy superintendents and members of

Congress, the DOD University Business Process Improvement

6
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Projecc effort is being expanded to include the registrar,

admissiom, alumni; services, and facilities functiQns.

Another aspect of DoD’s business process improvement is the

reduction in the number of automated information systems

supporting each functional area. At present, DoD has efforts

underway in the areas of civilian personn~l, distributi~n~

finance, health, human resources, materiel resources, and

procurement. These efforts are being expanded to include

acquisition, command and control, aridenvironmental systems.

This is more than a simple matter of terminator.g on-going

automated systems, but is a critical and complex engineering

effort to ensure that required functionality continues to be

supported. The Defense XnfarmatiQn Systems Agency, formerly the

Defense Communications Agency, is leading the technical

integration of information systems and data to enable sharing

across functional lines.

POLICY BASE
....... ... . .... ......—..-..— — _— --------........... .-.”..-..................---. .........

DoD has issued major policies in recent months to

incorporate Ehe CIM initiative into the DoD policy base? promote

greater involvement by information users and emphasize more

reliance on commercial-off-the-shelf information technology

acquisitions. These new policies are all grounded in existing

laws and regulation.s. These include the Paperwork Reduction

Act, the Brooks Act, the Warner Amendment, and ~ Circulars.

7



on October 27, 1992, the DoD Directive “Defense Information

Management Program” :ormally became a part of the DoD Directive

‘systsm. This directive is the capstone DoD document that

establishes the Department’s infor~ation .managemenk principles,

which include business process imprQ@ment, functional

management accountability~ common information systems,

competitive bidding, and appropriate access to information.

These are the same principles that have guided implementation of

DoD’s CIM initiative.

In January 1993 DoD expanded its poiicy cm Life-Cycle

Management of Automated Information Systems (AISS) to give

formal guidance on incremental and evolutionary acquisition

strategies of life-cycle management. The revision also

recognizes the concept of “rapid prototypes” as a tool used in

the acquisition process. The revision maintains the rigor of

DQD’S AIS oversight reviews while allowlng for more rapid

adaptability to new technologies and changing functional needs.
........ . ..........-.....,— —- ...!.— ”-------.-.,.-,=,......... *..................!..-...=

OVERSIGHT RESPONSIBILITIES

The Major Autcmated Infarmakion Systems Review Council

(MAZSRC] continues as the primary DoD oversight body for Life-

Cycle Management of AISS. The MAISRC is increasingly active in

reviewing AIS programs, with ten reviews already conducted in

calendar year 1993.



... --— -.. -..—.- ..-.

OVPr khe past.year, DoD has strengthened oversigh: of

procurement of Federal Information Processir.g {FIP) resources.

All FIP resource acquisitions (except those exempted by the

Warner Amendment) require procurement authority from the General

Services Administration (GSA). Working with the GSA, DoD now

allows only the Military Departments~ the 0ASD(C3T) and selected

Defense agencies to

for F:P resources.

cmtracks in excess

DOD has limited the

submit Aqency Procurement Requests (APRs)

(X3Dalso reviews all APRs for FIP resource

of $100 million prior to submission to GSA.

acquisition of FIP resources through

selected larger umbrella contracts to those requested in the

information technology budget, with exceptions only by waiver

from the AFJ3(C31). DoD’s waiver procedures are compliant with

congres~ional direction, and all waivers are reported to khe

Congress in the bhird and fourth quarters of each fiscal year.

TECHNICAL INITIATIVES

Information is the heart of an effective military force.
.-..,........ .. .. .......-— --— — -.-...—--.—— —— -........ ------....... .-.....———— —..-

Experience in Desert Shield/Desert Storm typifies DoD’s need to

respand rapidly and accurately to changing requirements,

Information systems on the scale required to meet Department-

wide needs havel howeverf historically taken years to develop

and tield. Furthermore, mission support has historically been

delayed by the time spent in translating or manually reentering

data among applications. The technology aspect of the DoD CIM

initiative will improve the speed, flexibili~y, accuracy, and

9



security of information tech~ology’~ support to DOD

decisionmakers + Further/ DoD’s Computer-Assisted Acquisition

and Logistics Supper: (CAM) initiatives extend technology

improvement to the interaction of government and industry.

Dc@ is moving toward the ideal of availability of

information technology as a corporate resource or servicet much

the same as telephone or electrical service. Information tQ

meet each DoD need must be accessible in a simple, consistent

fashion. Information must be avai:able both to satisfy Defense

requirements and also to aid in the conversion to dual use

technology, Necessary equipment and capabilities must be

readily available at low ccst to the taxpayers, This move also

requires changes irkthe way DoD handles the building blocks of

informationtechnology: the data, the computers the programs,

and their operations,

DoD’s goal is to remove barriers that have been created by

the hardware, software, data, and operational characteristics of

------”----ids%ervice-unique-imfu~stwrlrr -TNWm”-sst-t’.lnq--upa-’a‘“-”
.-.— —— —....

.

consistent information technology framework that will allow free

passage of information to missicms that require itl and in a

consistent, usable fashion. The framework will also ease the

exchange of information, as needed~ between DoD and ind’ustry.

This framework is called the DoD open systems architecture. The

architecture is based on the notions of standardization,

interchangeability and reusability.



The architecture describes cla~ses of i~formation system

components, such as standardized languages? data standards and

communications protocols. Within each class, DoD seeks to apply

proven technology and capabilities and thereby reduce costs.

For compuker software, DCIDis building a library of reusable

components, so that systems can be developed from them in weeks

rather than the years it would have taken to develop them from

scratch. Data definitions also fall into this category. Even

the pr~cess of devel~ping software itself is being irngroved

using sofkware process assessment techr.iques developed for

Defense by Carnegie-Mellon University’s Software Engineering

Institute.

A vigorous data standardization effort is one of the keys to

assuring that DoD systems interoperability and cost reduction

objectives are met. The task of standardizing data is complex

and unglamorous -- yet the payoffs are tremendous. CALS :S an

example of the vital role af data standardization. CALS

“ “addresses timely afiti’’E=itie~_~Tfi~=”t~~~=-iB”K-t~~?’-” “---”””---—--”--—–

supports weapor.sand commercial products acquired by the DOD.

The purpose is to improve productivity within DoD as well as

reduce the paperwork required of DoD suppliers. Of special

interest are methods and standards for electronic transmission

of engineering drawingsl technical manuals, and manufacturing

documentation,



Automation, advanced electronics, worldwide communications,

modern sens~rs, and sheer size :ncrease the complexity of

handling military information effectively. Beth fixed and

mobile structures need to be configured to support movement of

information, horizontally and vertically, without regard to

organization, Service or vendor boundaries, This will be no

small feat, given DoD’s present inventory of over 650,000

workstations and terminals, over 100 long-distance networks7

over 10,000 local area networks, and over 1,500 data processing

installations -- involving all major computer and communications

companies,

DoD is pursuing the establishment of a Defense Information

Infrastructure to p~ovide users with seamless, transparent, and

protected end-to-end information transfer. This utiiity will

provide technical management of information services spanning

local, regional, and global functional capabilities for

peacetime and wartime environments. Following months of

.......-..--.-re~ea~chand st~dy;-m-~~~~-E-~@p~%~~iFdS a Def!&~S@-......... .,-----... ...... .

Information Infrastructure in September 1992+

Implementation of the Defense Information Infrastructure is

being done iq stages which build on today’s computing and

communications capabilities. The first stage is the realignment

of data processing installations and cenkral design activities,

as well as communications, acquisition, engineering~ standards

and security elements of the Infrastructure. All told, by

12



July 15, 1993, over 20,000 personnel are scheduled to be

transferred frm operati~nai control cf the Military Services

and Defense Agencies to the Defense Information Systems Ageccy,

who will act as the Infrastructure’s central manager. The

Defense Information Infrastructure plans are modeled on similar

and successful acticms in the private sector, Companies such as

GTE, Texas Instruments,and J. C. Penney have achieved cost

reductionsin their data center ~perations through consolidating

centers and improving communications. Reducing the number of

data centers is made possible by modernizing the underlying

operating technology. DoD can make similar achievements.

Defense Information Infra8tructur@ plans consider mr current

non-standard inventory of information technology capabilities

and the costs for upgrades and expansions of outdated assets.

The ultimate goal is 50 improve our warfighting capability

through the increased availability, interoperability, and

security of information needed to defeat our adversaries, The

right information must be available at &h@ right time and place
.-..-.. -........ .- ............—.- — — ——-.— —. .”-.-..,... ...............,.--...—.— --.—.—....

in order to be applied with success. Further, information must

be “pulled” %y users as needed, not just “pushed” out to

overloaded recipients. Accomplishing this goal will allow the

Department to retain a decisive milikary advantage even as DOD

reduces dramatically in size.

We believe that our two-pronged approach of streamlining

business processes while refining our supporting technical

infrastructure will result in better support for our fighting

13



forces while lowering overhead aridcperating costs to our

citizens, With the framework of policies, programs and

organization we have put into place to effect these

improvements, DoD is rmving forward vigorously in support of the

President’s economic goals and initiatives for making DoD’s

information technology use~ul to commercial enterprise and to

civil agencies. We appreciate the support the subcommittee has

given to our efforts to improve Defense information management.

we solicit your continuing support.

14
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QUESTIONS AND ANSWERS
ON

AIR FORCE AWARD OF CONTRACT TO BoM

BACKGROUND: Recently,it was announced that BDM International
was awarded a $362 million contract in support of an Air Force
LogisticsConmand ADP consolidationinitiative. Under Defense
Management Report Decision (f)MRD)924, the Air Force acquisition
consolidates mainframe computers from 44 to 8 at 6 sites. BDM ,
a McLean-based company, will head a team including Science
Applications International Corp ($ATC), TRW, Amdahl, etc., to
perform the work. Some concerns about the Air Force proceeding
with the martagemenl.and ccntrol of this initiative in Iight of
the DISA/DITSO responsibilities under IN4RIl913 have been
expressed. Also, the Defense Science Board.’~ask Force (QS.BTF), .....—---- —..-

‘--”-”-–’”fi%lch~s-%e”enentirie-~S’d””o-ti’’~fk-D”‘324,may be vulnerableto
conflict of interestclaims.

CHRONOLOGY NJMMARY:

7 Apr 92: Request for Proposal (N?P) issued.

24 liec92: BDM Best and Final Offer [BA.FO)made.

3 Feb 93: Contractawarded.

4 Feb 93: DSBTF appointmentsmade.

12 Feb 93: Air Force receives CSCIS protesl.

17 Feb 93: DSBTF briefed on D?.iRD924 and DMRD 91.8,

11 Mar 93: ?JSBTFbriefed cm LIMRD924, llMR13925, and DMRD 918.

7 Apr 93: Board of Contract Appeals dismisses CSC’S protest.

QUESTIONS ANI)ANSWERS:

Question 1: !ihattype of contract was awarded?

Answer 1: T-herecent contract that was awarded is a five-year
Indefinite delivery/indefinite quantity [IDIQ) contract with a
potential value of $362 million for the consolidation of
workload at each of the Air Force Materiel Command’s (AFMC)
InformationProcessingCenters (IPCS) located at Wright-
Pacrerson AFB, and five Air Logistics Centers [Tinker AFB, Hill
AFB, Kelly AFB, McClellan AFB, and Warner Robins AFB). AS part
of the D,MIUI924 initiative to strerimline operations throughout
Dotl,the contract will provide services and equipment to
consolidate AFMC’S workload, in particular, and the Department’s

— ---—
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workload, in general, into fewer modern computers and thereby
provide greater operating efficiencies.

Question 2: Is there an imminent plan to close McClellan AFB?
If so, what impact will this decision have on the .4irForce
contract with BDM?

Answer 2: The Air Force recommended thal McClellan be included
in th., 1993 Base Realignment and Closure (BRAC) process.
However, it subsequently was not included in the SecDef 1993
BRAC report as a site being recommended for closure. Further,
McClellan information processing center is not being recommended
as a negacenter site. In any event, the AFMC contract is an
IDIQ one which provides lhe Department flexibility to exercise,
or not exercise, various options -- depending on how

circumstances might change in che future.

- –----Quest*ort-37‘Whwh-turlT-l?ll%!“TF’MC-’lV5~u-=Y-forPfoposa”l<”-lssu%d?
...—

Answer 3: The RFP was issued on 7 April 1992.

Question 4: Who were che offerors?

Answer 4: The prime offerors were [a) BDM International, (b)
Computer Science Corp., (c) General Dynamics, and (d) Grumman
13ataSystem.

Question 5: When did the offerors submit their Best and Final
Offers (BAFO]?

Answer 5: All offerors submitted their Ih4_FOson ?.4December
1992.

Question 6: What were the key criteria used to evaluate the
offerors?

Answer ti: The key criteria were (a) technical management, (b)
general management, (c) live tes~ demonstration, and (d) cost.

Question 7: When did AFMC award the contracr?

Answer 7: Contract award occurred On 3 February 1993.

Question 8: Were there any protests? lf so, what were basis of
the protest,-and what was the final resolution?

Answer 8: Yes; the Computer Science Corp. [CSC) protested that
the Air Force made three fundamental errors in the conduct of
the procurement that resulted in the award of the contract to
BDM . First, w{thout seeking a revision of its authority to
acquire the goods and services and without informing offerors,
the Air Force changed the focus of what was being purchased from
consolidation of computer platforms to a shopping list for vast
quantities Qf equipment which might meet potential growth needs.

G%IO03
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Second, the Air Force erred in evaluating the cost of the
various proposals. Third, the Air Force failed to follow the
stated criteria for evaluating proposals, weighing cost more
heavily than was permissible, and consequently concluding that
an inferior offer should receive the award.

On April 7, 1993, the 130ardof Contract Appeals ruled that none
of the CSC allegations had merit. The Board disaissed the first
one as frivolous -- indicating that CSC knew prior to filing the
protest that it was baseless, The other counts were denied.

Question 9: When was the Defense Science Board Task Force
{DSETF] constituted, what was its charter, and generally what
was the nature of the information provided to the Task Force?

Answer 9: The DSBTF was constituted on February 17, 1993 to
review major D.MRDsto understand their development and

-----+pl*me*tat-ien-:---Speeif’i’cr~st~-Thrt”W&~e’ ‘addressed ~nclllded
,...+..-.... -------.. .....*-..

(a) what would be the impact of delays in developing standard
AUP systems impacting the proposed savings, (b] are there
redundancies in savings between DMRD 918 and DXRD 924/925, and
{c) is the implementation plan for DMRil918 too rapid, and what
risk measures have been built in to avoid damaging the DoD’s
information operation.

Question 10: Are the AFMC information processing centers (IPCS)
and the five ALCS being transferredt.othe Defense Information
Systems Agency (DISA]? If so, why was the Air Force allowed to
proceed with the $3152million contract in light of the plan to
have DISA be the central manager of the affected IPCS?

Answer 10: Yes, the IPCS are being transferred to DISA.

With regard to the Air Force being allowed to proceed with the
contract, first, the contract is an II)IQcontract that is
potentially (emphasis added) valued at $362 million, and will
only reach [his maximum value if each and every option is
exercised to include satisfying a projected 20 percent growth
rate per year expansion in processing capability. The Air Force
has indicated that it anticipates spending about $70 million for
the initial consolidation effort under DMRD 924.

Secondly, llISA/DITSO has proposed designating the ~PCs al
Wright-Patterson, Tinker, Hill, Kelly, and Robins as DoD
metacenters. DISA is in the process of assumin~ operational
control of the personnel resources associated with Lhese
facilities.

Thirdly, the Department plans to permit the Air Force, working
in close coordination with DISA, to complete these
consolidations to the point of operational readiness at which
time the Air Force will “turn over lhc keys” for these
facilities to DISA. This turnkey approach has the advantage of
making prudent use of the longstanding planning and analyses

.



that Air Force alrcedy has conducted under DMRil924 while at the
same time continuing to make Frogress toward DoD metacenters.
Moreover, because the contract is an IDIQ one, it will provide
the Department greater flexibility as DiSA proceeds with
establishing the proposed DcD metacenters. Of course, in the
interim, there are a myriad of contractual., legal, and
delegation of procurement authority issues that must be worked
out.

. .- ... ..- .-. ——-.. —. ——.—
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c-orate Information Manaqernent

1. What is the DefeMe Information System Agency’s role in the
CIM ~rocess? Are Lh& Services supportiveof DISA and its newly
acqu~red role?

Defense Information Infrastructure

2. Questicr.: Explain the Department’s objective for
establishing a Defense Information Infrastructure.

3. What is the ultinate goal of shifting 20,DO0 employees to
DISA?

4. DISA currently has about 7,000 employees, which means that
is must triple i~s sizs by this July. Is this too quick a
transfer? Do the Services support this decision?

5. What will be the primary function of DISA after the OMRD 918
implementation in July?

6, What is included in the scope of the Defense Information
Infrastructure? (Ccmnand and Control? Intelligence?)

7. Whak ace the expected savings of this initiative in FY 1994?

8, What is the status of implementation?

9. HOW will providing support on a fee-for-service basis work?
What is the relationship~o the Defense BusinessOperating Fund
(D130F)?

InformationSystems A9sete Control

10. DoD has purchased many information systems assets --
computer hardware, systems software, and applications. What
steps is Dot)taking to gain control over all its information
systemsas=ets? ....--—-—-- ........._-,-----~m, .—” . . . .--....=.-

11. Will DISA track all DoD assets or will the Services
continue this functjon?

12* Are the Services still able to acquire their own assets, or
will DISA perform this function for everybody?

13. Will DISA over:,eethe interoperabill.tyof assets thzough
configurationcontrc)l?How will this work?

~F Consolidations(Meqacenters~

14. Question: In [determininghow the consolidationsof its
computer centers, what is DoD doing to make sure these
procedures are fair?



15. Question: Desclibe DoD’s selectionprocess for
consolidatingits data processing centers. How importantwas
security?

16. Question: HOW !;oonwill data processing centers be moved
away from the WashifiqtonfDC~ area?

17. Question: Does DoD take inko considerationthe l~cal
economic impact ot $Iluttingdown data processing centers? What
is the economic irnpa(:tot shutting down the center ak New
Grl.cans?

18. Question: How d(>esDcd3factor in the quality of life in
determiningwhich data centers to keep open?

19. Question: Why ~id DoD choose to use the Base Realignment
and Closure Ccunmissijn as the way to consolidate its data
centers? Was this d>ne to circumvent ttteFY 1993 Appropriations
Act?

20. Question: HOW were Service and Defense Agency interests
“considered in DoD’s AC@ consolidation pli311S?

21. Question: What Is the differencebetween the megacent-er
plan and the liDPconsolidationplan approved in the fall.of
1991?

22. Question: What are OSD’S and DISAIS roles in the
consolidation?

.?. >.,... . . . ... ... ... ... . . “..,. .------....-.,-—,-Z- --- . . . ~, .e., ,,,”w, r -, .
-.. . .. . . - —- . . . . . . . -—

. .
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House ADDroDriations Committee Ouestion
Anr il.22, 1993

Question : What is the 12efenaeInformation Systeiw l.gency’arole in
the CIM pxocess? Are the Services!supportive of DISA and its r.ewly
acquired role?

lmswer i The Defense Infommticn Systems Agency was chartered by
DoD Directive 5105,19and performs many functions in support of the
LUII and the Corporate Information Management ir.itiative, I)l$A
3upports the CIM initiative by providing technical and
administrative support as directed by the ASD:C31).

Tne CIM implementation Plan, approved by the Deputy Secretary
of Defense in January 1991, directed that the Center for
Inforrnati.onManagement be established to p~-ovide :ecfi.nicalsupport
to the.JDI JO.k5’D.(C3Z~),.-jQ~&_l,~Wmmx_c.f :he CIM initiative..—.- .—...:.4,.-q-.... _ _.A
Tne Center’s activities are directed by the 7DI who establisb.es the
overall CIM policy.

The C!Gnter provides the aecessary n,ethods, too19, and
procedures to implerr,entthe CIM program DoD-wide, The tools and
methods the Center provides cover the entire information system
life cycle including business process improvement, information
engineering services, software process irnpr:vement, software
reengineering, and software ~euse tools. The Center programs
provide :he functional users with conurnn,generic “building blocks”
to improve information managw.ent and develop more effective and
efficient information systems. ‘I%e Center also provides the
technical services, including training, requireti to use the tools
and methods provided by the Center. The Center manages six
programs that support the CIM initiative: Data Administration,
Information Engineering, Software l%gineering, Software Reuse,
Infrastructure Support, and Technical Integzakion, SRecific
products include:

. Standard methods and tools for b’~siness case analysis, process
modeling, data modeling and administration., software system3
engineering, and open systems infrastructureengineering.

. DoD architectures for information, soitware applications, and
technical infrastructure,

. Standards for data, information processing and info~ti~n
exchange. -

. Common processes and procedures for life cycle management of
information systems.

The Defense Information Technology SQrvice G1-ganization (DITSO)
is DISA’S organizational entity thBt provides information
technology services as a utility. DIT-W provides information
processing, software development, and related technicalsuppor~ on
a fee-for-servicebasis.

..

n-o
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The Services are adjusting to CIM, wh:ch constitutes a
significant culture change and adjustment to new ~ethods, Progress
is being made in gaining acceptance and support iy the Services. AS
CIM programs progressed and succ?sses were zchieved, the CIM
program geined further acceptance by the Services. DISA has
erbraced a consensus building approach which includes participation
in CIM activities by representatives of ali t?.eServicQs, Specific
examples of initiatives that included Service pti~ticipation include
the DollData Administrative Council, the Software Reuse Executive
Steering Ccnwit’tee, and the Architecture Methodology Working Group
which is the configura~ion control Ymard fo: the Technical
Reference Model and the Technical Architectu~-e Framework for
Information Management.

. .. . . . . ... . ..... .. . . . . . . . . .P.repar&d_by.:...lkdllillliliams .... .
Dir, Planning findintegration
DISA/CTM
285-5370
22 April 1993

. . . ..— ——--- -



9UESTION: Explain the Department’s objective for establishing a

Defense Information Infrastructure.

ANSWER : The objective is to establish an information

infrastructure which provides a seamless, transparent, and

protected end-to-end information transfer capability. This

capability will:

(1) revolutionize information exchange, defense-wide,

(2) strengthen the DoD ‘ S ability to apply computing,

communications, and information management capabilities to the

accomplishment of the Departmentfs mission, and (3) minimize

information technology burdens on operational and functional

staffs. Successful implementation will enable operational and

functional staffs to access, share, and exchange information

worldwide with minimal knowledge of communication and computing

technologies.

Preparedby DISATransition Team



QUESTIONS What is the ultimate goal of shifting 20,000 employees

to DISA?

ANSWER :

The ultimate goal is to improve our warfighting capability through

the increased availability, interoperability, and security of

information needed to defeat our adversaries. The right

information must be available where it can be applied with success.

This can be accomplished with the central management and technical

control over the IT resources associated with the DII.

The transfer of 20,000 employees to DISA represents the partial

resources needed to centrally manage the DII and establish central

technical control and configuration management.

Accomplishment of this goal will allow the Department to retain a

decisive military advantage even as we reduce dramatically in size.

Enclosure Prepared by DISA Transition Team
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~ DISA currently has about 7,000 employees, which means

that it must triple its size by this July. (1) Is this too quick

a transfer? {2) Do the Services support this decision?

ANSWER : (1) While DISA will vastly increase its size under DMRD

918, a comprehensive process is being put in place to ensure that

disruptions to workload and customer support will be minimized.

The majority of the personnel being transferred in Stage 1 will be

going to the Defense Information Technology Services Organization

(DITSO). Our DISA DITSO was established in May 1992 to provide

information processing, software development, and related technical

support to DOD customers. DITSO has conducted site surveys at the

majority of sites to be transferred. Detailed site survey and

transition plans will be in place before personnel and assets are

transferred to DITSO. These plans implement an orderly, phased

transition that ensures continuity of operations with no

degradation of service to the customers within the timeframe

directed by 918. Activities will be realigned in place and as they

are currently organized so specific site transition plans can be

finalized and issues resolved prior to formal transfer of these

resources.

(2) DISA continues to work closely with the Services to implement

918 and minimize disruption of ongoing efforts and provision of

customer services. Their suggestions have been incorporated in

Memorandums of Agreement and Interagency Support Agreements are

being developed between DISA and the Services and military

departments prior to transfer of assets.

Preparedly DISATransition Team



QJESTION: Explain the Department’s objective for establishing a
Defense Information Infrastructure.

ANSWER : The objective is to establish an information
infrastructure which provides a seamless, transparent, and
protected end-to-end information transfer capability. This
capability will:
(1) revolutionize information exchange, defense-wide,
(2) strengthen the DoD gS ability to apply computing,
communications, and information management capabilities to the
accomplishment of the Department’s mission, and (3) minimize
information technology burdens on operational and functional
staffs. Successful implementation will enable operational and
functional staffs to access, share, and exchange information
worldwide with minimal knowledge of communication and computing
technologies.

Preparedby DISATransition Team



QtTESTIOl!l:What is the ultimate goal of shifting 20,000 employees
to DISA?

ANSWER :

The ultimate goal is to improve our warfighting capability through
the increased availability, interoperability, and security of
information needed to defeat our adversaries. The right
information must be available where it can be applied with success.
This can be accomplished with the central management and technical
control over the IT resources associated with the DII.

The transfer of 20,000 employees to DISA represents the partial
resources needed to centrally manage the DII and establish central
technical control and configuration management.

Accomplishment of this goal will allow the Department to retain a
decisive military advantage even as we reduce dramatically in size.

Enclosure Prepared by DISATransiti.on Team .
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QUESTION: DISA currently has about 7,000 employees, which means
that it must triple its size by this July. {1) Is this too quick
a transfer? (2) DO the Services support this decision?

ANSWER : (1) While DISA will vastly increase its size under DMRD
918, a comprehensive process is being put in place to ensure that
disruptions to workload and customer support will be minimized.
The majority of the personnel being transferred in Stage I will be
going to the Defense Information Technology Services Organization
(DITSO). Our DISA DITSO was established in May 1992 to provide
information processing, software development, and related technical
support to DOD customers. DITSO has conducted site surveys at the
majority of sites to be transferred. Detailed site survey and
transition plans will be in place before personnel and assets are
transferred to DITSO. These plans implement an orderly, phased
transition that ensures continuity of operations with no
degradation of service to the customers within the timeframe
directed by 918. Activities will be realigned in place and as they
are currently organized so specific site transition plans can be
finalized and issues resolved prior to formal transfer of these
resources.

(2) DISA continues to work closely with the Services to implement
918 and minimize disruption of ongoing efforts and provision of
customer services. Their suggestions have been incorporated in
Memorandums of Agreement and Interagency Support Agreements are
being developed between DISA and the Services and military
departments prior to transfer of assets.

Preparedby DISA Transition Team



QUESTION: What will be the primary
918 implementation in July?

function of DISA after the DMRD

ANSWER : The DISA, as single central manger of the DII, will
provide all communications (from wide area to local base level),
and data processing services for regional and local requirements,
except for those functions and facilities that have been
specifically excluded (i.e., C3 systems that are integrally
designed into weapon systems, costs which are normally included in
the cost of weapon systems; and IT resources dedicated to support
strategic and tactical command, control, and intelligence missions
and wargaming) .

DISA will engineer progressively increasing levels of
worldwide integration of technologies and applications with
emphasis on centralized management and decentralized execution to
achieve balanced solutions. To develop this capability, each
element of an end-to-end transfer of information will be considered
in relationship with every other element to create a well balanced
solution. Systems need to be reconfigured and integrated in a
phased manner. An integrated, centrally managed infrastructure
will lessen information processing and transmission costs, reduce
the number of IT personnel, and streamline significantly the
delivery time for IT products and services.

The full spectrum of DISA’S DMRD 918 responsibilities include
ensuring interoperability, centralizing procurement and program
management functions, and standardization across engineering,
standards and security.

Prepared by DISA Transition Team



~tJESTION: What is included in the scope of the Defense Information
Infrastructure?

ANSWER : The Defense Information Infrastructure is defined as all
DOD communications support networks requiring SySbWIU3 integration,
interfaces with the defense communications systems, including local
access switches, network control centers, central data processing
operations and software development for all applications managed
under the Corporate Information Management initiative. The DISA’S
central management encompasses implementation of information
systems security; development, specification , certification and
enforcement of Information Technology (IT) standards; network
management, engineering, design, and control of long haul and
regional communications, as well as technical management of base
level communications; management and workload control of the Data
Processing Installations (DPIs); central design activities for
support of systems activities; and acquisition of IT components and
services that require integration. Specific exclusions under DMRD
918 are command, control and communication systems that are
integrally designed into weapon systems; and, information
technology resources dedicated to support strategic and tactical
command, control, and intelligence missions, and wargaming.

Preparedly DISATransition Team



QUESTION: What are the expected savings of this initiative in FY
1994?

ANSWER : The savings do not begin until FY 1995.

Prepared by DISATransiti.on Team



QUESTION: What is the status of implementation?

ANSWER : DMRD 918 will be implemented in two stages which are
currently in progress. Stage I site surveys have been completed
for the CDAS and DPIs, Procurement arid Acquisition plus several
Service sites have been placed under DISA’S operational control
(OPCON). OPCON is the authority to perform those functions of
command over subordinate forces involving organization, assigning
tasks, designating objectives, and giving authoritative direction
necessary to accomplish the mission. Actual transfer is planned by
30 September 93. Site surveys for Communications, Standards,
Security and Engineering are in process. Actual transfer is
planned by 30 September 93. Implementation Plans are being drafted
for Stage 11. Meetings are being held with the Services to
determine the remaining resources needed by DISA to execute DMRD
918.

Prepared by DISATransition Team



QUESTION: How will providing support on a fee-for-service basis
work? What is the relationship to the Defense Business operating
Fund (DBOF)?

ANSWER : There are two methods of providing support on a fee-for-
service basis - by Interservice Support Agreement using customer
funded reimbuseable orders and by customer orders placed with the
DBOF . In both instances customers retain funding for these IT
services and products within their budgets. The military
departments and defense agencies would have to plan, program and
budget for information technology support costs in their POM and
budget submissions. They would then buy this support from DISA.

The relationship to the DBOF is that most of the DISA information
infrastructure will operate on a fee-for-service basis under the
Defense Business Operations Fund (DBOF). Customers of DISA would
establish IT requirements and would be charged on a monthly basis,
through a stabilized DBOF rate structure for the costs of IT
services and products provided. DISA incurs costs based on
customer orders. This linkage between IT costs to customer funding
ensure better communication between the customer and DISA. By
making DISA responsible for managing all costs associated with
delivering IT services and products, DISA managers can identify
cost drivers and focus their management improvement efforts
accordingly. The DISA and DBOF capital budget will include
telecommunications equipment, automatic data processing equipment
and software assets used by DISA to provide communications and
computing services.

Preparedby DISATransition Team
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Question 10: DoD has purchased many informationsyst~ms assets
-- computer hardware, systems software, and applications. what
steps is DoD taking to gain control aver all its information
systems assets?

AImE.eK: Today DoD maintains a central inventory of all ADP
hardware. However software and topology are not centrally
monitored, For example, there are several automated information
systems {AIS’S) in place which maintain data on information
technology hardware. Currently data collection of business
applications and data center executive software inventories is
being conducted by CIM and !31TS0. A major Department-wide
business process Improvement plan is currently underway to

-..~....... .....e.xqyineall existing~rocesses which acquire, maintain,..+...-._.-...
redistribute,‘shar-e~’r=pTa%w-WRHk&mse of Information-- -....
Technology assets.

,.___.

The Defense Information Systems AgQncy has undertaken an effort
to achieve interoperability between the various information
technology systems, which provides an overview of DoD information
assets and the procurement systems at the Defense Information
Technology Procurement Office (MTPRO]. This will provide direct
interface between the procurementfunction and the inventory.
The interactionresolves the accuracy, completenessand
timeliness problem currently being experienced.

In the future, as the Defense InformationInfrastructureadvances
in maturity, we expect the entire hardwarel softwarel and
communications configurationto be mmitored electronically.

Prepared by: Shirley L. Fields
Director, DARIC
(703) 274-6550
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Question 11: Will nrSA track all D@ assets or will the Services
continue this function?

lins’~er: PISA will track those as.s~t.s DISA owns or provides; the
Services will continue to trac’<those assets wfi.ichthey own.
DISA, working with the Services, is developing khe requirement
for ccnnmcJr.,EaD-wide cor.fi.gura~io~ control tcols and procedures,
These wculd be used by both DISA and the Services. DISA, again
working with the Services, is establishing and acquiring common,
DoD-wide procurement vehicles (contracts, leases, basic ordering
agreements, etc.) for informaklon techn~logy as:e:s. These,
also, wculd be used by both JJIS.Aand t’neSeuic~s. “Tracking of
assets” is a service thut !31SAc?tnand ~’ill pl-z>v~defor customers
on a fee-for-service, or reimbursable basis, ~;er ~lme, it is
afit,icipatedthat DISA will track an increasing percentage of the.—-..-— .....5c%.a5.--ets.““--”-~~itia~-”~~~A~@~~~w~--~& “~n--:r~~~i~ga~~e~s-”i-n”- -—-

the busir.ess mission area, Tracking of assets in the C2,
i~tel.li?e~ce, and tactical systems areas will grow as the
Serv:ces seek to utilize the offered 31SA support- RegardLess of
who ac~ually does the tracki~g, the intent is that the systems
and pzcced’~res will be common. Also, even when ~~p~orted by
DISA, the Services will reta:n visibility over all their assets,

Preparedby: Richard J. Colver, XIU
Chief, EII Planning
Program
(703) 285-5323
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Question 12; Are the Services still able to acquire their own
assets, or will DISA perform this function for everybody?

AcWer: Tod;~y, DISA acqu~x’es a ve.~ Small por~.:(;nof total
infOrHlaklO~ technology assets. ~iis is expecteti LO change, over
time, as DZSA, in cooperation with the Services, i~entifies
ccmmn as,?etrequirements and acquires cormoc, DcD-wide
procur~menz vehicles to satisfy them, Concurrent.Iy, r,uchof the
DoD acquisition and procurement expertise will be cer.tralized
Under LJ15A, This will enable the DOD to more effectively deal
With an inc~easingly complex information technology marketplace.
as weli as the increasingly more sophisticated DoD information
technology customer, Highly skilled centers of acquisition and
procurement expertise can, in this way, be h~tcer established and
managed. The combination of common, DoI)-wideproc’dq@?ent,_.. . .. ..

....vd+ielea +md--skiileckmtm ‘crf--eXpertlsewL~I ‘work togesher to-— -. --.. _.,.
.-..-

ensure mere flexible, responsive, and cost effective support to
the Service3,

Prepared by: Richara J. Colver, XIU
Chief, PII Planning
Program
(703) 265-5323
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Question 13: will DISA oversee the interoperabilityof!a~sets
through configurationcontrol? HOW will this work?

.Answer.: DISA is taking a multi-pronged app~”cack.to ensuring
interopera.bility across all {e.g., Business, Ccmmnd and Control
and, Intelligence) environments in DoD. First, DoD has issued
policy that implements the Technical ArchitecLuz’Q Framework for
Information Management (TAF~M). The TAFIM will provide guidance
and control nwchanisrr.s for ensuring architecc”~ral consistency
across DoD. The TAFIM will establish the kzsic architecture
rules by which. all future Information Sysce~s zsgets will be
acquired, Architecture consistency will prod~ce greater degrees
of interoperability.

DI~gA~l,~_~~~p.~rqyj.~g_c~~wo.~FWisit ion.mectlfi:~isn~..for..~pp._...,. _-—=. - -----
‘~;.ese mechanisms will provide informtlan systems assets that

comply with the architect~re Lules established by the TAFIM. By
providing common acquisition vehicles, DISA will ensure greater
configuration control than exists today.

Many syste,m3, such as tactical and intelligence, ~’illnot be
acquired by DISA. However, the Services and Agencies responsible
for acquirifig these assets have all agreed to interoperability
testing through DISA’S Juint Interoperability Test Center (JY7X).
Service and Agency representatives asked that the TAFIM be
expanded to address the issues of znteroperability, conformance
and performance testing. The JITC is the interoperability testing
advisor to the TAFIM Program Office and has been asked to add
testing mechanisms to the overall TAFTM prcgram. JITC programs
and program plans already address inkeroperability testing at
various points of the information systems acquisition life cycle,
This includes interoperability testing whenever changes are
introduced to systems previously certified as being
interopera’ble .

The DISA program of architecture consister.cy, ccmmon dGqUiSiLIOn
mechanisms and interoperability testing is designed to meet the
goal of g~eater information systems interoperability. I will be
pleased to advise you of how we are progressing in each of these
areas in future sessions.

Prepared by: John J. Keane Jr., XIT
Chief, Technical
Architecture Program
[703) 285-5323
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Questicm #14: In determining how [to do] ~he c~nsolidati~~s of
its computer centers, what is DoD doing to make sure these
procedures are fair?

Answer: The metacenter sites were choser.strictly on merit.
A joint Service/Agency work~ng group first seiected 15 objective
criteria on which to rate the metacenter candidates. (YLlyafter
the selection criteria had been chosen, was data about each site
col~ected. The data was verified through site visits. Then,
using that data, each Gite was assigned a score for each of the
15 criteria and a total score was computed. The candidates were
ranked by kheir total score and workload was assigned to the
candidates, beginning with the highest scoring candidate, until
all the work had been assigned. It took the 15 highest scoring
sites to accommodate the wor’kload; cherefora, we will have 15
metacenters. The work at all the remaining sites will migrate to
these 15 metacenters. NO aquOtZ5” were assigned by

-“-’s4?25&c&MJ?mc’y; ‘wS+mly-xM&xidbL .was._c@t m...Ivore,~.p.p One
metacenter could be located ia a metropolitan area.

-+..- .----

!2!EsEi~ ~ Describe DoD’s selection process for consolidating
its data processing centers. HCIWimportant was security?

Answer: An outline of the selectionprocess was provided in
response to Question #14 in order to demonstratethat the process
was fair. This answer provides more detail by describing the 15
selection criteria and the relative importance of the security
criteria.

The lS selection criteria were broken into three categories:
facilities criteria, security Criteria, and operations Criteria.

The eight facilities criteria are: Total Floor Space,
Conditioned Floor @ace, Ccmvertible Floor Space, and Contiguous
Floor Space {allmeasured in square feet], plus the amount of air
conditioningand electrical power available, whethar cm not
chilled water is available for cooling, and the condition of the
building.

The four security criteria are: the amounk of backup power
awilable, whether or not diverse routing fm camm.micati.ons
lines is available to/from the data center, tha likelihood of a
natural disaeker {hurricafle,earthquake or tornado) , and the
security profile of the data cente~ (i.e., in order of
desirability, is it on a military installation, a federal
installation, or in leased commercial spaces? in order of
desirability, does the site have 3 security perimeters, 2
enhanced perimeters, 2 normal perimeters, 2 relaxed perimeters or
1 perimeter?). It is considered easiest to upgrade security on
short notice at data centers located on military installations,
next easiest are those data centers located on federal
installations and last are tk.osedata centers located in leased
spaces.
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The three operations criteria are: the total co~ni-tiom
bandwidth available to the data center, the number of Comercial
carriers that have fiber optic comunicaticns hubs near the data
center a~d the regional cG6t of operations.

The eight facilities criteria accounted fvr ’50%of the total
score, tha four security criteriaaccounted for 35% and the three
operationscriteria accounted for the re~ini~9 15+0 More
specifically,the security criterion which measured the da~a
center location and number of security perimeters accounted for
15%. The criteria E@CItheir assigned weights ara shown on the
attached chart.

Question #L6: How soui) will data processing centers be moved
away from the Washington, DC area?

AEswer! The schedule we submitted to the BRAC commission shows-- -- . --- .--+ &..., t“t+”-fbti~rlg: .——---------
Current Location

Pentagon

NAWC/AD PaEuXenE

NCTS Washington

CRUITCOM

B(.JPERS

.. , - .. —. . ---

Start Date CCIMT3lecion Date

3rd Qtr, 3’Y!34 3rd Qtr, FY95

River 1st Qtr, FY9G 3rd Qtr, FY96

4th Qtr, FY95 4th Qtr, FY96

3rd Qtr, FY95 4th Qtr, FY96

4th Qtx, FY96 2nd Qtr, FY97

This schedule may be revised slightly in the course of developing
the detailed execution plan.

Question #17: Does DoD take into considerationEhe local
economic impact of shuttingdown data processing centers? What
is the economic impact of shuttingdown the center at New
Orleans?

Aww.!2K:The 3RAC law establishes sev~ral criteria designed co
insure that all economically significant closure ox realignment
actions are reviewed by the E3aseClosure ati Realignment
Conuwission. None of the sites affected by the DoD data center
consolidation plan is large emugh to trigger the WAC
thresholds. We volunteered for inclusion in the BRAC process
based on the cumulative impact of the consolidationactions and
to obtain protection from restrictive legislation. None of the
actions involves closing an entire base. The affected data
processing centers are tenant ca’mnandsor parL of a tenant
command . Accordingly, the local economic impact was judged to be
negligible.

The economic impact on the co-located New Orleans data
centers is negligible. New Orleans has a total population of

.- —. ___ . . . .. ____
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approximately 1.2 million people. The DoD data center
consolidation plan will eliminate 79 positions.

estion #1~: How does DoD factor in the quality of life in
determiningwhich data cemters to keep open?

mswer : Quality of IiEe for civilian personnel was not one of
the selection criteriabecause it would requiremdcing a
subjectivejudgementand all of che selectioccriteria were
objective. Quality of life for military personnel is not
affected because the rIoDdata center consolidationplan does not
call for closing any of the base facilities which contribute to
their quality of life. However, ofieof che objective selection
criteria was the regional cost of data processing center
operations. It was based on the regional cost of living as
measured by t-ha American Chamber of Commerce Researchers
.%sociation. The cost of living is one aspect of quality of

---—”-”M*e:---’----......-k._.+.&.+,—.-—— --.... ------..._....._... . . ...._

@e9tion #19: Why did DoD choose to uee the Base Realignment and
Closure Commission as the -y to consolidate its data centers?
Was this done to circumvent the l?Y1993 P.ppuopria:ions Act?

Answer: We chose to uss the BRAC process because of the
cumulative impact of the data center consolidations (i.e., 636
civilian positions relocated; 2804 military and civilian jobs
eliminated; 35 states and 70 communities affected), even though
no single action triggered the BRAC thresholds.

l’he13RACprocess was created by Congress because it
recognized that without BRAC protection, many cost effective
actions would be blocked by restrictive legislation+
Accordingly, the BRAC law includes a prohibition against such
restrictive legislation. The Navy perfomed the analysis
required by che FY 1991 and FY 1992 Defense Appropriations Acts
and that analysis was favorably reviewed in a 3acember 1992 GAO
report. ‘ITUSF’Y1993 Defense Appropriations Act introduced
additional restrictions which continue to block any Navy data
center consolida~ions. We are using the BRAC law in the way it
was intended to be used tu eliminate that restrictive language
and prevent the inevitable introduction of new restrictions in
subsequent fiscal year~.

@e9tion #20: How were Service and Defense A3ency interests
considered in DoD’s consolidation plans?

Answer: Representatives of each of the Services and affected
Defense Ageacies were members of the working group that:

- chose the metacenter selection criteria,

. collected the data about each site,

computed each cite’s =core,

____
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. ranked the rr,egacentercandidates, and

- developed the Consolidation plan and BRAC submission

Th@~e repre~entative~ insured that the interests of their
Service/Agency were aadresged in tbe consoli~ati~n Pla-Is.me
completed plan was briefed to the Defense Information
Infrast.Tcture Coordinating Group (DIICG), consisting of Fkg/SES
level Service and Agency representa~ives. The DI1@ w’aS
comfortable with the plan’s cor.tent.

g-uestion #a” WhaC is the differencebetween the metacenterplan
and the ADP ~onsolidation plan approved in the fall of 1991?

Answer: we are not aware of a DCIDdata ce~ter consolidation plan
tkat was approved in the fall of 1991 or in the past five years.

-... . .-—. 4)ur-izqui.ries did-.naL.yi—ehLany—a&L “c~_Onal. in:Omt,iOQ-g.QnE5WlP9 ____
Ehe backgroud for this question,

Question #22: What are OSD’S and DISA’s roles in the
consolidation?

Answgr: OSD pr~vides policy guidance related to DMKD 918 and the
BRAC process. Zt reviewed the 3RAC submission which was
subsequently endorsed by SECDEF. If the BRAC commission endorses
the plan and Congress approves the BRAC “package, ” OSD will have
an oversight role during executionof the plan. The exact
mechanism for this oversight has pot been worked out.

DISA, specificallythe DITSO organizationwithin DISA, is
developing a detailed execution plan and will carry i~ Out.

1 mclosure: Responses to Questions #14-22
Metacenter Criteria Prepared by Ralph Dieckmann,

Magacecter Consolidation Office,
DITSO
Telepho~e: {703)607-1461
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Table 111,6: DISA Selection Criteria and

Weights in percentages

Theix Weights

:riteria Weight
4

Facilities criteria

Total space 2

Conditioned space 18
I

Convertible space 2
.,...._,..____. ..—.._._ ___ ,-....
Contiguous space’- “- .---.2---

Total I 100

---- ___

_. —_— — .—. — ——— —“— — —— .— —
. . . .. . . . -. \ . . .

. — -_ =..._ ‘“-— - -’---J _-+ -—----- ——-.. . .. . . . . . . . ...’ ----:. ..- ---- ,., ,:. . . .--.-. ,.7

. . .
::. .-.-. :.-. . . . . . ... . -,----- -.--. ,-- .. . . . . . . . . . .

.— --— —-.—- —— ——

— .— — — — —— —— _—— .
.. *. ... ..,,. . - ..--,-,:.. -. ..--: ., -

.,. . .7 .-”” ““. ”.. .-. ... . ; ,+:.:-<.-2: - ; . . ~_. : ,>:
. . ... . . -— :-- .-.’ -.::- k-.-.> . ..—. ------ —., ..- - --~ . A... :-d-..Y-



UNCLASSIFIED

ISSUE PAPER
April 1993

suMMARY

The Defense Information Systems Agency (DISA) is partly
funded through direct appropriations and partly through Defense
Business Operations Fund {DBOF) fee for service (FFS) charges.
In the future DISA will become more dependent upon DBOF FFS
funding as its components Defense Information Technology Services
Organization (DITSO) is expanded and the Defense Information
Technology Procurement Organization (DITPRO) is stood up.

DISCUSSION

Currently DISA, as reflected in the accompanying table,
receives appropriations funding of $ 696 million and DBOF FFS
funding of $ 1,277 million for the Communications Information
Services Activity and $ 922 million, inclusive of FY 1993
capitalization, for DITSO. As of March, DITSO’S operating
expenses are $ 105 million. In the future, DISA will rely more
heavily upon FFS funding as DZTSO expands to $ 1,955 million by
FY 1994 and DITPRO is stood up as part of the Defense Management
Review Decision (DMRD) 918 initiative. The fulfillment of the
expanded use of DBOF FFS funding, however, may be delayed since
further capitalization for the DMRD 918 initiative has been
delayed. DITSO’S capitalization plan, excluding DMRD 918 will
result in the operating expenses of approximately $450 million
for FY 1993. If further capitalization under DMRD 918
materializes in FY 1993, operating expenses realized will lie
between $ 450 million and $ 922 million.

RECOMMENDATION

None. Information only at this time.

Prepared by: Dr. Charlie McCormick
Budget Analyst

s Revolving Fund Division
692-2142
5 April 1993

UNCLASSIFIED



DISA’S OPERATING BUDGET AUTHORITY

The following table shows the Operating Budget Authority for our DBOF
activities (Communications Information Services Activity (CISA] and Defense
Information Technology Services Organization (DITSO)) for fiscal years 1992
and 1993 and our requested budget authority for fiscal year 1994:

Activity FY 92 FY 93 FY 94

DITSO $60 $ 915 $1,941

CISA 1,276 1,257 1,255

Totals $1,336 $2,172 $3,196

($ in millions)

It is important to note that these amounts are budgeted for and included in
the budgets of our revolving fund (DBOF) customers. Some of the CISA
customers include non-Defense organizations such as the Federal Aviation
Administration. Whether our FY 94 requested level materializes is a function
of (1) the amount of funds appropriated to the Military Departments and other
Federal Agencie9, and (2) our ability to obtain customer orders for our
products and services. To some degree, the second point may be affected by
whether DISA is perceived as a value-added producer.
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SUBJBCTa kquieition K.aniwemeato-might Of xnf-=t~on %s~~
Proar$ln -AcrIoNMmmANDw

m. is@ementation of EW.D 918 andonuohwtransferOC.Stice
rasources to ths DISA present manychallengeswhich mat ba
addressed to ensure effectivemanagementand c9ntku.itYof ●em-
ices. - of theso critical●ream are procux@mentof Federal
informationProc08eingx*sourcesand nc@sitioa programmnagement
of uelectad Lnformatim systemsprograme.

A Master Kasmranti of hw8~t (W) betweenDIS& and the
Air Force i8 being developedto address th. procedures for trans-
ferringprocuramne end programmanagementfunctims. Xm@rver, the
mmA does not addres8 severalOverarching Air FQ5c* caneerns.
These concerns includean qlaoation of km the Air P’orce’*scqui-
mition requiramantmwill be ●atisfb% what acquisitionsnanagmw?nt
oversightprocess DISA will followin ~eting tlm$e raqu.iramnt8,
and what the Air Fores’aralacionshipWLU be with D1’FSO,DXTM@C
and DISMO? Further,and perhapsmrs imort8ntly, the transi-
tional role of Air Forco programmanagmt, Contrecttng8s8i8t-ca
and oversightactivitiessubsequentto OFCON transfer,bue prior to
full ansumvcionof zmnagement

7
DISA, requires discussion. To

better identifythi8 role, ~be ndividualacquisition programs
should perhaps be separatelyaddressedin the KH3A.

Your ●ss~atanceinclarifyingthaeeisau~still =Sure U= ~ir
Force and DISA establishthe proper frame work to meet the Air
?orc.”a current and futureacquisitionand procurementraquire-
mants. Accordingly,it *$ requestedthat the discussions initiated
by the Deputy Assistant Secretary ef the fir Force {Comun icationa,
Caqwters, tuxlLogistics)be.ccq?leted. We hava M objection to
participationby the other Sem_icesin these discussions.

. . .

1
cc t
WSD{IS) (MS Kendall
US-2A {Lt Gen Kind}
ASA(RIMA) (Mr Wusmn)
t71sM2{50)(lWt4Xoore)
ASN(IUX4 (Mr whitmn)
JCS/J-6 mfaj GSn MMonds
SAFIM (LtGen Ja&sh)

Jkiiiii#i’&iks$={~
fzsamaicstmls,Sa$Cimt8rs

TOTRP.a2

I
I
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MEMOmNDUM FOR DXRECTOR, DE=N.$E INFO*T~~N SYST= Iz,
SUBJECT: DMRD 918 Site Transfer of Operational Control ..~i -----

L@=

.4...

Although DXRD 918 directs the txansfer of information
techno~ogy rasources from the S6=dceB te the Defense Information
Systems Agency (DISA), sound management dictatas an orderly - —’+--.’
transfer process implemented in ● manner which increaso$ the ..._ .---.- ,
probability of success and ensures continuity of 6erviC~..$o..29r..~.––
customer*. The transfer requires senior level manageme t ,,;

“ditiOnal’E!!!&l

oversight ● s well as tha involvemen~ of the personnel d r
responsible for the resources to transfer.
process must ensure identificationof the critic81 iseu s ,$
requiring resolution prior to the actual transfer.

TM draft DITSO transition plan briefly outlines a resource
0PCOt4transfer process consi~ting of site●urv*y*,~iteVisitst
OXON transferm via transfer agreement-a,●nd subsequent detailed
planning actiona to include support ●greement ●nd the formal
phased transfer of resources (people,dollare, ewh=-t,
facilities, etc.). The DXTSO plan i8 unclear on the speeific
objectives of the mite visits and the metbodoMgy the teams will
fo~low during their visits. It ie equally unclear as to what
OPCON really means. The uncertainty of OP#N and the deferral of
detailed planning until after OPCON causes the Air Force to
question the soundness of the process.

A clearer understanding of how the OPCON transfer process
will support responsive continuity of op3r*tion is essential,
especially since the detailed planning is deferred until after
OPCON transfer. Request DITSO brief the Air Force explaining the
OPCON transfer process objectives and methodologies. January 13
at 1330, room 2B715A, has been resemed for the briefing. A-ix
Torte repreaentativeafrom each DPX and CDA site will attend.

ccLiLh’3’fL+
C!U30* o’BrMs, Iiijwa, Uid
Dew-=4 control,

CQmawwnal @QwJt-
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ROUTi NE CHANNEL NO.08902004-19-93

RTAUZYUWRUEAHU~18231091846HTMS-UIMJ--RUE.7MA.M)91847 08902004-19-93
zNR UULNJU
R 1517002 APR 93
FN CDRUSAISC FORT HUACHUCA AZ//ASCS//
m RusAswc)OAuxwxwmxm m //DApE-MBA/DAHO-FnF/FX//
INFa RtJEJDCA/DISAUASHINGTON xx //CODE AD//
RuEAusA/cusAIsc LNO WASHIIfGTONcc //ASLNOW//
RUEPNLX/CDR7THSIGCND FT RITCHIE Ml //ASQN-CG//
RUEADWD/DA WASHINGTON IK //SAIS-ZA//

BT
UNCLAS
SUBJZCT TRANSFER OF 7TH SIGNAL CUNNAND TQ DISA
A. UNCLAS I(ENODA SAIS-PP 11 HAS 93 SUM REXLIGNKENT OF HQ, 7TH SIG
CNIITYITHE DISA--ACTION M3NORANDUN
1. REF APPRWED TRANSFER OF 7TH SIG CKD %W DISA. THAT TRANSFER XUST
BE EF3’K!TIVB1 OCT 93.
2. THE CONCEPT AS APPROVED BY THE VCSA WAS THAT TM UNIT WOULD
RENAIN D=IGNATED AS TIM SIGNAL COHHANDWITHA L)ISACWXAMI CODE IN
ORDER TO RETAIM THE UNIT XERALDY AND HISTORY. REQUEST tOUR HELP TO
HARE THIS UNIT TRANSFER OCCUR AS A UMIT.
3. WHEN 7TH SIGNAL COHNAND TRANSFERS TO DISA, THERE60URCES SHOULD
INCLUDE THE 50 SPACES {CIVILIAN) ORIGINALLY IDENTIFIED FOR TRANSFSR
IN IMRD 910 PLUS 159 WORE (13S CIVILIAN AND 21 MILITARY) THA~ WERE
SUBS~RNTLY IDENTIFIED. mm SPACES rMw TRAw3FRR w THE UNIT
TO DISAIS209SPACES. THESEACTIONS SHOULO NOT BE SEPARATED AND THE
UUI’TFRAGHENTRD.
4. REQUE8T YOUR GUIDANCE ON WHAT WE HAVE TU DO Ok THIS END.
5. THE WC IS KATHY ROBERTSON, ASOP-FO, DSN 879-6809, E-NAIL ADDRESS
ASOP-FO@HUACHUCA-ENH2.ARNY.llIL.
6. FORGING THE FUTURE.
BT
#1823
RTAUZYW RUEAHUA1823 1091846 NTNS-UUUU

ACTI
Iwm .- .—.

RUEAHUA 1833

UN CL AS%rFIED
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ROUTINE CHAXNEL NO. 07378803-22-93

RTAUZYUW RUEAHUA1564 0812247 MTMS-UUUU--RUEJDCA.O812247073788 03-22-93
ZNR lJUUUU
R 1922112 MAR 93
FM CDRUSAISC FT HUACHUCA AZ//ASCG//
TO RUEADWD/DA WASHINGTON DC//SAIS-ZA//
INFO RUEJDCA/DISA WASHINGTON DC//DISA-AA//
RHFFwMU/cDR5THSIGCMD WORMS GE//ASQE//
RUEPNLC/CDR7THSIGCMD FT RITCHIE MD//ASQN//
RUEAHOF/CDRUSAPERSINSCGK ALEXANDRIA VA//ASQL//
2UEPNMI/DIRUSAISYA FT MGNMOUTH NJ//AMCPM-AsQM//
ZEN/CDRUSAISMA FT HUACHUCA AZ//ASQM//
ZEN/CDRUSAISEC FT HUACHUCA AZ//ASQB//
ZEN/DIRUSARCCO FT HUACHUCA AZ//ASQA//
BT
UNCLAS
SUBJECT CAPITALIZATION UNDER DMRD 918
A. DRAFT DISA/DITSO CAPITALIZATION IMPLEMENTATION PROCEDURES 25 FEB
93
1. MY STAFF HAS TAKEN A DETAILED LOOK AT THE TASKS AND MILESTONES
REQUIRED TO EXECUTE THE CAPITALIZATION FCR STAGE 1 OF DMRD 918.
SEVERAL AREAS NE33 SUBSTANTIAL WORK BEFORE I CAN ALLGW ANY ISC
RESOURCES TO TRANSFER.
2. IN THE ABSENCE OF SPECIFIC GUIDANCE FROM GSD/DA, WE HAVE MADE THE
FOLLOWING ASSUMPTIONS WHICH SHOULD BE VALIDATED BY HQDA TO ENSURE
CONSISTENCY IN IMPLEMENTATION AMOUNG ALL MACOKS IMPACTED BY DMRD 918.

A. PEOPLE TRANSFER AT CAPITALIZATION (SF50’S).
/

B. DOLLARS REMAIN WITH THE ARMY.
c. COST REIMBURSEMENT TO DISA IN FY93-94.
D. DISA IMPLEMENTS FULLY LOADED DBOF RATES IN FY95.
E. DISAMO AND DSNO OBTAIN APPROVAL TO ENTER DBOF.
F. cAPITALIZED UNITS BUDGET THROUGH DISA (UNIT COST) STARTING

WITH THIS SUMMER’S BUDGET SUBMISSION.
G. ISC BUDGETS REQUIREMENTS IN JULY 93 BASED UPON OPERATING

COSTS AND PROGRAM DOLLARS JULY 94 BASED ON DBOF RATES.
H. FOR FY95 AND OUT BUDGETS, REPROGRAMMING REQUIRED TO

(1) REDISTRIBUTE A PORTION OF ISC’S DIRECT TO OTHER ARMY
CUSTOMERS

(2) REDISTRIBUTE DISA’S OVERHEAD TO CUSTOMERS (5%)
(3) REPROGRAM MPA, BASOPS, AND OPA TO OMA (LOADED RATES)

I. DISA WILL HAVE RATES ESTABLISHED BY APR 94.

ACTION ~~ M~DDR By ~p

INFO DIS AA ADA*

RLXAHl_JA 1564 192211ZS4AR93

UNCLASSIFIED
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MAINTAIN TWO SETS OF BOOKS FOR THE FISCAL YEAR OF CAPITALIZATION.
(3) CERTIFICATION OF YEAR-END ACCOUNTING RECORDS COULD NOT

BE PERFORMED BY THE LOCAL COMMANDER WHO INCURRED AND MONITORED THE
OBLIGATIONS SINCE THE COMMANDER WOIJLDBE ASSIGNED TO A !31SAUNIT.
4. LOOKING AT THE DETAILED PROCESSES REQUIRED FOR CAPITALIZATION
CAUSES ME TO REAFFIRM MY POSITION THAT THE CURRENT DATES ARE
UNACHIEVABLE. I RECOMMEND THAT CAPITALIZATION BE ACCOMPLISHED ON
1 OCT 93. EVEN CAPITALIZING AT THE END OF FY93 WILL BE A CHALLENGE,
BUT I BELIEVE IT IS DOABLE IF ALL PARTIES WGRKTOGETHER.
CAPITALIZING CONSISTENTLY ACROSS THE COMMUNITY REQUIRES IMMEDIATE
GUIDANCE AND IDRECTION FROM HQDA.
5. FORGING THE FUTURE.
B~

#1564
RTAUZYUW RUEAHUA1564 C812247 MTMS-UUUU
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ROUTINE CHANNEL NO. 12681303-22-93

RTAUZYUW RUEAHUA1570 0812306 MTMS-UULJU--RUEJDCA.O812319 073801 03-22-93
ZNR UUUUU
R 192304Z MAR 93
FM CORUSAISC FT HUACHUCA AZ//A=G//
TO RUEADWD/DA WASHINGTON DC//SA1S-ZA//
INFO RUEJDCA/DISA WASHINGTO~ DC//DIsA-~//
BT
3NCLAS
MESSAGE IS A COMPOSITE OF RECEIVED SECTIONS

073801 073802
SUBJECT FIXING DMRD 918
1. BEFORE DOD, DISA, AND THE CO?fPONENTS BEGIN THE PROCESS OF
DISCUSSING STAGE 2 OF DMRD 918, WE HusT R=oLvE THE FOLLOWING
CRITICAL DMR!2918 ISSUES. IN THE DRIVE TO SATISFY EXTREMELY SHORT
MILESTONES, IT MOVED TO PROGRESSIVE PHASES WITHOUT RESOLVING THESE
CRITICAL CONCERNS AND ISSUES
A. CINC! IMPACT. THE DMRD IS BASED UPON COMPARISONS WITH
INDUSTRY AND INFORMATION TECHNOLOGY SUPPORT IN PEACETIME OPERATIONS.
THERE HAS NOT BEEN REAL ANALYSIS OR MODELING OF HOW CINC
SUPPORT WOULD BE PROVIDED DURING TIME OF WAR. THE CINC’S SHCULD

FORMALLY DOCUMENT THE IMPACT OF THE CURRENT DMRD PLANNING AND
IMPLEMENTATION ON THEIR ABILITY TO EXECUTE THEIR WARTIME MISSION.
B. O&M MISSION. IF DISA 1.STO PROVIDE DIRECT O&MSUPPORT TO
CINC’S, THIS WILL PUT A DEFENSE AGENCY IN THE ROLE OF PROVIDING
CRITICAL SERVICES IN THE THEATER OF OPERATIONS DURING WARTIME. THIS
IS A DANGEROUS DEPARTURE FROM THE CURRENT SITUATION WHERE SUBORDINATE
ORGANIZATIONS WITH CLEAR COMMAND LINES PROVIDE THE SUPPORT. CINC’S
AND THEIR WAR FIGHTING COMPONENTS MUST OWN AND CONTROL INFORMATION,
COMMAND AND CONTROL, AND COMMUNICATIONS SYSTEMS AND SERVICES THAT ARE
ESSENTIAL TO MAINTAINING UNIT INTEGRITY AND FUNCTION.
c. OWNERSHIP. WE NEED TO VALIDATE THE MUST OWN EVERYTHING

PHILOSOPHY THAT PERMEATES THE DMRD AND ITS PLANNING. THE SAME

EFFICIENCIES AND SAVINGS CAN BE ACHIEVED B!fASSIGNING LEAD MILDEP
RESPONSIBILITIES TO ONE COMPONENT FOR A PARTICULAR AREA. THE LEAD

MILDEP CONCEPT HAS A DOCUMENTED HISTCIRYOF SUCCESSFUL USE. IF IT’S

NOT BROKEN, DON’T FIX IT.
D. DMRD BASELINE AND SAVINGS. THE BASELINE IS FLAWED IN THAT IT
REFLECTS OBSOLETE BUDGET AND FISCAL DATA. FROM THE BEGINNING, THE
COMPONENTS HAVE QUESTIONED ITS ACCURACY AND BASIS FOR PREDICTING
SAVINGS. THE WORLD CLASS COMPANIES WHICH ARE C’iTED AS EXAMPLES FOR

ACTION
p<

ADDR BY JP
INFO DIS AA ADA*

RUE.AHUA 1570 192304ZMAR93
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TO DISA. ALSO, SOME ACQUISITION RESOURCES WERE WRONGLY IDENTIFIED FOR
TRANSFER TO DISA. AN EXAMPLE IS THE FCRT BELVOIR IMA MOD PM WHO
ACQUIRES AND IMPLEMENTS SYSTEMS WHICH REMAIN WITH THE ARMY UNDER THE
DMRD. WE MUST BACK OUT THESE RESOURCES TOO.
B. ISSC’S DATA MANAGEMENT DIRECTCRATE EXECUTES THE ARMY’S DATA
MANAGEMENT PROGRAM. TH2SE RESOURCES ARZ TO TRANSFER TO DISA, BUT THE
A3MYMUST STILL EXECUTE DATA MANAGEMENT FOR ARMY S’fSTEMS.THE ARMY’S
SHARE OF THESE ASSETS MUST BE BROKEN OUT AND RETAINED IN THE ARMY.
c. IF EXECUTED AS PLANNED, THE DPI TRANSFERS WILL RESULT IN DPI
OPERATIONS SPLIT BETWEEN THE SERVICE DOIM’S AND DISA. THIS SPLIT DPI
BREAKAGE IS ARMYWIDE. 131SAAPPEARS ALSO TO VIEW THIS SITUATION AS
BROKEN BASED UPON THE SITE SURVEY OF ISC-HOFFMAN. ISC-H~FFMAN MAY
ONLY BE THE TIP OF THE ICEBERG, SINCE SITE SURVEYS OF THE
INSTALLATION LEVEL DPI’S HAVE NOT OCCURRED. THE ARMY SHOULD NOT
TRANSFER ANY INSTALLATION LEVEL PROCESSING RESOURCES. PARTIAL
OWNERSHIP REQUIRES BOTH ORGANIZATIONS TO PROVIDE MANAGEMENT OVERHEAD
TO SUPPORT THEIR FUNCTIONS. IN SOME CASES THIS WILL REQUIRE
MCRE TOTAL MANAGEMENT THAN BEFORE THE TRANSFER. INSTALLATION LEVEL
PROCESSING ASSETS SHOULD REMAIN IN THE ARMY UNTIL PROCESSING
TRANSITIONS TO DISA’S METACENTERS.
D. SDC-LEE WILL NOT HAVE THE RESOURCES NEEDED TO PERFORM SGFTWARE
DEVELOPMENT AND PDSS FOR RESIDUAL ARMY TACTICAL REQUIREMENTS. THE
CAPABILITY FOR DOING THIS MISSION WILL TRANSFER TO DISA WITH ISSC AND
THE THREE SDC’S. THE ARMY MUST KEEP THE SOFTWARE DEVELOPMENT
CAPABILITY REQUIRED FOR ITS RESIDUAL MISSION.
E. WORMS COOP DPI AND THE ASC-PISMASENS ARE BOTH UNDERGOING MAJOR
CHANGES IN THEIR MANPOWER AUTHORIZATIONS AND COMPOSITION. REALIGNING
EITHER BEFORE THIS TRANSITION IS COMPLETE INCREASES THE RISK OF MAJOR
PROBLEMS. BOTH OF THESE SITES SHOULD BE WITHDRAWN FROM STAGE 1
TRANSFERS. 1 DO NOT RECOMMEND TRANSFERRING BROKEN PROGRAMS.
F. IN SEVERAL INSTANCES, STAGE 1 DIRECTS TRANSFERS WITH INAPPROPRIATE
MANAGEMENT OVERHEAD ALLOCATION. AS AN EXAMPLE, A PORTION OF THE
MANAGMENT OVERHEAD IN ISSC AND ISMA MUST BE RETAINED IN THE ARMY TO
SUPPORT SDC-LEE AND PM-TACCIMS, RESPECTIVELY. THE ARMY MUST BE
AFFORDED THE OPPORTUNITY TO READDRESS THE SPECIFIC MANPOWER TO BE
TRANSFERRED.
3. DMRD 918 IS GOING TO HAPPEN, AND IT HAS THE POTENTIAL
TO ACHIEVE SOME NEEDED SAVINGS, BUT WE NEED TO ENSURE THAT WE EXECUTE
IT SMARTLY. WE NEED TO APPROACH THE DMRD WITH THE OBJECTIVES OF
ASSURED CONTINUED SUPPORT TO THE CUSTOMER NOT FRAGMENTING
ORGANIZATIONS, MISSIO.NS, OR SYSTEMS WHICH REQUIREAdditional
OVERHEAD AND DOING WHAT IS RIGHT. LET’S BUILD THE BASIS FOR DMRD
SMART EXECUTION WITH LOGICAL PLANNING.
4. FORGING THE FUTURE.
BT
RTAUZYUW RUEAHUA1570 0812306 MTMS-’JUUU N?iNN

UNCLASSIFIED
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SUBJECT: Recommendations on FY94 PrOdUCt Manager posW~ L-- .–
I
---- I

1. The ASA(RDA) recommends (QnC108Ure) against
UsAISC’s Product Hanagers for Defense Satellite
Systems Installation (DSCSI) and Army Small Comp
(ASAP). x do not agree with this decision.
are best served by retaining both of the centrally selected
Lieutenant Colonel positions. The decision to designate a
position ae a product manager is bastedupon criteria thak have
evolved over years of communications and information systems
acquisition experience. During that time, USAISC has
succeaafully centrally managed strategic communications and
information systems in support of the DISN (formerly the DCS);
and strategicand sustaining base systems satisfying the needs
of CINCS and EAC component commanders.

2. Absent any specific rationale from ASA(RDA) for not
replacing the PUS, I presume that the driving criterion iE the
low level of procurement funding in the programs. ASA(RDA)
appears to have ignored the high value of the customer funds
which are to be obligated against the contracts which the PM
ASCP established and/or manages. BUt, the program management
process within the strategic and sustaining base Information
Mission Area (INA) environments is not solely driven by high
dollar value acquisitions. Typically, program manageraentis
required for reasons of high visibility and/or technical and
organizational complexity. The decision to establish a PM for a
program should not be based on the ability to identify specific
Milestones I, 11, etc. in the mode of a “classic” research,
develop and acquire organization. The ma_Jority of the PMs in PM
AIS/USAISMA were established to manage programs which by nature
are continuing, e.g., the modernization of the Defense
Intonation Infrastructure.

3. Due to the critical nature of satellite communications, the
PM DSCSX projects draw a very high degree of %ntereat at the
SECDEF/Joint Chiefs level. As the sole DoD organization that
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ASCG
SUBJECT: Recommendations on FY 94 Product Manager Positions

managee the installation and interconnect of satellite earth
terminals, the PM must respond to the constantly changing
NCA/JCS PRIORITIES OF ITS CUSTOMER COMMUNITY. In ADDITION,
disc4 directed that the PM DSCSI centrally manage the
installation/fieldingof the Heavy TerminalfMedium Terminal
(HT/M’T)Modernization effort in direct support of the PEO Co!m
(PM SATCOM) in order to realize cost savings. The PM DSCSI must
intensively manage the efforts of approximately 20 defense
organizations and provide technical direction to the PM SATCOM’S
prine contractor. The PM will be executing multiple
simultaneous site modernizations over the next 6 years
throughout a system of 50 sites, some of which are operated by
and for highly classified users. Only a military Product
Manager with his/her diverse experience and developmental
assignments from OW command through Joint Organizations at the
iiationallevel can effectively and efficiently deal with the
Theater, Service MACON and Unified Command Headquarter Staff
and Joint Staff and eatiefy the needs of those Commanders
expeditiously and economically.

4. The PM ASCP is continuously active in all phases of the
acquisition life cycle, from new starts, to award, to post-award
management to contract close-out. In fact, there are individual
on-going contractual actions at every one of the stages listed.
In every case, the PM, kSCP ia charged with assuring the
standardization of computer interoperabilityacross various
levels of architecture and into communications systems. The PM
must reconcile cost and performance parameters of multiple
architectures and materiel solutions within the confines of the
total Army requirements, in an environment characterized by
rapidly evolving technologies. The PM must devise viable
acquisition s~rategies that match available and projected end
user hardware and software products with the current and
projected needs of the DOD customers. Program ❑anagement
expertise must be supplemented with knowledge of technical
development, market trends, contracting provisions, support
concepts and various matrix disciplines to assure that the
customer receivee maximum value from a system over its useful
life. To date, the Army has purchases through the PM ASCP over
one billion dollars of multi-user computer and networking
products and services. These contracts have permitted rapid
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fielding of systems at prices approximately 20-30 percent off
GSA and 60 percent off retail prices for comparable products.
The depth and breadth of the responsibility assigned to the PM
ASCP as validated by actual experience in dealing directly with
the senior information systems officers in the CINC staffs and
with other Army information system Project and Product Managers
demands that the position remain a chartered military product
manager.

5. USAISC’ia Project and Product managed programs are
categorized as non-major programs. This does not obviate the
need for intensive central management by DSMC trained, board
selected individuals. The knowledge of contracting, integrated
logi8tf.cssupport and financial management provided in the
Program Manager course at DSMC, and the expertise to effectively
manage the broad technical and functional matrix are mlsaion
critical to successful implementation of the information systems
projects assigned to UShISC. My recounnendationeto retain the
board selected LTC positions are based upon consistent
examinations of assigned and planned missions and the reality of
resources programmed through the POM yeare. .

Enclosure

CF:
@rector, DISA

PM AIS/CG USAISKA
SARD-RP
SAIS-AE

%@IUEL A. LEFFLER
Major General, USA
Commanding

.
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SUBJECT : Recommendations on FY94 PrtiuctManager
Positions

This rmnorandusoforwards for coordination the
proposed Secretary of the Amy (Research, Development
and Acquisition) (sARD&) recommendations fOr the FY94
Product Manager (M) position$.

R*quest coordination on the attached
rccwmmendation$ be forwarded tg this office N%&April 7{
1993. Nonconcurrence with the SARDA esition requlrss

fadditional justification for your pm tion. If
necnssmy, positions at issue will km resolved during
the GaneEal Officer steering Cormaitteeneeting on
A~ril ~ lq~

Organizations with now starts rwzommended for
approval are raquested to provide tlw paragr@ph and lina
number for the new PM positions from their Table of
Distribution and Allowances.

h

Point of contact for this action is Ms. Norma
Brock, 693-7323 or DSN 223-7323.

A’-=~
BRUCE WALDSCHMXDT
Deputy Director, Acquisition
and Industrial Base Policy

Attachment

.

G4--



-2”

DISTRIBUTION:
ASSISTANT SECRETARY OF THE ARM (RESEARCH, DEWLOPt+fEST
ANo ACQUISITXOt?),Am: SARD-ZA/SARD-ZB/SARD-ZAC/
S~-ZCA/W-ZS/SWZCS/W-ZDj~ZP/sm-ZT/SFAE

DIRECTOR OF XNFORMATXON SYSTEMS FOR COHKAND, OWTRGL,
COMWNXCATIONS AM COMPUTERS

COMMANDERS,
U.S. MY KATERIEL COMMAND
U.S. ARMY INFORMATIONSYST~S CCIWAND
U.S. WY SPACE AND STRATEGIC DEFENSE COMMAND

PROGRAMEXECUTIVEOFFXCERS,
AJUtAMENTS
AVIATION
ARMOREDSYSTEMSMODERNIZATICM
COMBAT SUPPORT
COMMAND& COhTROL SYSTEMS
INTELLIGENCE AND ELECTRONIC WilUMU
STA?KM.RDARM MANAGE?4FXT3NFORMA’IIONSYSTEMS
~hCTICAL MISSXLES
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14EMORANDUMFOR The Deputy Assistant Secretary of Defense,
(Defense-WideC3), ThePentagon,Room 3E187
Washington, DC 20301-3040

SUBJECT:

a

DOD Management of the Defense Message SySte-~fiDMS)~[#8

1. References:
—

a. Memorandum, (ASD {C31))~ 4 Nov 92, subject: Elimination
of Data Pattern Message Traffic from the AUtOAiItiC Qi.gital
Network (AUTODIN).

b. Message, USAISC, ASDC, 1922382 Jun 92, subject:
Execution of the Defense Message System (DMS) Program.

c. Memorandum, (ASD(C31)),26 I?eb92, subject: Component
Approval Process (CAP) Interim Guidance.

2. After reviewing reference la, I thought it appropriate to
share some concerns with the execution of the MS Program and
provide some reoouanendationstoward their resolution. These
concerns are symptomatic of a much larger issue within the DMS
Program, the requirement for an overall Program Manager, which I
will refer to within the document and summarize at the end.

3. n Da@ Pattern Trw .of fr~ . We
applaud your effort in reference la memorandum as an important
step toward eliminating AUTODIN. However, progress toward that
objective needs to be accelerated. .. -

a. Concern. Elimination of AUTODIN is contingent upon a
collective effort to transition data pattern traffic to DON as
mandated.

b, Example. At the 12-13 Nov 92 Data Pattern Detailed
Architecture Team meeting, a Defense Information Systems Agency
(DISA) representative declared that those users in the process
of transitioning their data pattern traffic to DDN, were ta “~
~t back on AUTO131N“ until such time as the advanced encryption
devices and upper layer protocols were developed and mede
available that would provide signature authentication for
unclassified sensitive traffic. This is completely

— contradictory to what we have been telling our users since DON
became available in 1983.

—
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c. Recommendation.
DISA support are clearly
achieve it.

4. ~ture

of the Defense Message System

Ensurethat the DMS manager and his
on board with this goal and working to

~. The lack of overall
management of the Joint DMS Program ia a prev~oualy Identified
concern of ?umy as discussed in reference Ib.

Concern. The lack of a traditional management structure
is c~~sing delays in the execution of the program, and perhaps
unnecessary expendituresof resources.

b. Example. Over a year ago, when the Command encountered
problems implementingthe Army Standard Electronic Message Host
with AUTODIN Mail Se=er (ASEMH w/AMS], we recognized there were
flaws Ln the non-traditionalDMS management structure. The
conmfttee method of management may promote consensus, bum
~ accomplish exffelent, tmely tle~d

Recommendation. Establish a chartered Program Manager
(PM)c;ith portfolio to dwelop and implement DMS. with limited
resources, wa cannot allow a loosely directed process to delay
implementation of a program that means so much to DOD in terms
of saving resources and brings DOD information systems into the
21st century.

5. ro al ProceU The jointlcentral project
philosophy is good ~n itself,~ut is not managed from an overall
program perspective. While one of the goals of the DMS Program
is to use COTS and NDI, the Cl@ (reference lc) 0ster
~ Rather, it forces independent development and
acquisition.

a. Concern. The DMS Program will fall victim to single
source solutions, and will not be able to take advantage of the
products and services available to the commercial messaging
●nviro~nt.

b. Example. Sewi,ceslagencies must screen vendor
developments, and if they choose, sponsor them on a first come
first serve basis into the CAP. That gives a vendor little
assurance that his product will compete. It promotes a single
source once a productis approved. The business community is
aware of this trend, and appears to be turning their talents
elsewhere.

2

.
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c. Recommendation.

of the Defense Message System

Establf.sh a mechanism whereby a vendor
can sponsor his own product through the CAP and market it in
competition with any other approved product.

6. . AUTODIN systems that have been
operating for years are being held accountable to evolving
security criteria.

It would appear that attention is being focused
in t~~ ~ge~~a, on the security aspects of AUTODIN systems that
are part of the baseLine and will be phased out within the next
couple of years.

b. Example. The DHS accreditors appear dictatorial and
inflexible in their reviews. The requirements for Service unique
AUTODIN/bridging systems vary according to the system or user,
resulting in additional delays in the approval process. The
accreditation process has not even begun to address the
widespread, divergent, baselevel E-~i.l systems that continue to
proliferate.

c. Recommendation. Minimally acceptable, yet doable security
criteria must be definedfor all systems. The process must be
such that any functionalproponentcan at any time gaugewhere he
fits into the process,what needs to be done to obtain
accreditation, and how long it will take. linadjudicator must be
identified that can negotiate with all the accreditors, yet
provide a mling it consensus cannot be obtained.

7* ~. The DMS test environment needs to be
revamped.

a. Concern. Testing resources are being expended with
insufficient direction.

b. Example.
from the DBOF to fu
moped .
DISA could very well do the testing for all the services and

“ probably save some resources.

c. Recommendation. Specific security, functional and
operational test criteria should be provided to everyone,
including the commercial world, so when products are being
developed they know what criteria they are working toward. The
JXTC should take on all the testing responsibilities,so the
overlapping resources can be reprogrammed.

3
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8. MF%~
.

. The
ROMC currently under developmentwill provide the foundation which
will determine how DMS is tiplemented in the DOD. The messaging
characteristics listed in the ROMC should applyto bath individual
and organizationalmessaging whenever possible, and not isolate
military messaging fxom that being done in the commercial world.

We are isolating military messaging and
infokt&~~&ge from the technology being used in the
commercial world by insisting that military messaging is unique
and must be provided except~onirl txansmissi.on guarantees and
security safeguards that were not required in AUTODIN.

The traditionalAUTODIN precedence levels are
dict;{in~x~~;~~e length, among other things, although X.400
supports only three levels of precedence; i.e., URGENT, NORMAL,
and NON-URGENT.

c. Recommendation. Develop the ROMC in accordance with the
OSI/GOSIP message handling standards to ensure interoperability
with the coamtercialworld, and not from an AWLWIN perspective.

9. While strong, top-down driven leadership is essential to
defining and executing achievable goals at the DOD level, the
Services and agencies must play a significantrole in the
identification of common goals and in the Qvolution of their
information systems. To that end, 1 recommend that a Service or

resources.

consistent application of new technology throughout DOD to ensure
integration and intero

r
rability while we evolve to a target

architecture. I aolic t your support in focusing and redefining
the DMS Program.

10. Here to Serve with Pride.

CR’ Dtscv
Major General, USA
Commanding

i A

.

,.
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SUBJECT: Housingthe DoD TCOiProvisioningCenter

e. The community is supportive of the Military, and
community leaders and congressional representatives have formed
a Proactiveorganizationthat can be called upn to solicit any
necessary support from federal, state, and local governmental
agencie3.

3. I am confident that a close examination of the benefits of
consolidating TCO/Provisioning functions at Fort Huachuca is
justified, and I welcome your earliest response.

2

I
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Notes on I=IACTestimony

1. Briefing HAC 1000-1200 on Tuesday the 27th, room number not yet known

2_and Ms. Kendall will occupy head table and third seat will be used to
“rotate” through Service and Agency representatives. Seating diagram attached.

LTG Short - DMRD918 & Metacenter Study, focus on methodology
MG Baldwin - CALS
LTG Kind - SBIS & RCAS
Lloyd Moseman - USAF RCAS
Ed Whittman - CAD2 Contract Status

3._will testifyonDMRD918. MS Kendail will discuss OSD oversight of
several programs).. DBMS,CHCS, etc. Both will make opening remark
Memo (attached) lists who will be speaking on what subject.

4. Service reps and DISA will be allowed to make opening remarks, however, due to
short time ailotted, remarks may get “entered’ into the written record without being
spoken. It appears that none of the others testifying intend to make opening remarks.

5. Sally Brown from Ms. Kendall’s office is the 0S0 action officer for this event.

6. Event is likely to be used by Congressman Livingston (Louisiana) as bully pulpit to
show his constituents he went down fighting on the facilities we have recommended for
consolidation in New Orleans. Best tactic for DISA is to expound on methodology used
and avoid confrontational exchange. List of HAC Members and Staffers is attached.

7. Mr. Everett’s office (Dave Bullock) is putting together detailed background
information on the facilities in New Orleans so you will be prepared to answer any
question. Attached are 6 questions/answers pertaining to New Orleans. They are
working on more.

8. I am operating tinder impression you do not desire to present opening remarks. Also
attached is artical, ‘Te stifvina on the Hill:A Guide to Su rvival’

More to follow,

Paul Clouse

m-.
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alre~~y resides at Fort ,.

agreements in place would only require minor modifications

to

incorporate additional DISA functions.

b.
‘he ~SmCCO,~ ~dern work 6pi?LCe in GreelY‘aL1’ a large’

well provisioned buildin~) can be expanded to accowdate

increased miseion/Personnel.

Fort Huachucais growingrapidlywith more than $150
~ill~~n do~lar~ in new construction that includes ‘dernLzed

infrastructure servicesto accommodate the Amy Intelll?e?%

Center and School consolidation
and other supported actlv~tkes.

d, The surrounding area iS
one of the fastest growingin

the stat-eand boasts modern shopping and,entertaimen:,.
excellentschoolsystems,and an attractivecost of llvlng.

—
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O,\A OFFICE OF THE ASSISTANT SECRETARY OF DEFENSE
.

ix . WASHINGTON, DC 20301-3040

26 MAR1993
COMMANO CON7Rm.

COMMUNICATIONS
ANO INTELLIGENCE

MEMORANDUM FOR DEPUTY DIRECTOR, FINANCIAL, PERSONNEL, AND HEALTH
FUNCTIONAL INFORMATION MANAGEMENT (FIM),
0ASD(C31)

DEPUTY DIRECTOR, MATERIEL AND LA3GISTICS FIM,
0ASD(C31)

DEPUTY DIRECTOR, C31 FIM, 0ASD(C31)
DEPUTY DIRECTOR FOR POLICY, 0ASD(C31)
DEPUTY DIRECTOR FOR INFORMATION TECHNOLOGY,

0ASD(C31)
DEPUTY DIRECTOR FOR BUSINESS PROCESS REDESIGN,

0ASD(C31)
DIRECTOR, PROGRAM OVERSIGHT, 0ASD(C31)
DIRECTOR, INFORMATION SERVICES, 0ASD(C31)
DIRECTOR, INFORMATION TECHNOLOGY RESOURCES,

0ASD(C31)

SUBJECT: House Appropriations Committee Hearing on DoD
Information Technology

The House Appropriations Committee~ Defense s~b~omm}tteef
will hold a hearing on DoD Information Technology on April 27Y
1993. At present, Ms. Cynthia Kendall and I are scheduled as
witnesses. Other witnesses may be added at the request of the
committee.

Likely topics for coverage at the hearings are: Corporate

Information Management, Defense Information Infrastructure, the
Metacenter Study, Oversignt of Automated Information Systems,
and the DoD Information Technology Budget. Covering these
topics will require the cooperative efforts of the DDI~ DASD(IS)
and DASD(P&R) staffs. The list at Attachment 1 shows the areas
of responsibility and the primary action office for each.
Attachment 2 shows key dates for testimony preparation,

The point of contact for preparation of the opening
statement is Sally Brown (746-7293). She is also coordinating
the preparation of testimony back-up books.

w~efense

Information

Attachments

cc: DASD(IS)
DASD(P&R)



HAC ADP HEARING
April 27, 1993

CIM -- Grimes
General Status
Policy
Savings
GAO Report
Data Admin
S/W Reuse
Standards, Tech Reference Model
Functional Progress

Health
Financial Management

DBMS and DBOF
Logistics
C31

BPI
FEA

DMRD 918 -- Cavallini
Purpose
Scope
Status of Implementation
Service concerns
$4.5 billion from DoD top line

Metacenter Study -- Cavallini
Why was it done? Part of 918?
What was OSD involvement?
Was quality of New Orleans work taken into Consideration?
Was an economic impact study done for New Orleans? Why
not?
What will happen to the New Orleans employees?

Oversiqht -- Kendall
Policy

8120.1
8120.2
FIP Contract Oversight

RCAS
SBIS -
CHCS
CAD2
CAMS/REMIS TICARRS
DBMS
Logistics: DMMIS,
Desktop IV

Budqet -- Cavallini
43 exhibit summary
DMRD 918 estimate

RDB

information
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HOUSE OF REPRESEHTATIVt>

COht41~EE ON APPROPRIATIONS

[Ratio: 37E?-23R)

~i~ljam H. Natcher, ”(entu,cky, Chairman

Jamie L. Whitten, Mississippi

Neal Srn~th, Iowa
Sidney R. Yates, Illinois

Oavid F?.Obey, Nisconsin
Louis Stokes, Ohio
Tom Bevill, Alabama
John P. Murtha, Pennsylvania
Charles Wilson, Texas
Norman 0. Oicks, Washington
Martin Olav Sabo, Minnesota
JulianC. Dixon,California
Vic Fazio,California
W. G. (Bill) Hefner, North Carolina
Steny H. Hoyer, Maryland
M. Robert Carr, Michigan

Richard J. Ourbin, Illinois
Ronald Coleman, Texas
Alan B. Mollohan, West Virginia
Jim Chapman, Texas
Marcy Kaptur, Ohio
David E. Skaggs, Colorado
Uavid Price, North Carolina
Nancy Pelosi, California
Peter Visclosky, Indiana
Thomas M. Foglietta, Pennsylvania #
Esteban Edward Torres, California #
George (8uddy) Oarden, Georgia #
Nits M. Lowey, New York #
Ray Thornton, Arkansas #
Jose E. Serrano, New York # ‘
Rosa L. OeLauro, Connecticut #
James P. Moran, Virginia #
Douglas (Pete) Peterson, Florida #
John W. Olver, Massachusetts #
Ed Pastor, Arizona #
Carrie Meek, Florida #

(R)

Joseph M. McOade, Pennsylvania, Ranking
John T. Myers, Indiana
C. W. (Bill) Young, Florida
Ralph S. Regula, Ohio
Robert L. Livingston, Louisiana
Jerry Lewis, California
John E. Porter, Illinois
Harold Rogers, Kentucky
Joe $keen, New Mexico
Frank R. klolf, Virginia
Thomas O. Delay, Texas
Jim Kolbe, Arizona
Oean A. Gallo, New Jersey
Barbara F. Vucanovich, Neveda
Jim Ross Lightfoot, Iowa
Ron Packard, California #
Sonny Callahan, Alabama #
Helen Oelich Bentley, Maryland #
James T. !ialsh, New York #
Charles Ii.Taylor, North Carolina #
Oavid L. Hobson, Ohio #
Ernest Jim Istook, Oklahoma #
Henry Bonilla, Texas #

OEFENSE SUBC0bt41T_fEE

(o) (R)

Murtha, Chairman !4cOade, Ranking
Oicks Young
Wilson Livingston
Hefner Lewis
$abo Skeen #
Oixon
Visclosky #
Oarden #

MILITARY CONSTRUCTIONSUBCJM41TTEE

Hefner. Chairman Vucanovich, Rankina #
Foglietta # Callahan # “
Meek # Bentley #
Oicks Hobson #
!lixon #
Fazio
Hoyer #
Coleman

-: _ New to committee/subcommittee
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Testifying on the Hill:
A Guide to Survival

JAMES T. CURRIE

w

w itb recent wa& bothcoldandhot. S.afdycikqosed, there remains for the
military officer only onc peat fcac tha{of being called to testify before

a congressional committee. Though officemarealwaysseekinganopportunity

Licumwnt Colonel J~mcsT.Cutie.USAR. is s pmsfcssor of political sciena st
lhc Industrial College of he Armed FonxsLOLIisasugncd!Odte2070t!sUS Army

Reserve Forces School. Fon BeIvoir. Wginm. He served IS s congrcssimrd ctxffcr

for almost eight year% the last six of which wcrr Ipcnc on the proksriond swff of she

ScncIe Select Commwc on hwlligcncc. He )$ the surhor of two buoks. including I
history of tic US House of Rcp=smmtivcs. md IS coauthor of Tw+ct rlrc Cifktfi:A

ffisroty of rhc Utrircd SWC$ Amv Rcs*n”e. 1908-198J{DA Pamphlet 140-14).
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to excel, few of them relish the chance 10travel [OCapitol Hill and present
themselves before the members and staff of Congress. “I’d rather have a root
canaiwithout anesthesia” M h way one comba[-decora[cdcolonelcxprcsscd
itto me oneday.Iexpectthisfeelingiswell-nigh tmivcrsal among career
members of the military, and there arc good reasons for such trepidation.

First of al!. a hearing is not an equal contest. The congressional
committeeholds aIl the cards. lts members set [he agenda. schedule the time,
and tell you what tttey watt~you to talk about. They control the hcanng room,
and they invariably put you on a lower level physically, so that they can look
down upon you from on high. If they arc hostile in their questioning and you
“win” tic hearingon pointsby showing up one of the members or s@ff and
making him look foolish, they have the last laugh when they cut your budget
orpunishyouwithreportlanguagethatstripsyouofpower andposition.

Second, the committcc will probably spend Iongcr preparing for the
hearing than you will, and they may know more about the subject of the
hearing than you do. Just as you have staff-r perhaps you are the st#f
officer prcpa.ring your superior for tic hearing+ ongressional committees
also have professional staff members, some 2000of them at the end of 1991.
Many of these individuals are young, bright. and aggressive, while others are
older and have as much experienceasyoudo-perhapsmore.

Third,thoughthecommhtcc staffersWillprobablydo theirbestto
tell you what they think the comrnittcc will want to know abou~ you can
almost count on some member to ask a question that is totally off the subject.
If you arc unab!c to answer it, YOUcantakeshelter in the belief thattherewas
no reasonable way for YOU ~0ttavehad theanswer,butoneof your superiors
may still make you feel foolish for not havtig anticipated the qucstiom

With thisbeingthesituatiomwhywouldanyoneevertcsti.fybefore
a congressional committee? One answer, of course, is that you arc invited IO
appear in the same way that the Internal Revenue Scmice invites you to
respond to their request for additional information about your tax return. In
the words oftheGodfather, it is an offeryoucannotretie.Additionally,
proposalstocuttheDOD andse~iccbudgetswillmultiplyinyearstocome,
and there will bc ever-increuktg prewrc on rniliq off’iccrs and senior
civilian appointees within *C Dcpa.nmcnt of Defense to troop to the fill to
defend and explain the l%csidcnt’s budget requests.

So let’sassumeyouhaveoneoftheinvitations in had. Perhaps it is for
you, perhaps it is for your boss and YOUarc the stuckcc who is to prepare

the testimony. If you arc lucky, the hearing is far enough in the flture that you
can carefully prepare the testimony.Ifyouarcunlucky,h istwodayshcricc,
and youarcinbigtrouble.Regardlessofthetimeremainingbeforethe
hearing,theletterofinvitationshouldatleastgiveyouthesubjectofthe
hearingandacommittcc point of contact, who will undoubtedly be a member
of the professional staff of the committcc,

The first thing to do is determine exactly wha[ kind of hearing it is.
There arc four basic type% though you will probably encounter only the first
three of them:

s Legishive hearings. These arc hearingson a bill or other lcghla-
tivc proposal. Whncsscs arc invited to testify both for and against the lcgis-
!ation. giving their views or the views of theirorganizations. The cxecutivc
branchisgenerallyaffordedtheopponunicytotestifybeforetherelevant

B HI
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committee or subcommittee on any proposed legislation. If it is not specifi-
cally invited to do so, it may request the opportunity, and I cannot imagine
thatsucharequestwould ever be denied.

● {nves[iga(i~~e hearings. Thesearetheonesyou shoulddread[he
most.They areoftengeneratedas a resultof a news reportthatalleges
misconductormalfeasanceon [he part of the executive branch. If you are
rea!ly unlucky, your letter invites you to testify before the House Energy and
Commerce Committee, chaired by Representative John Dingell of Michigan.

Congressman Dingell is about as tough on executive branch witnesses as
anyone on the Hill, and when your testimony is over, YOUstill are not home
free, because you may be the recipient of what are called “Dingell-grams.”

These dreaded documen~ ~ tie tittcn follow-up questions from
Representative DingelL and they may be a dozen or more pages long. (Other
committees also send such follow-ups, but Dingeil’s are legcnd~.) Con-

gressman Dingell’s favorite target is the Environmental Protection Agency,
with the Food and Drug Administration next, and DOD third. It was the

National Highway Transpofiation Safety Administration, howe~cr, which
received the most recent big-time Dingell-gmm, a 17-pager delivered in
September 1991. There were more than 100 questions in the letter, all of which
Congressman Dingell wanted answered within 45 days. That may sound like
plentyof time,bu[ itisnot much when you considerallthecoordination

requiredofresponsestoquestionsfrom a congressionalcommittee.

● Oversig& hearings. Theseareshnilartoinvestigativehearings,
exceptthatthehearinghasnotnecessarilybeen rnggercd by allegations of
malfeasance or wrongdoing. Oversight hearings arc the legislators’ way of
keeping up with how the executive branch is implementing the laws Congress
has passed.

Many laws do not lay out in great detail just how the provisions in
the statute are to be imposed on the public. That is often done through
regulations. Congress warns to see whether these regulations actually imple-
ment the “congressional intent” associated with that particular piece of Legis-
lation. if the regulations seem to be in conflict with what the legislators had
in mind, then an oversight hearing may be an opportunity for Congress to
discuss its intent with the relevant federal department or agency and perhaps
to suggest changes in the regulations.

If the agency decides that it does not want to change the regulation—
which is usually a preny stupid position to take—?hen Congress might just
make he law more specific or write something into the report language
accompanying the next authorization or appropriation bill for that agency.
Oversight hearings are not necessarily as confrontational as investigative
hearings, but they may be. Oversight is generally not an occasion for a
committee to bring in someone from the executive branch arid just tell them
what a good job they are doing in implementing a program. They are quite
common, for example, when questions come up about a weapon system “s
performance, cost, or development schedule.

● Conjlnnurion hearings. Thisisthetypeofhearingyouareleast
likelytoencounter.Despitesuch exceptions as the Clarence Thomas and
Robert Gates confirmation hearings, most such affairs arefairly routine.
Congress holds literally scores of them every year for positions from ambas-
sador to department heads. If you are ever involved in a hearing for a
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“I’d rather have a root canal
withmd anesthesia. ..9’

controversial nominee, you will get plenty of help, because by definition a
confirmation hearing is triggered by a presidential nomination.

Once you have determined the typc of hearing YOU face,thenyott
have to determine your audience and analyze how YOUwant to approach that
audience. This may seem self-evident: your audience consists of the members
of the committee before which you are appearing. This is true {o an extent,
but it may be (hat your real audience is only the chahrnan or the mnking
member of the minority party. Or the audience may be a small fraction of the “
committee or subcommittee, such as a particular member or members having
a special interest in the subject under consideration.

You may even know that there is a particular committee staffer who
is yourrealaudience.h isnotunprecedentedfora longtime staffer to be the
one who suggestedthehearingtothechairmanbecauseheorshek really
interestedinthetopic.Thatpersonmay beatechnicalexpertonthesubject
andhaveviewsthatarewell-knownandqttherigid.You shouldknow this
beforeyouprepareyour testimony.

In terms of identifying your audience you might even get to the
exmeme situationwhereyourreaitargetsarenotthepeoplewithin the hearing
room. If you think back to the congressional hn-CotItra committee and its
hearings in 1987, Oliver North addressed himself onlyindirectly to the
members and sraff. He was really aiming at the American people watching on
television. This is atypical. and it will not generally be the case unless the
hearing involves a high-level witness on a controversial subject or unless the
subject is a piece of legislation that the adminiswation wants to get the
American people to suppori or oppose.

It is possible that your hearing will be carried on C-SPAN (the Cable
Sa[ellite Public Affairs Network) and perhaps some excerpt from it will be
picked up by the networks and broadcast to an even wider audience. Except
in the case of closed hearings, members of the pressarelikely to be there. If
your topic is controversial or timely you might get Z%L?NeM’York fintes or The
Washirtgron Posr. You arc more likelytoseereponersfromArmy 77mes or Air
Force 77mes or Navy i%nes or from specialized publications like Inside {he
Pen[agon orDefense Electronics. I canassureyou thatif there is anything
interesting in the offing, the press willwanttoknow abourit.

AfteryouhavefiguredOU(whatkindofhearingitwillbe,whether
itwillbeclosedoropen,andwho the audience is, you are ready to go on to
the next step, which is to detetmine what the committee wants you to cover
in your prepared testimony and what you should be prepared to respond to in
the way of questions fromthemembers.

On rareoccasionsyou will receive a nicely prepared set of questions:
on even rarer occasions, [he committee members will stick to those questions.
But do not ever count on this happening. Call the point of contact on the
committee staff and ask that person just what the commictee hopes to get out
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of the hearing.Themoreinformationyouget,thebe~ieryouCanpreptie.As
oneformerAh Forceliaisonofficer[oldme,“we alwaysfoundituseful to

suggest some subject areas or questions whichcouldhelpboth(hecomrniuee
and rhe whness look smart. If we could not get the committee Stafftoinclude
theseinthebriefingbooks, we would sometimes go to a friendly personal
staffer and thereby get the questions to a member. ” It may not always work,
but this technique is certainly worth a my.

Once you have these preliminaries out of the way—and know just
how much time you have to prepare thewitness statement—then you are ready
to begin your work.

T he first thing you will want to do is to see what your organization said
about the subject the last time someone testified on the Hill. I insure you

that the committee staff members will havedugoutthattestimony,andthey
willbewatchingcarefullytoseeWhetherYOUareconsistentwithorwhether
youarecontradictingsomethingyouragencysaidbefore.

Evenasyouarcprepafingyourtestimony,thecommitteestaffisalso
workingtoprepaseforthehearing.Dependinguponthetypeofhearing,the
staffwillbepreparingbriefing books for the committee membem andques-
tionsfor them to ask during the course of the hearing. The staff members will
have researched the issue just as YOUhave and ~ill highlight for the committee
members any problems or issues that ought to beaddressedinthecourse of
the hearing. Committee staffers are also present during the hearing and will
be taking notes and slippirtg questions to the committee members.

One thing you do not ever want to do is insuIt a staffer. YOUprobably
know not to insult a committee member, but insulting a staffer may get you
in just about as muchhotwa@r.1recallone Army colonel who cha~lengedthe
budget chief of the Senate lnmHigence Committee cmhow much the colonel’s
organizational budget was for the year. The officer did everything but call the
staffer stupid, when in reality both men were right in what they were saying.
The colonel wastalkingabouthow much he received to execute his mission;
the staffer was talking about how much it cost to execute the mission and to
pay the colonel’s troops for the year. It did not make the staffer happy to have
his figures challenged by someone who obviously did not unders~ad what
they meant. It is wise to note hat smffe= never forget, and that committee
staff tends lo remain for the duration,

As you research and write what YOUor your boss is going to say, it!
might be helpful to consider some keys to good testimony:

● Be logical, clear, and to the point, and directly address theques-
~ tions you have iiiertrifiedus being at rhe heart Oflhehearing.Among the best

testimony Ihave ever head was that at a hearing on the Defense Intelligence
Agency budget. The witness was Lieutenant General honard Pemoots, who
came quickly to the point with something like: “we have asked you gentlemen
to authorize the Defense Intelligence Agency to spend $X billion during the
next fiscal year. . . . This is what YOUgot for your money last year. . . . This
iswhat we plan to give YOUfor your money next year. . . . These are the
priorities IhaveforDIA.’lWhen hefinishedhispreparedtestimony,almost
everyoneintheroomunderstoodwhatDIA wasallabout.

Tellthecommittee in your opening What your thesis is, supportthat
(hesisinthe body of the statement. then close by summarizing what you have
said. Members and staff are constantly moving in and out of the hearing room,
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and this gives them more than one chance to ge[ your main points.
What istheantithesisofclear~d effectivetestimony?HOW about

thefollowing,whichwas actuai!y spoken before ~heSenate select Commit[ee
on lnfel!igence:

Mr. Chairman, I feel VCIYstronglythatthesedecisionsby !hc agencies should
be made in a manner that takes into considcra{ionthe scnsiti~ltks andexposures
associated with the decision, and that when efforts arc initiated after the pro-
grams have begun to get the type of approval which you sought, which is quite
appropriate, the inappropriateness is applicable to when it is initiated.

Orhowaboutashorterone:“Thatgaveusabottomlineofabout four thousand
missiles, minus five hundred plus a thousand, inround numbers. ”

● DO not use jargon or ucronyms. We live in a world ofacronyms.
?%ereis scarcely a program that does not have half a dozen acronyms associated
withii.Thoseof us on the inside usc these acronyms as shorthand. and we also

use them to show other insiders that we, too, are part of the team. Do not use
(hem.1repeat:DO NOT USE THEM. NO matter how common you think &
acronym is, there will be members of the committee and the committee staff
who will not know what it means, and that diminishes the effect of your
testimony. About the only one you can use with safety is “DOD,” and go easy

—

on that. Present the testimony as if you were writing for an educated newspaper
audience. Think of yourself as a writer for ?%neor Newsweek or The Washington
Post. You needn’t drop down to the level of the National Enquirer, but never
assume—never!-that everyone is at the same level of expefiise that you are,

‘HOW abou~tiefollowin~’examplefromanIntelligenceCommittee
hearing:“OvertheyearsWe havefrequentlybeencal}edupontoclarifythe
relationshipbetweenthePRD-10,TPDF,MRDFS, andourTPCS thingthatI
talkedabouteadier.”

● Donor use wiring diagrams. 1 have never heard anyone-members
or staff+ xpress a desire to see orgimi=tion charts at a hearing, yet DOD
witnesses in particular seem to have a compulsion to use them and show them.
Very few peopie in Congress really care who reports to whom in an executive
branch organization. What the people on the Hill want to know is whether it
works, If not, can it be f~ed? Or howmuchwillitcost?OrwhydoesitCOS1
thatmuch?Orcanyoudoh whh Icssmoney?Orwhy shoutdwecontint.teto
fund~hkprogram?Orwhatarethetaxpayersgettingfortheirmoney? I recall
one general officer whose testimony began with wiring diagram after wiring
diagram. The chairman asked him not to show any more of them, because he
wanted to get to the meat of the presentation. The general said, “Yes, Mr.
Chairman, but ? have just one more diagram I want to show you.”

● Be trurhful. Itk really awful that this even has to be mentioned.
Itought to be something that we can all take for granted, but unfortunately
that is not the case. The most obvious examples of untruthful testimony in
recent years came out of the Iran-Contra affair. There have been numerous
indictments arising from the giving of false test~mony to Congress. It is a
felony, a violation of the US Code, to give untruthful testimony to Congress,
whether you are underoathornot.BothOliverNorthandJohnPoindexter
wereconvictedofgivingfalsetestimonytoCongress, though both of their
convictions have been reversed on what I would call technicalities. Alan Flers
of the CIA and Elliott Abrams of the State Department have pied guilty to
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giving false testimony or information to Congress. And Claire George and
Dewey Clarridge of the CIA havebeen indictedfor such.

O1iver NorIh. testifying in the poindexter triaL admitfed [hat he had
lied to Congress, and he tried lo make [he case tha[ there were extenuating
circumstances:

Prosecutor: ‘“Youthoughr YOU could go in front of Ihose IWIVC Congressmen.
sit there,andlieand lieandlie?””

North:“1was not under oath. 1have never lied under oath. It Wasan informal.
off-the-record meeting.”

Some[imes you are sworn and ~ometimes YOUare not, but whetier
you are under oath does not matter one bit. A miliwy officer or a high-level
civilian in our government sl-touid be expected to tell the truth, regardless of
whether he has sworn an oath and completely apart from thelegalities.

. DO noruse jokes. This injunction should be violated only with the
greatestofcautionand only if you have Bob Hope’sjoke wri;ers and George

BUrXM’Ssense of timing and delivery. c~mmi~ce hemings arc not speeches
before the Rotary Club, and even if YOUor YOUSboss iikcs jokes, this is not
the place for them. Many MIotherwise fine presenta[i~n has died because of
a joke that did the same.

● C’onform to timzeIimirs. YOU will probably be told by committee staff
or in the letter of invitation just how long YOUhave tOpresent the testimony. Do
nor exceed that Iinzit. If YOUsimply c=mot present evcmg within the time
given you, you may have to prepzuc ~WOversions of the testimony: one to be
delivered, the other “for the record.” This latter can be as Iong as you want it to
be, and it will be studied by members and staff who are interested in the subject.

At the same time, even if the preparedtestimonyiswithinthetime

limit,thewitness may be asked to summmize the testimony, particularly if he
is one of several witnesses to appear before the committee that day. The
witness should be familiar enough wid’tthe testimony to be abletodothaton
a moment’snotice.Witnessesaregenerallyallowedtoplacetheirfufltes-
timonyin the record if they are asked to summarize it.

● Accurately represertf the administration posirion. This also should
go without saying. Yet it has happened on occasion that someone has testified
before a congressional committee and then had his testimony disavowed by
the administration. This does not lead to long tenure for either the person who
presented thetestimonyorthepersonwho preparedit.Testimonyisgenerally

cleared-atmany levels,endingwitha finalclearancefrom theOfficeof
lvlanagementand Budget,which ispartoftheExecutiveOfficeofthePresi-

dent. You should determine who the clearance authorities are for your tes-
timony, and how much time the clewancc process will require, at the time you
determine how long you have to prepare the Iestimony. Whatever (ime you
allow for clearance, it will probably take longer than that.

If you have any doubt about the accuracy of your proposed answer
or whether it represents the administration position on an issue, you can
always request to supply the answer later “for the record.” There are common-
ly many such requests at any hearing, and lhey are generallygrantedunless
thehearinghasturnedacrlmonl~us.lfYOUdomakeSuchareq~es~tofcourse!
youmust promptly supply the answer or [hedata-

● Take info cunsidera(ion whar o[her k’imesses mi/1 fell [he commir-
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red on the subjecr. YOUmay be one of several wimesse~ who will [estify on a
particular subject. You may even be part of a panel. When IIOUcall [he
comrni[tee point of contact, ask him who [he other witnesses will be and
whether you or your boss will be testifying alone. He ~ill probably tell you.
Then contact your counterparts who are preparing the lestimony for those
witnesses, if they are executive branch members, and ask them what they are

planning to say. it helps your credibility and theirs if two or more executive
branch witnesses are not saying contradictory things. The process is a bit
trjckier if the other witnesses are not from the executive branch, but you might
s~i]lmakea careful approach to them. They, of course, may ask what you are
pfanning to say, and that request may put YOUon the spot if you areunable 10
comply. Be careful when discussing anything about possible testimony with
individuals outside your own shop, and especially with individuals outside

the executive branch. On the other hand, YOUmay be abie to discuss your
testimony with a friendly committee staffer and gain some insigh[s as to how
it is likely to be received by the committee. As oneveteranof the Hill Wars

suggested, you might even tryinviting one or more staffers over to your place
of businessinadvanceofthetestimony.Thatway,theycangettoknowyou,
andyoumighthavetheopportunity~0givethemafirs[hartdlookatasystem
oraproblemarea.Ifyou are doing your job correctly, you.have a!ready taken
key staffers on trips to field sites and equipment demonstrations long before
a hearing has been scheduled.

● Make sure rhe person delivering the tesfimony has masrered it. No
matter how much confidence he has in the person who p~pared the testimony,
the witness is the one on the spot. The person making the presentation needs
to go over the testimony and make it his.

● Ifyou use charts and diagrams, make sure they are clear and can
be reproduced in black and white. I cautioned about wiring diagrams, and in
general these should be avoided. But sometimes a judiciously used chart,
particularly in budgetary matters. can make a point quite well. In preparing
such, remember that these. charts will be reproduced in black and white in the
printed version of the testimony, and they need to be reproducible. If you use
color in your presentation cha~s, be sure that YOU have reproducible versions
to submit for the record.

● Present the testimony in the number ofcopies requesfed by she
convnirtee. Committees usually ask for 50 or even 100 copies of testimony,
and they would like to receive it 48 hours before the hearing. Try to comply.
It will make the committee staff feel much better toward you. Afler you have
completed testifying, YOU might want to leave copies of your testimony and
any visual aids with the service congressional liaison office. Its staff can then
respond to requests from members or staffers who do not serve on the
committee that held the hearing.

T estifyingbeforeCongress may never be a pieasant task for most military
officers, but if approached in the right way, it need not be a disaster,

either. Just as with any military operation, the key is to know whom and what
you are facing and to prepare appropriately. Congress is very much like a
foreign land, with a different language and customs. and congressional comm-
ittee hearing rooms will be the scene of many DOD battles in the years
ahead. The prudent officer will prepare himself for the action athand. Cl
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DISA FY 1993/FY 1994 APPROPRIATED FUND BUDGE T SUMMARY

AL APPROPRIA’IZD BWDG~ For FY 1994, DISA is requesting $621
million in appropriated finds. This amount is $75 million less than our current FY
1993 budget and $12 million less than the January 1993 FY 1994 Bush Budget Baseline.
Approximately 80 percent, or $495 million, of our FY 1994 appropriated fund request is
for Operation and Maintenance (O&M); 12 percent, or $72 million, is for RDT&E, and
the remaining 8 percent is for Procurement. ~OTIR Attachment (1) provides ch-
forthebackupbook that displays DISA’S IW 1993-FY 1999 appropriated funds in the
DoD Future Year Defense Progmn (FYDP) and a breakout of FY 1993 and FY 1994
fimds ~ appropriationand DWA activity.]

ORMATION TECHNOLOG Y BUDGET POR APPROPRIATED HJND~.
Excluding DBOF, for FY 1994, approximately 68 percen~ or $421 million of our $6~1
million appropriated fund budget request will be spent on information technology
systems. This compares with 66 percent, or $Wl million of our currenf $696 million
FY 1993 budget that will procure IT systems. ~OTE For the backup book
attachment (2) provides DISA’S appropriated fund input Muded in the FY 1994 DoD
Information Technology Budget mquestm]

2 AtkhmentX
1 FY 1994 Appropriated Fund Budget Charts
2 FY 1994 InformationTechnology Budget Summa~
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I)J3PARTMENTOF DEFENSE
DEFENSE INFORMATION SYSTEMS AGENCY

FY 1994 FHJDG~ ESTIMATES
REPORT ON INFORMATIONTECHNOLOGY SYST5MS

Program Highlights and Major ChangWBetween FhcalYears

TheInfmnationTechnologySummaryfor the Dcfwtse Information SystemsAgency
(DISA)includw programs for the White House CommunicationsAgenq (WHCA),l%tkmal
Communjca~lons System (Ncs), Chief Information OffhmI (CIO), Defense Systt?ms Support
Organization(DSSO), Defense Network SystemsOrganization (DNSO), the Joint
Intemperabllity and Engineering C@anization(JIEO),Cen(erfor Information Management
(CIM)and the Defense Business Operations Fufid/Communicationsand Information Sewicw
Activity (DBOFKTSA).

The Centerfor Information Management (CIM) provides technicaland program
executionsupport to the Assistant SOCretaryof DefenseforCommand,Control,
Communicationsandhuelligenw(ASD(C?I))}functionalar~ managersandService./Agency
executiveagents,CIh4’sauthorizedend-strengthgrewto400(including7 military)inPY
199’2andin~ses to 536 (including 10 military) in FY 1993 and oulyearsi CIM is tasked
to assist in improving the efficiency and effectiwnws of the DoD lnformaticmManagement
(lM)program.Specifictasksinclude expandingthe ~pulation oftheDoD DataKqoS~tory,
increasingthe number of software componentsin the Defense $oftware Repository System,
providingtechnical integration support to enwe both functional and cross-functional
interoperabiiityandintegration, initiadng softwu’eprocess assessmentsof D@ Central
DesignActivities and updating the DoD TechnkdRefenxwModel to facilitate transition to
an opan 3ystems environment,

WHCA will cxmtinuework cm ade.centralizedADP network.Theprojects supporting
lhiseffortwiilprovidea meanstotmsferappropriateapplicationsprogramsfrom
mainframetomicrocomputers,Thisdecentralizednetworkprojectrequires the procurement
of prsonal computer network services, softwareand other peripheral items.

JIM) funding provides for dm Joint lmeropcrability Evaluation System (JIES).JIES
will provide a modern tool to verify that exis~ingand future Tactical Data Systems comply
with TWieal Digitai Infgrrnation Link (TADJL)A/W message Standardsandwill
inte-roperatcinjohll_ons, Thissystemwilldiwtly support the (XM Functional Area
ofCommand and Control.

TheDSSO provfdescentralize.dADP @hnica.1support for the Worldwide MiMary
Commandand Controi System (WWMCCS);compuw operations; analytical and tcmhnicai
ADP support to the Joint Staff (7!3),C)fficeof the &wetary ofDefeme,andtheNational
CommandAuthority (NCA); ADP ttxhnicai support to the Nationai Military Command

Exhibit 43A, Page 1 of 8



04/19#3 a7:34 CIS9* CODE i=. F(W’ %33 7’46 46.28 B34

DEPARTMENTC@DEPENSE
DEFENSE INFORMATION SYflEFvfSAOENCY

FY 1994BUDGET ESTIMATES
REPORT ON INFORMATIONTECHNOLOGY SYSTEMS

Program Highlightsand MajorChangesBetwwnFiscalYears

System;andprogrammanagementandexecutionoftheWWMCCS ADP Modernization
*M (WAM). WAM willimprove the WWMCCSstandard ADP hardwareandsoftware
systemsthatsuppmttheconvenljonalforcecommand and control activities of the NCA, El,
and the Unified auctSped3ed commands. The ovemll objectiveof~Ah9 h toimproveour
nation’sabll.ltyto formulate a Credible, executable, conventional military response to world
events that threaten our national Merests, Improvementswill be achieved by applying
modem information systems tools and technology 10the tasks of planning, mobilizingand
ckployhyj ii eurivcntional operation, Requested funding will also provide quality assuram%,
configurationmanagemem and recurring releasa of WWMCCS standard applications
sof?wamin addition to worldwidesupport of the exaw.ive and networkingsoftware for
WWMCCSADP and the WWMCCSIntercomputerNetwork. DSSO’Sfunctionsalso include
IXSA Information Servhxx and CornmanctCenterEngineering, Information Services provide
for the design,development,hsallation,hnplementation,maintenanceandoperational
supportofinternalDNA informationsystems,CommandCeNefEnglneeriogprovides
systcm$cmgkeringandmanagementsupport for National Milhary CommandCenter
eonmand and emu-d informationsystems, Activities include developmentof command
center requirements, testing, integrationand eonflgtmitionmanagement, facility design and
technieal direction.

The CIO is responsible for guiding DH3AinapplyingtheprinciplesofCorporate
InformationManagementtointernalAgencyoperations.Theirobjectiveistoprovide
@n@, informationengineeringandmanagement support serviees requird for a robust
IXSAJnformrttionSyslem. l%e C1O,in collaborationwithotherDISA activities, is
developing an agency-wide definition of information neds and related processes. Using
inf~don engineering methodologies,the (30 is conducting a thoroughanalysisof
customerneed and docu.ment.ingthose needs in an integrated “data model” that will serve as
the basis foffuture DISA system development. The CIC,Ialso managesimplementationof
DXSAAIS sewrity poiides and proccdtIres.

ExecutiveOrder 12472directs the National Communications Systemto easure that the
NationalSeurrjty and HmergeneyPreparedness (NS/EP) telecommunieatjonspolicy and
objectivesarefulfilledfortheentirespectrumofnationalemergencies,A mqjorNCS
telammunieadonsinitiativeh theNationalLeveiTelecommuniutionsPnqyam@LP)
whlebh composedoftheCommercialNetworkSurvivability(CNS),CommerckdSATCOM
In@connectivity(CSl),andtheGovernrnentwkteEmergenty TelecommwhtionsService
(GETS)prognms.OtherNCS finding provides for offke automationsupport including

Exhibit 43A, Page 2 of 8



DEPARTMENT OF DEFENSE
DEFENSE INIWRMATUX4 SYSTEMS AGENCY

FY 1994 BUDGET ESTIMATES
RBPORT ON INFORMATION TECHNOLOGY SYSTEMS

ProgramHighlights and Major ChangesBetw&n Fiscal Yems

elcd.ronlc mail, spreadshe@, word processing,graphhx,etc.During FY 1994,con[mcts
will be awarded for enbd routingof InterExchangecarrkm, The N(X will also
cmmpletomajor cifice automation acquisitions of hardwareand software.

The DISA information technology exhibits aIso include data for the Defense Business
Operations Fund/Communicationsand Information Servicw Activity (DBOF/CISA). The
exhibit includes 3X30F/CISA sales to commercial vendorsand military services, Offsetting
collections are also displayed.

TheDNSU providesplanning,progr~mmanagement,neiworkengineering,and
operationsofthefollowingDefenseCommtinicationsSys\emsprograms:DefenseSwitched
Network (INN), Defeme Data Network (IIDN),AutomatedDataNetwork(AUTODIN),
DefenseMessageServiW(lJMS),DSN Integrated ManagementSupport System (DIMSS),
Defense Satellite CommunicationsSystem (lXXX) and the Defense Integrated Management
Network (DXSN).

Cost Changes Between Fiscal Years (~30%)

CapftalInvestments:

Purehse ofhardware:FY 1994 decrease reflectscompleted FY 1993hardware
aequjtitionsrqdredfortheI)efenseInformationSystemNetwork(131SN)program
andnxhmd communicationsequipmentacquisitionsfortheWhite House
CommurMdions Agency.

Purdmse of software: FY 1993 increases funds purchase of six CASE configurations
insupportofCM sofhwreengineeringefforts,

Sheor fwil~ty:TheFY 1993andPY 155?4increascisrequhedtoprovideworking
space foradditionalDNSO staff.

E@pment Rental,Space,ad OtherOperatlngCow

Spat%: The FY 1994 increase in space reflecis Pentagon resewation funding
requkements.

Exhibit43A,Page3of8



DEPARTMENT OF DEFENSE
DEFENSEINFORMATIONSYSTEMSA(3ENCY

FY 1994 BUDGET ESTIMATES
REPORT ON INFORMATIONTECHNOLOGY SYSTEMS

Program Highlightsand Major Changes BetwetmF%calYears

Cornmerckd Services:

Systems analysis, programming, design and engineering:BY 1994dmrcase reflects
temdnaticmoftheWWMCCS AIX Modernization (WAM) program+

Studies and other: ‘I% FY 1993 increase providesspecializedtechnkalsupport for
the devdopment and review of sysmnmservices standards, applicationservices
standards, information serviws standards and integmted servh%$ standards for
information technology; technical support for themanagementoftheInformation
Processing Stan&rds Council {IFSC) standtudizationarea; and, technical management
and administrative support for the DoD standards development/reviewprocess
including interfitcingactivitieswhh external standardsbodies and forms.‘heHY
1994decrease rdlects compledonof the Informaljon TechnologyReUse Service stmt-
Upcosts.

Managctnentand Validation Process

The @crity of the DISA ADP requirements area result of derivative tasking from
OSD and the Joint Staff. This is done either through the technicaIsupport requirement
_ w ~rough di=i ~~ng~ RwkMx=Iat of aging @mponwtsk predicated on
maintenance histories, dhcondnuanceof vendor support and planned med. Capacity studies
arc routinely made and systemsare sized and reconfigured accordingly.

The WAM program was reviewed by the joint Major Automated Information System
ReviewCouncil (MAISRC)/C’ISystemstimmittee inFebruarylYYl,A Defense
Acquisition Board (DAB)program status assessment was held 14 March 1991. These
reviews requested an updated baselineand approved continuationof the WAM program with
a follow-an DAB to be held in FY 1992@t notlatnrthanswond quarterFY 1993)
followingthefirstWAM operariontest and evaluation, ‘1’%e Joint Staff+haked JC)PES
Review Bead atao reviews the WAM program cm aqmrterly basis, The Board is chaired
bytheJointStaffandhc!udesOSD andMILDliPrepresentatives.

Another managementvalidationprmms is based on the DSSO’Sfive-yearADP plan,
DSSO reviewsallproposalsfor acquisitionofADP resources for compliancewith Office of
hfan~wnenl and Budget requirementsas well as other appropriate regulationsand
requirements. @eralional neds are constantly reviewed by a spedal cornminecof DSSO

Fxhibit 43A, Page4 of8



DEPARTMENT OF DEFENSE
DEFENSE 1NFORMATION SYSTEMS AWiNCY

FY 1994BUDC3ETESTIMATES
REPORT ON ImORMATION TECHNOLOGYSYSTEhfS

ProgramHighlights and Major Changes Between Fiscal Years

customers to assure continued validity of support requirements,
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DEPARTMENTOF DEFENSE
DEFENSEINFORMATIONSYSTEMSAGENCY

FY 19946UDGETESTIMATES

REPORTON lNFORMA130NTECHNOLOGY SYSTEMS

1, CqPhd hwxment8 ($000)
A,pUldMSC ofhBrdwaro
34Purchase Of$dhvatc
C. Siteor faedity

Subfotd

2. Pcrsfmnel
A. Compcnrntion, benefits&travel($000)
B.%’orkywus

Subtotal

3. EauiDment rental, $Dacc,and other
Ooortttin~ costs WOO)

A. Lcasoofbardwarc
B. Uaac ofdtware

c. Spncc
D. Suppliwand other

Subtotai

4, Qg@nerdal scrvh [$000)
A. ADPE time
B. VoiIXcommtmications
C. Datacummunicathms
D. operations and mahItcnaw*
E, Systemsarudysb,profyarnming,

dcdgn andengineering

F. !Nudies %odothor
0.Si@flcent use of Information technology

Sllbtlyd

5. lnternfrcm 6crvkc${s000)
A, Paymonta
B, Ctlfteainga)lleethms(DBOF/CISA)

Subtotal

FY 1992

q293

3*7

844

49,404

103285
1,812

103285

0
2J14
9333

30$21

42,668

599
700,101

533/364

16341

112$%

6,038

0

1,369,239

30,462

(1272,73S)

(1~42,276)

EY_lj93

48~82

8356
1,169

S8,507

127~L5
2,038

127$15

0
2)291
10,434
28#140

41$6s

o
722,069
540,312
20$09

142,642
15,129

0

1,44i),66i

49,130

(ly224,820)

(1,17s$90)

R 1994

22JX?0
10,3%
1,729

34,125

139#05
2,138

139305

0
2J86

~2,172
28,606

43,164

0
726987
536,881
20,32n

122,627
10,104

0

1,416$21

49,594
(l,262&9)

(1,212,70S)

Exhibi!43A,page6 of B



DEPARTMENTOF DEFENSE
DEFENSEINFORMATIONSYSTEMS AGENCY

FY 199413UDGE’rWITMATES
REPORTONINFORMATIt)N TECHIWLOGYSYSTEMS

EL1.f2? FY 1993 FY 1994
6, In(ra-agenW Wrviw ($OQO)

A, Paymctw 3,175 3$12 2,785
B. O!lkettingcdlcctiom o 0 0

Subtotal 3,175 3,3j2 2,76S

7. o(?16rseAccs(@00J
A, Payments 27? 67S 732
B. OffkMingedketions (1,618) o 0

Subtotal (1341) 675 732

TotalObligations 324JS4 496@45 424>33
TotalO&M Obh’gadons 265,420 362,429 368,450
Total Proeuremeot Obligadcms 48,9S8 56$81 31,469
Total RDT&E Obligations 49,0s1 40,008 20$59
Totrd MILCONobligations 727 S5S
l’otd DBOF/CISA(&x Note] (39:) 36$XW 2,7CQ
Wofkycara(o&M) 1,362 1354 1,6s4
Workyearx(RDT&13) 450 484 484
Workpn (DBOF/CXSA) 441 4?s 475

Note: D130F/CISA10MWarc showna$poshlvcnurnbem(payrnenls(+)C.WIXXICUllcctions(- )). GairM
are showoMnegative nurnkrs (collcetions (-) exceed paym&ts (+ j), “

. .

0HardvmrcMdmnam 13,6% 17,4(M
*Software Maintenance 2,635 24m
* operations 210 266

Intcragerq ScWictxbreakout($000)

Paymenta:

Army Sfitcms design/anaJysis 3/395 9$53
$ludk$/fore@s/cmsuliJng semlcm 5,766 3#84
Othercommercial serviea 932 0

Navy Studkslforecas@xnumlting semlcza 23s 1,175
Other earnmercialservices 372 0

Al? $@temsd@@inalysis 847 16,376
SWliti/fomcas@xmsulling werviw 909 0
Othercommercial$emim 128 0

Exhibit43A,page7ofll
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0
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DEPARTMENTOFDEFENSE
DEFENSEINFORMATION SYSTEMS AGENCY

FY 1994 BUDGETESTIhfATES
REPORTONINFORMATIONTECHNOLOGYSYSTEMS

I

FY1992 FY1993
GSA:Facilhymodifleatloru 525 50

FEDSIM 2m 3,109
Wcr commercialmviccs 1$50 0

NISR Systemsdesignjanalysi$ 185 1454

DOE Systemsdesigmtmalysis $Ml 1$30
S{udi~flora~tt)mNul[ingserviczs 8WI o

DECXXXTelecommunicationsk~se 7JOS 7$54

NationalI&d SharedFunding 2$23 4,448

CMIMMorrs:

NationalLcvciSharedFunding (2,638) (4#q

DBOF/Comtnunkations and Information
ServicesAuivity [1J7O,1OO) (1220,700]

lntm-agency$xvkabreakout($000)

Payments:

DLA: Ialer-smica supponqpemenw
()(hcrmrtrnerdal servitxx

DITSO: Othereummereialscrviees

C!dedorla:

DLA; Inkr-$crvirx support agrccmcnb

OtherSet+oes($000)

Payments:

GPO: Pubs& referencemabxlals

Libraryof Congiwa:FEDLINK

UniversitimuC-ommcrcialTraining

672 759
128 2>s0

2,00s o

(1,618) o

10 11

61 64

m m

FY 1994
0

2330
0

2J85

3,120
0

7,977

10237

(9$99)

(12$2,400)

719
1,6S0

o

0

3

24

705
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DISA REORGANIZATION FACT SEEET

o THE DEFENSE INFORMATION SYSTEMS AGENCY EVOLVED FROM THE
DEFENSE COMMUNICATIONS AGENCY (DCA)

DISA’S predecessor, the Defense Communications Agency was
formed to solve a specific problem. h the 1950’s the Army, Navy
and Air Force communications stations could not communicate with
each other without sending their traffic to the Pentagon for a
manual transfer.

When DCA was formed in the 1960’s the capability was
established to allow the Services to communicate with each other
directly. As computers were proliferated, DoD faced the same
situation all over again, Army, Navy and Air Force computers
could not communicate with each other.

With the recent designation of DISA as the central manager
of the DII, we’re going to do the same thing for computers and
communications that we did for telecommunications in the 60’s.

o INTERNAL STRUCTURE OF THE DCA FOLLOWED A STOVEPZPE
STRUCTURE THAT EVOLVED PRIMARILY FROM THE WAY
ORGANIZATIONS HAD BEEN INCORPORATED INTO THE DCA

To resolve the problems of communications incompatibilities,
the evolving DCA organization incorporated various Service
Elements and Defense Agencies. These organizations were normally
formed into separate internal DCA organizations and over time the
potential for overlap and duplication of functions increased.

o STOVEPIPE STRUCTURE BECAME DIFFICULT TO MANAGE AND
PROVIDED OPPORTUNITIES FOR DUPLICATING FUNCTIONS
AND MISSION AREAS

As a result of how the DCA organization was formed, it did
not lend itself to the expanded role DISA was acquiring in IT.
Each suborganization within DISA had its own customer base, its
users and its patrons. It was not uncommon to have several parts
of the organization providing similar services to their
respective customer base, sometimes services and products were in
conflict with each other and there were internal confusion with
tasking.

o REORGANIZATION IS BEING ACCOMPLISHED THOUGH A SERIES OF
STRUCTURES WHICH DECREASE THE OPPORTUNITY TO *’BREAKg’
ANYTHING DURING TRANSITION, AND MAKE THE CHANGES MORE
PALATABLE! TO EMPLOYEES, MANAGEMENT AND CUSTOMERS

Within DISA we are keenly aware of the attributes of Total
Quality Management and providing good customer service. Under
these principles, we have determined that we must tailor our
organizational changes in a manner that is clear to our customers

Z?Ic



and attainable without placing an undue burden on our employees.

Through an evolutionary approach, the Agency is moving from
the current structure towards a functionally oriented
organization. The first was begun over two years ago with the
consolidation of C3 ADP and communications engineering functions
into a single Directorate (ORG)

o CREATED THE DITSO ORGANIZATION TO MANAGE CDArS AND DPI/S
FOR FINANCIAL COMMUNITY AND AS A PROTOTYPE FOR MAJOR
FUTURE CONSOL1DATIONS IN LOGISTICS, MEDICAL, HUMAN
RESOURCES. THIS WILL EVOLVE IN THE NEAR TERM TO THE
COMPUTER UTILITY.

The Defense Information Technology Services Organization was
established in May 1992 as a fee-for-service utility responsible
for providing information processing, software development and
related technical support to DoD customers. Initially DITSO’S
customer base was confined to the Defense Finance and Accounting
Agency. DMRD 918 signi,fi.cantly expands DITSO~s customer base to
include DoD functional areas (e.g, medical, logistics,
personnel).

The creation of this utility relieves the functional
community of the information technology burden, allowing them to
focus on their core missions. Significant benefits to be
realized from this approach include reduced costs, standardized
DoD-wide business systems, improved customer service, and
services/products which are competitive with the best in the
private sector.

o IN THE PROCESS OF FURTHER CONSOLIDATING OUR ENGINEERING
AND STANDARDS RESOURCES THROUGH COKBINING CIM AND JXEO

We are creating an integrated engineering organization which
will be poised to provide better integrated services to our
customers. These services will cover the full spectrum of a
system life cycle from the establishment of the need to full
deployment. The combined organization provides engineering
support for business and mission functions to include:

Architecture
Technical integration
System, subsystem engineering
Standards for ADP and Communications
DoD data administration
Software reuse
Information engineering process and tools

o CREATING A DEPUTY FOR OPERATIONS TO OVERSEE TOTAL IT
SYSTEM OPERATIONS AND PROVIDING A SINGLE ENTRY FOR
CUSTOMER REQUIREMENTS AND SATISFACTION



The Deputy Director, Operations and Customer Services, is
being established to exercise primary staff responsibility for
the operational performance and effectiveness of the DISA and the
DII. Also, DDOCRS exercises primary staff responsibility for
customer relations and customer service. Customer business units
within DISA will serve as the primary point of contact for
customers -- key among these are the Principal Staff Assistants
(PSAS), DoD Components, and CINCS. However, god customer
relations and services will be stressed at every level of the
organization and in all daily business.

o REALIGNING C2 COMPUTING AND ANALYSIS INTO DISA FUNCTIONAL
ORGANIZATIONS THROUGH ELIMINATING THE LAST STOVEPIPE
ORGANIZATIONAL ELEMENT

The Defense Systems Support Organization has historically
provided quality information services to include software
development, information processing, analytical studies, and
technical support to elements of the Command & Control community.
Primary customers included the Joint Staff, OSD, the WWMCCS
community, and internal DISA elements. DSSO designs, develops,
acquires, tests, integrates, implements, operates and maintains
systems in a secure, interoperable environment to support
customer requirements.

o REALIGNING THE DEFENSE NETWORK SYSTEMS ORGANIZATION
(DNSO) AND ITS SUBORDINATE ORGANIZATION; DISA-PAC AND

DISA-EUR. A DNSO WILL EVOLVE TO THE COMX UTILITY IN THE
NEAR TERM. THE!FIELD COMMANDS, DXSA-PAC AND DXSA-EWR
WILL BECOME THE SINGLE FACT TO THE CUSTOMERS IN THEIR
RESPECTIVE THEATERS.

o PLANNING FOR T3E CONSOLIDATION OF COMPUTING AND
TELECOMMUNICATIONS OPERATIONS WHICH WILL COMPLETE
OUR OBJECTIVE TO BECOME A FULLY FUNCTIONAL ORGANIZATION.



SUMMARY FACT SHEET

HAC TESTIMONY
April 1993

DMRD 918 IMPLEMENTATION OVERVXEW

8UMMARY

The purpose of this fact sheet is to prepare LTG Short for
testimony before the House Appropriations Committee on 27 April
1993 ●

FACTS/DISCUSSION

0 DEFENSE MANAGEMENT REPORT DECISION 918, “DEFENSE
INFORMATION INFRASTRUCTURE,” WAS APPROVED BY THE DEPUTY SECRETARY
OF DEFENSE ON SEPTEMBER 1S, 1992.

DMRD 918 was initiated to create an end-to-end i.reformation
transfer capability which is protected, interoperable, and cost
effective. It designates the Defense Information Systems Agency
(DISA) as the single Central Manager of the DII.

The objective is to (1) revolutionize information exchange,
defense-wide, (2) strengthen our ability to apply computing,
communications, and information management capabilities effectively
to the accomplishment of the Departmentts mission, and
(3) significantly reduce the information technology burdens on
operational and functional staffs.

The DISA Director established an internal DISA Transition Team
to meet these new requirements. The Team is respomi.ble for (1)
the development of required Implementation Plans, and (2)
developing the new organization structure for DISA. DISA will
inherit new and extended missions as the Central Manager for the
DII, and will increase in workforce by five-fold.

o DISA IS DESIGNATED THE CENTRAL XANAGER OF THE DII.
INCLUDED IN THAT MANAGEMENT RESPONSIBILITY ARE THE SEVEN FUNCTIONS
PRESCRIBED IN DMRD 918 (CDA/DPI=COMPUTIl?G, ACQUISITION=PM’S AND
PROCUREMENT), COMMUNICATION, INFO SECURXTY, STANDARDS, ENGINEERING,
EDUCATION). HOWEVER, TO DATE, THE RESPONSIBILITY FOR EDUCATION AND
TRAINING IS IN ABEYANCE.

DMRD 918 encompasses a baseline of approximately $12 billion
per year in information technology (IT) funding. The concept of
operations developed for DMRD 918 was benchmarked against world
class companies in the commercial sector. These companies
experienced a minimum 30% recurring savings through consolidation,
standardization, automation and integration of IT activities as
proposed in DMRD 918. Recognizing the unique and highly complex
and diversified nature of the DoD, savings in DMRD 918 are greatly
reduced and stretched out compared to commercial experience.

IIrd



DNRD 918 IMPLEMENTATION OVERVIEW

-The ASD(C31) and OSD Comptroller, by using the DII model,
estimated that DMRD 918 gross savings are $8.2 billion and
generates its own investment of $3.7 billion, mainly for enhanced
IT security and base level communications. Therefore, the
estimated net savings are $4.5 billion over the FYDP, which is 5.4%
of the total baseline. By FY 99, the baseline is reduced 12%.

-The savings have not yet been spread to the Military
Departments and Defense Agencies. During the development of the
DMRD 918 Resource Plan, 45,000 people were identified supporting
functions that are targeted to realign to DISA.

o THE DEPUTY SECRETARY OF DEFENSE APPROVED THE RESOURCE PLAN FOR
IMPLEMENTATION ON DECEMBER 2, 1992.

The resource plan will be implemented in two stages which are
currently in progress. Stage I includes 3 Phases. The DISA
Implementation Status is outlined below:

Stage I - Phase 1 (Dee - 10 Jan)

-Two Teams developed Implementation Plans and Site Survey
preparation for Acquisition and CDA/DPI’s.

-There has been Component, PSAf S and Joint Staff
participation.

-Implementation Plans featured Operational Control
(OPCON) pending Transfer/Capitalization.

-Informal and formal coordination of Implementation Plans
(23 Dec - 8 Jan).

-Final Draft Implementation Plan submitted to ASD(C31) on
11 Jan 1993. Signed by C31 on 14 Jan 1993.

Stage I - Phase 2 (10 Jan - 15 Apr) XN PROGRESS

-Establish additional implementation teams for
Communication and Information Security, Standards & Engineering to
prepare implementation plans.

-Site Surveys and confirmation of assets to transfer for
the functional-areas of CDA/DPI, Acquisition and Procurement.

-Negotiate Memorandum of Agreements with the Services.
-Establish OPCON in preparation for Capitalization and

Transfer. OPCON agreements have been entered into with the Army,
Navy, and Air Force. Pending the administrative procedure required
to transfer assets, operational control allows management to take
over daily operations. During this period, the Service retains
authority over matters of administration and discipline.

-The planning for Stage II is beginning.

Stage I - Phase 3 (1!5Apr - 15 Jul) IN PROGRESS

-Transfer balance of CDA/DPI and other functions/assets
(Communications, INFOSEC/Standards/Engineering) .



DMRD 918 IMPLEMENTATION OVERVIEW

-The ability to execute the transfer is in question IAW
DMRD 918 as the Services are reneging on their agreement to
transfer some of the assets identified in Phase 1.

-The Services are questioning the validity of the DMRD
process. Hence, the Odeen Panel.

-DISA is finalizing the Implementation plans for
Communications and INFOSEC/Engi.neering/Standards.

-The site surveys are scheduled to begin in late April or
upon approval of Implementation Plans.

-The OPCON of assets prior to transfer are being worked.
-The actual physical transfers are not likely to begin

until 1 Ott 93.
-Phase 3 may be postponed depending on the results of the

Odeen Panel. However, DISA continues to plan for site surveys for
the remaining assets to realign, approximately 5,000 employees.

Stage II INPROGRESS
-Fix what was broken in Stage 1.
-Round out transferred mission areas with direct

dedicated support functions/assets for both Stage I and II.
-Complete the transfer of functional assets cited for

DISA central management.
-The main objectives are (1) to insure that damaged

programs transferred to DISA during Stage I are corrected and
(2) develop a candidate list for additional functions/assets to
transfer.

-The Services and Defense Agencies are not willing to
identify any additional resources until DISA provides a clear
delineation of the functions that DISA will perform as manager of
the DII. They want DISA to provide a conceptual template that
outlines DISA’S and the Services roles and responsibilities.

-The Transition Team has developed a new strategy to work
with the Services and Defense Agencies. DISA will provide a
general functional area briefing. The Services will forward
questions to the Transition Team and we will schedule a meeting
within a week to address those issues. Additionally, a more
detailed framework, defining DISA’S roles and responsibilities and
that of the Services and Defense Agencies will be discussed. After
that process the Services have agreed to provide a candidate list
that we will collectively review at the next meeting.

“ THE DISA IS WORKING CLOSELY WITH THE SERVICES AND AGENCIES
TO INSURE A SMOOTH AND EFFECTIVE TRANSITION TO THIS NEW PARADIGM.

-DMRD 918 Concept and Objectives are sound.
-The function/asset identification and transfer process is

limited and incomplete. There are partial lxansfers in Stage I and
planning disagreements in Stage 11.

-DMRD 918 Savings projections and schedules require evaluation
by ASD(C31).

-The scope and extent of implementation needs to be confirmed
and enforced by OSD.



DMRD 918 IMPLEMENTATION OVERVIEW

RECCOMMENDATION

This is a fact sheet on DMRD 918 Implementation Overvi.ew to be used
for information only.

Prepared by: Antonia Ikirt
DMRD 918 Transition Team
X24164
20 April 1993
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SUMMARY FACT SHEET
IXSA HOUSE APPROPRIATIONS COMMITTEE TESTIMONY

22 APRIL 1993

DMRD 918 IMPLEMENTATION (Communications}

SUMMARY

DMRD 918 actions approved by ASD(C31) called for the transfer of a total of 1810 persons
from the Services and the Defense LogisticsAgencyintheareaofcommunications.The
DefenseNetworkSystemsOrganization(DbH30)wastaskedby DISA topreparethe
implementationplanforthetransferoftheseresources,andtosupporttheactualtransfer
oncetheImplementationPlanforCommunications(whichisAppendixC oftheDISA
ImplementationPlan)hasbeenapproved.AppendixC includes site specific Transition Plans
for all elements being transferred. A draft has been circulated throughout DoD for com-
ment, and a finalversion is being prepared for transmittal to ASD(C31). The number of
persons to be transferred has shrunk by approximately
scheduled for transfer are in factclosingin1993.

FACTS/DISCUSSION

10%, largely because some sites

1. The Communications Transition Team, augmented by representatives from the
Services, DLA, and the Joint Staff, has met several times to develop the Implementation Plan
and the site specific Transition Plans.

2. A number of Site Survey Teams, comprising representatives from DISA, the military
departments, and the transferring activities, have been organized. A tentative site visit
schedule has been prepared, but no visits will take place before approval of Appendix C by
ASD(C31) .

3. P1ans for training the Site Survey Teams have been completed, and training of the
CONUS teams is scheduled for 12-14 May 1993. Training in theater will not take place
beforeapprovalby ASD(C31).

RECOMMENDATION

None. For information purposesonly.

Preparedby: Bruce Barrow, Deputy Chief
Communications Transition Team
746-7262
20 April 93

UNCLASSIFIED
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DISADMRD918 PROCUREMENT IMPLEMENTATION

The DMRD 918 assignedtoDISA theresponsibilityofbeingtheprocurementagentfor
allDefenseltiormat~onInfrastructure(DH)requirements.To thatend, the Services
transferredthe following procurement resources under Stage Ifor DNA’s expanded
procurement role:

AirForce 114
Army 132
Navy 125
DLA 55

Total 426

Resources were identified for transfer fi-omthe Service/DLA through an inconsistent
approach. The Army and Navy identified resources which procure DII requirements in
excess of $10 million. The Air Force identified resources primarily supporting commodity
procurements such as Desktop IV and some supporting base levels communication
procurements. With the exception of DL& none of the organizations transferred the
complete population of their resources supporting procurements for the DII.

In addition, the Services did not transfer matrix support resources supporting those
transferring to DISA. This has created a paradox. For example, while the Air Force did
not identi$ legal resources for transfer commensurate with those presently supporting
transferring procurement rescues, they, on the other hand, are criticizing us for being
unprepared to handle the potential legal workload once their procurement resources
become ours.

The procurement team in conjunction with Service representatives developed a Master
Memorandum of Agreement (MMOA) which defines the terms and conditions for the
transfm of procurement assets into DISA. Many of the continual questions posed by the
Services are answered in this document. The drafl MMOA has been completed since the
end of Februmy.

DISA completed site surveys on 31 March 93 for Service/DLA sites which are
transferring procurement resources. Data is now being analyzed which will provide the
foundation for the creation of the organizational and operational DISA procurement
organization of the future.



TWO jointDISA/Service/DLA process actions teams have been established to do the
following:

1) Select the “Best of Breed” of the variousServicelDLA policies and
procedurestocreateaDISA FederalAcquisitionRegulation(FAR)
Supplement.

A joint DESL4/Sefice/DLA team met on 20 April to combine the best procurement
policies and procedures into a DISA FAR Supplement. While this will put the DoD
community on notice as to the official DISA procurement policies and procedures, it
basically just augments existing procurement policies and procedures which DISA uses for
its telecommunications procurement activities. In fact, the Services do not realize the
scope and success of DISA’S present procurement organization. Otherwise, naive
questions, such as those about having a Competition Advocate in place, would not occur.

This team will have a drafl DIS.A FAR Supplement by 30 Jun 93. Target to have a final
coordinated DISA FAR Supplement is 30 Sep 93.

2) Develop the organizational and operational structure of the fhture

A joint DISA/Service/DLA team will meet on 12-14 May to ana!yze data collected during
the site surveys in order to design DISA’S procurement structure and processes of the
future.
This team will develop recommendations for Mr. Groh by the middle of June.

The DISA procurement organization has developed a “Master Plan”containing all the
steps with milestones necessary for the capitalization of ServictYDLA procurement assets.
The Services will be briefed on this plan, The plan includes details on thetransferofthe
“HeadofContracthgActivities(HCAS),thetransferof the General Services
Administration (GSA) Delegation of Procurement Authority @PAs) and other technical
transfer steps which the Services claim that DISA is overlooking.

The challenge for DISA in procurement is to get the assets we need to do the job. We
have demonstrated that we can do the procurement mission for billions of dollars of
telecommunications requirements. The procurement processes will not change remarkably
to make the procurement of FIT requirements for all DoD a significant difference. We are
primarily talking magnitude. The Services need to offer the appropriate level of assets to
support DISA’S expanded DMIU1918 procurement mission.



SUMMARY FACT SHEET
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DMRD 918 IMPLEMENTATION

SUMMARY

The DISA Acquisition Organization [DISAMO) is being Stood UP ~0 provide
program management
the Defense Acquis
appointed the DISA

FACTSIDISCUSSION

- The DMRD 9

of all DISA programs and to oversee the implementation of
tion Workforce Improvement Act. Steve Schanzerhas been
Acquisition Executive.

8 Implementation Plan transferred several major programs to
DISA (SBIS, ISM, JCALS, EDMICS) and a number of smaller efforts. Combined
with existing DISA programs such as DISN, it was decided to create a separate
organization to provide program management and oversight.

-- Traditionally programs were managed throughout the agency.

- Steve Schanzer, the acting Director
Organization, was selected to head this act
Acquisition Executive, he began to stand Up

- As currently constituted, all PMs w

of the Defense Systems Support
vity. Designated the DISA
an organization in January 1993.

11 report directly to the AE,
however as the DMRO 918 assets are capitalized, it is anticipated that a PEO
structure will be created as an intermediate level of management. (Complies
with Goldwater/Nichols)

-- PEOS will be organized functionally to obtain the maximum
integration across the programs they manage and to avoid redundancy.
PMs provide maximum integration across their individual programs. AE
staff will inteqrate across pEOS. Goal is to reduce duplication of
effort, consolidate acquisitions, save time/money.

!lesponsi~eness to the customer (0S0, Services, other
insured.

-- Requirements definition is a customer respons
will be provided a validated requirement.

Agencies) will be

bility. DISAMO

-- Customers will participate in the program as members of
configuration control boards, as participants in prototyping efforts, as
participants in program reviews, and as members in the DISIJ Systems
Review Council (OISASRC). Quarterly status reviews across all DISAMO
programs will be available for senior OSD/Service/Agency participation,

ill-a



- status

-- DISAMO is in the process of standing up. Some personnel have
been assigned but less than 10% of the eventual headquarters staff are
in place.

--- When 918 assets are capitalized, some of them will be
used to staff the organization.

-- Contractor support is available and they are developing
guidelines for how DISAPIO PMs will report program status and manage
program interdependencies; how the DISA Acquisition Corps will be
managed; and the policies needed for DISA to effectively manage its
programs.

-- Only the Navy has transferred operational control of a program
to DISA: EDMICS, Engineering Data Management Information and Control
System.

-- Other services are reticent to transfer program management
pending resolution of legal concerns as well as concern about DISA
management structure.

--- AF Programs: Base Information Data Distribution System
(31DDS), Red Switch Program, ULANA 11 (LAN resolimitation),

--- Army Programs: ISMA, SBIS, ISM and JCALS.

--- There are multiple other programs which were “buried in
the CDAS transferred to DITSO. After program management
responsibility is transferred to DISA, management for these
activities will be consolidated in DISAMO.

-- Internal DISA programs are also being transferred to DISAMO.

--- DISN and DMS

--- WWMCCS ADP Pl10is also in DISAMO.

--- GCCS will be when constituted. Prototyping effort
currently in progress.

RECOMMENDATION

- None. Provided for information only.

Prepared by: Colonel LOU Casamayou
Principal Dep Director
x26008
21 April 1993
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APRIL 1993

0DMER91 84M.PLE MEWATION

Thisffictsheetaddressees the current st~tus of DMRD 918 Stage 1, Phases 2 and 3

FACTS/DISC~S 10N

i%aae2 si+esurveyvisitswereconductedduting[heperiod 19 Jrm -15 Mar W A total

of 88 activities were involved wi{h a numberofIFAsandC!13ASco-locatedAlthoughnot
actually visited,some ofthe88 activitiesincludedasmallnumberofsatellkefacilities.fif
the88 sites69 me underoperational control {OPCON) of DISM’DH30 TIMnumber of
civilians OPCONed is9,991authorized,101401awigndTtIanumber of militii~
OPCONed is 2,029 authorized, 1,669 assigned. The total equals 12,020 authorizedWith
12,070 assigned.

Phase 2 key issues: Eleven ( 11) Navy des notbroughtunder OK(N4 due to Section

9047 dispute. Thepmku!arsrelatedto!klbnM147areaddressed ins sepiwfite FACT
SHEET.[naddition, there is disagreement concerning 8 medicalsit- whlctt is expected
to be addressedby ASD C31inStageK

f%ase3 sitespecific{implementationplans are currently being developed for an
additional 198 sites The plansarebeingprepared by a joint team of personnel from IIISA
m-idthe DOI) components. This effort is on schedule with shipment of the hrlplemtmtiition
plans to the DNA Implementation Transition Team expected on 23 Apr 93. As in Phase

2,OPCON is expected to take place during she survey visits. These Vkhs Rre planned for
completion by 15 M 93.

. . ...- -. . ..- . . ..- — .—..—————r —--— -. . . .. ... ------- —.-. .-p. ..=. .- .. ___

There are numerous Phase 3 issues beittg workedwith the DOD components None are
show stoppers that would impede the preparrrtion process of the site specific
implementati&t plans. Many of these issues will be further addressed during the site

wvey visits. Once all the Phase 3 site implementations plans are completed a detailed list
of issues/disconnects will bethoroughly documented, Withirt Phase 3 we estimate
approximately 1100 civilians ond 350 milhary personnel tocotneunder OPCON of
DITSOAXTSO,

Um

1



NDA TION

DITSO continuewith the Phase 3 implementation schedule tmtilsuchthnethatany
redirectionguidance is provided by 0S!3

Prepared by: Joe [ns!nga
Deputy Director

Operations
DSN 926-7893
22 April 1993

. .. . .- —.- --- . ..- ,.
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(Uncla-witi94)

SUlvfNWRY FACT WHET
mic TESTIMONY

27 APRIL 1993

SUBJECT
SECTION 9047 OF ~ FY93 IXlll 4PP lgQpJUAmc)Ns .4C!T

Represmttitive Mb Lh@jstort(~ LA), n memhw ofth~HOW* Appropriations
Ccmxrtitiee, sponsored rest~icrive language in the FY91, PY92 and FY93 Kkpartment of
Defense Appropriatiuw AVWtiich prevented the Navy from axecutin$ i@ Defense Ivfanage.

ment Report Decision (’DMRD)924dxawutefconsolidationplans. Reap~rtimu-nent iII
Louisiarw hm moved the Navy’s New (Means dfita centers outside Rep. Livingston’sdistrict,

and the Congrewman has beenquotedinthelxxnetownpressassupporting BRAC 93

because it wi!! r’dsdt in a net increase in military prasence for both the city of New Orlmns

andthestateofhuisiana. ?Jeverdmles%cluatoRep. i.ivingsnonrspreviousinterestinthe
wellbeingof military and civilian personnel at New Orh!ws date oenters, itwould be prud~t
u be prepared for some shrp queskonsfrom theHAC! on DTSA% DoD Data Center
ConmN;datkmPlan.

PAcm lscuss~

In May ?990. the Department af the Naw (DON) wbmitted its first Iuf&rnatim

TwhnologY Facility (iTF) Consolidation Plan to DoD. The plan died for wnsoWatirIg 48
data centers into 11 geoo xphicdly-dspersedconsolidateddatapro~jng hmd]ationawih
netwingstotaling$34S.6million overtheperiodFY91throughPY97,TWO New Odwm
irk.tileNavalcompu~efandTdecommticatiortsStation(NCTSNow Odewm),endtho
Enlisted Personnel Wagement Center f.EPNfAC) were schsduled fir closure in the plrm.
DMRD924,re~.awedin November 1990, approved the Navy planwithminorchan~mwhich

.. .. ‘wu!Wdh’a rwked~viflg5”e3tim”8So=~”ti~n~M-fit’~91bongh FY97.InApril
.-.> --....... .=----— .-----.,

1992,C)S1’)mandatednetsavingsof$504.1m{llkmbasedonaninvestmentof$lW,6million
forthepmiodF’Y91throughFY9-1,

$Mion 8053 of the FY91 D@ Appropriations Act and !+wtioa 3049 of the FY92 DoD
Appropriations Act both .qxmsored byRep.Livingston. prnhl%;ti ~Q13 and Navy from
expendingany funds to implement ITl? comolidationplangaffactingNC?’SNew Orleans,
EPMAC or“rd~tedrnks;ons,functionsandcommads” until 60 days after wbmitthga
repo~ tithreviewcomments by the General Accounting Ofllce (GAQ~ to tbei House nd
Senue Committees on ApRrrJpriRtions. Sections 8053~md8049xcquiradthtithefept
address the Navy%needsfor inforrrmtion technology support and cet-ti$ that the proposed
corwolidsticmplan:

(Unclsssifled}

C3002
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(Unclmrsificd)

SUBJECT
S&mJ’ FY9333011APPR0PRlA’rlONS~

willnot duplicate any function prmsndy comhwted;
will be cost effectivafrom a budgetarystandpoint;

willnot adversely affect the ~-SSion,readinessend strategiccOnsi&rationsof the

Nay tid Naval Reserve;
will not adversely impact on the quality of life and ocoavmicheuofitaof individual
$ewice pwsonnd;and
willnot have an adverse economic impRct on a pgraphic area

k December 1991, &e under Secretary of the Nwy taskedtheNavnlInformation
!lystems Management Center (N’XSMC), commanded by R.M3M Robert Moore, to develop ~
revised Navy 11’F consolation plan consistentwiththeFY91andFY92DoD Appropriations
Acts.TheRevised DON ITTComolichtionPlarI,prepar~bytheNuvd SupplySystems
(hnman~under the tirectinn of Mr. David fivemt~ was compieted on I June 1992. ‘lb
revised plan called for consolidating 65 data centers intn eight consolidated data processing
itt$tttl[tttions with a net savirigs of $547,7 million over the period FY91 through FY97, WhihJ

$till calling for the chxwro of NCTS N8w Orkrms and I?PMAC, the revised plan mkkaed all
the issues identified in Sections 8053 and 8049oftheF1’91andFY92130DAppropriations
Ads. Thecompltie~plsnWASsubmhd toGAO forreviewon24luly1992,

InIhcmnbr1992,OAO pubiished their comments on tb Ik4sedDON lTF
Conso[k!ationPlane~AO found titi “The Navy’s June 1992 cxmsolidation plan~dequatiy
conddcmtheh@y’sneeds for information tcchnolo~ andeachoftherequirements in the
fiscal ye-w 1992 act” Ln regard to the speeific requimnonta of Seotion S049 of the F1’92
Appropriations Am GAO m~de the foliowin~ cornnmnttx

● Plan Limits Duplifi The?’Javy’splan defines how functional eeptiili~ and

responsibility can be consolidatedtoachieveefficis~h~. raducebvedud----...-.....---- .------—--— -
andthetr”~ifeid’mainframecomputerworkload onto fewer, more modem computor
systems. ‘I’he plan &es not explicitly address Rtnct+onaldupIio&ms, but planned
capacity at wh cortsdi dated 11’F is sized to mest historkd Ieveh vf supply and

dernaml+. -In some locationscomputerequipmentretainedinthelocalsedeeoffices
couldbeusedtod~plk.ateasmallfractionoffunctionalcapability ata con~lklnted
ITP, ad some ~xcess capacity will exist at the consolidated ITFs for crmtingeney
backup ancf,disastw- wcovery purpmas- In aither ktance the duplicate capability
seems a prudent approach to assw-ing respcwivenfasa.

+- gcuses~ C,ost-Effcctiven es in Selection of @t@~~. Cost-
effectiveness was a predominant criterion the Nsvy used in selecting the conaolida$od
site configurationaround which it developed its plan. Although the Navy fbcusedon

@Unclassified)
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SWWJ3CT
SECTiON_9047 ~FY93~ I?RIATIC)NS ACT

cost-effectiveness, it appmpdately balanced that factor vAth other famrs such as the
national capital arox dnwnsiting initiative, which S*4S to reduce SUPPM SEAR%in the
Washington,D.C.metropolitanareawhenetormmicdlyfewiblo,

“ Planned Cqns.ojidation Will ~ tiveness. The Navy expects the
plantores~dtit!heightenedmissioneffectiveness,lmprctvedlevekofaufornrztion

and incre~erl~vxi!~hility ~f Prrwkti”on support tools afforded by larger, more
modem mainfr:~clm platfom~s are intended to incretw he quality ~f support an~ in
turn, mission effectiveness.

“ Pa.will Not Result in ~~ e!. A]though ik

consoiidarion of ITF fririlities wil! resuitintheeliminationof153positions currently
occupied by military servicn members --9 inhfew (Means .- we bedieve that thert
VW be no tidvur~x) impact on semi= membars’ quality of life or eeanornic befits
because the Navy does not expect to transfer sny of thwe peopl~ until their current
tours of duty expire. This should permit these peopletoavoiddiecostsor qudity-
of-t ifa hardship< rhat can result fmm an accelerated permsmmt change OF@“on.

● ~m~~,ctof Cgnm]jdatirm on C&o~lli~. Pdr the rnfist part, be
reductions in pe.rson.md aml the involunta~ s~araticm of goverwwmt employees will
occur in or near n~atropfilitfinnrem where the relatively small number of positions
involved will lmva an imperceptible impact on the cecmorny. S3ven iu areas with

smaller populations, any impact is unlikely to betignificanflyadverse,h New

Clrlems,A metropolitanareawitha populationof’about 1.2 rniliion peopl+ the net
reduction is estimated to be 4S positiotts.

GAO aiso noted that neithe~ tfieir review nor the Navy’s revised plan addressed
‘” -” “--ma%%~hm+wt r# n me~actiti~’Tn-m=,T-tiTeX-Gi%F$e-w”okW”%T&e

----- -.

FY93 D@ Apprrrpriatioas Act_ Section 9047continued the prohibition on expenditures for
consolidation in Mew Orleans and added restrictive language proSribiting eonsdidation of auy
NCTS covered by another defense management report dezisicm. The Act also directe~ as
part of DMR13 918, cnnsidertion be given ta tmablidmmnt of*mejywermrinNOW OTkans.
On 23Ocwher1992,~lw11o11CkmMalCounsd,hfr.David Addingtmt, signed a Iagal opinion
stating that imp!emontation of consolidation plans can *ntinue “to the extent that they do not
affect the Naval Computer and Telecommunicsfiorw Stations, theEnlisted Pemonnel
Management Center, ar,d thu Naval Rmmwm per~nnnel Center mtd rahitad missions, Wet-ions
nnd commands.”

Lm
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SUBJECT
SECTION 9047 CW 3“HE ~ Y9~~

On 1 March 1993, LMr.PhilipIIitch, DoD DeputyGeneralClmwelprovidedguidanceon
theapp~kahilityofseetion9047oftheFY93130DAppropriationsAct~etheaswunptionof
operational control byDISA of N“CTS New Odeans and I?l%L4C. Citing the DISA

Acquisition ImplementationPlan for DMRD 918,Mr I_I.itchstatedthatsitevisitstoassur.ne
continuityof services and assumptionof operittions control are actlcms t~kemto implement

T3w 91fI. The.sd actions are prohibited by Section 9047 until sixty legkdrdive days a~er
the report requ;red by Section 9047 is submitted to Congress, Mr. Hitch went Gn m say that
NC!TS sites already LUIdCr DNA opwttiond control should be returned to the Navy. There
are current] y three WI’S si te.s under DNA operational control: NWA C Srtn Frrimism,

NC’TS Pewl H~rbor, and NCTS Washington. Site visits to othor NCTS find New Orlem)s
sites have been wtucelled pending a .determirmtionby AS13(Cl~ on what wdmr should he
taken.

RXCOMMENDAITC)N

‘Ike folloting questions and answers provide mcomrnendsd responses to questirw from
tlm FLACin regard to Section 9047.

I. Why wae the recent consolidation of data centers study

1993 Blue report?

A.NSW131UIt is generally accepted in both the public md

cimducted mid included in b

private sector that rffltncenter

consolidstians can provide significant savings in termsof rmluoing personnel, rnsintmomm,

Iicmsing fees, fscilhh$,andother cats. Frankly, ifs simply s tnstte~ of economies of scale --
it costs less to operate fewer large, +#flcicnt data centerthanmany mall ormedium less
et%cient ones.

-. . . .. .. . .. . . ..—,.-. --. .,.
‘1’he w?J or reason for lnc]udm~ dRta centmr cnrrsn 1

......... ,.O . ..=. ——
~wwmc--;%=~-s-wii G G&l ‘-—”-—-—–—

the diffkvlties experienced by the Navy when they pmpased simiIar consolidations under
131kfRD924. $pecificd!y, the Navy plnn wns delayed and never {mplementexl bocausa of

restrictive legislative l~gu~ during the current and two prior fiscal years -- despite the
potential fbr hundreds of million of dollars in savings.

l%otectin~ reasonable base chmum anil Tealignrnefit acticm fmm re..trictive legislation Iics at
the heart of the BRAC phikwophy. If the DoD Data Center Consolidation Plan is not

aflorded this protection. it appears unlikely that the plan can he executed If the plan is not
execute~ net savings of nearly $’600 rnil lion for FY91 to FY99 nnd remmring annual savings
of $X4$ million will not be achimm-1

(IJnclassified)
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WB3ECT
SECTION 9047 C)F ~ .FY93 QQ II APPROP@ATIO~

q: F~~en critefia were used in dwki.ing fiich dati centers to close and which aINX
to retain. These. criteria were objective, developed byconsensusofajoint Seivici#AgmGy
task group,and kr.ludedthe.following:

Facilitia - total space, ccmditioned space. convertible space, contiguous space, air
cwvditionirrg, chilled water, electrical power, and building cortdition.

Security--back-uppower,comrnwnicationsdiversity,probabilityofnsturaldhastcwsad
securityperimeters,

Operations -- proximity ok’fiber optic hubs, communications bandwid(h, and regions!

operations cost.

Experts canducted sitevisits to validate the data used to rank the sites. Sensitivity malyse~

show that changing the w+$t.s applied to the criteria leads to the same VNMS for fourteonof
the fifteenseleded megwentcrs.

(h&tent with Section 9047 of the FY93 DoD Appropriations AX NCTS New Orleans and
EPMAC were consideredas megficwters wmdhiates,They weretreated as a single dim

centerfor purposes of analysis since the two separate commands are cullocrued k the same

hikiirtg.

Qwiity of work W:Wnot one of the criteria for the selection ofrn.g...nte~.me WIeCtiOII

criteriaemphasized facilities and ca~~ h wcordiurce wi&.#tQ.,JIRAC l.e@.k...AIJ . . . ..... .. . ———.————---- .——.-,. - . . . ... ... -——
eiihi-a “i.i-tidwereobjective and measurable. Q&dity of work is inkuntly subjective and

hard to measure

3. W= an ecIJno~c impact study done fvr New (kkwrw?

AN$~ No,aneconomicimpactmdy wasnotconductedfocNew Odeans$iteafortwo
rmoti$. ~imt, none of the individual Closureactions, in md of thaw] w, break AC
thresholdfornmndatmy inclusion in tha WIAC process. Thus, by EiR.AC standard~ the

ecmotnio impad is insigniflcnnf. %wnt in analyzing the Navy’s Revkcl lTP
Comsotidtdon Man, GAO determined that the impact of data center mnwlidatiori in or near R

metropolitanMea wiII have an imperceptible impact on the 10CSIeconomy, New oriean~, for

c%rwJ4, has a total populationofapprow’m~te!y1.2mil!ionllmNavyplan edled fqr

(_Unclessifled)
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(Unclassified)

suBJEc-l-
~~ 9047 OF THE FY93 DOD APPROPRIATIONS ~

eliminating 45 pdfitiofl$, or 0.004 percent of the totalpopulation.Whiledw DoIl13ata
CenterConscdidatioTlPIMI;flclud~db *S BRAC rec~rn~enti~nsC41Sfw elimimting 79
pmitirm (or 0fi7 pmxnt) in NW (kl~ar~, W6 Idieva the GAO findingremains applicable.

4. What will happen to & New fhieaas employees?

~~: ItWOdd bo prwuaturtr and imprw.knt to say whrtt wdl hsppen to each andeveIy

New Orleans employee. However, it can be s=aidthat IUSA is going to greaz lengths to plan
ways to iwdst allaffected employees through reassignments, retra.inhtg and other efforts that
will enable them m be competitive in seeking a.h+madve positions wirh the Agency, th~
Department, or theprivate sector. For example, the Director Qf *e Defense Information
Technology Services C@m;=hn (lWH@) has e=mded 7 percent of the DITSO btu.lgd for
t?ainirr~to update emphyae tschr]~cddc~lls

.. -.-.. . . . . . . .— .,-.-,. ...,..- -—- -- ———— —.. — . . .... . .. ... -.-. —-- ------ .----- —-- —-.

(Unclassified)
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W SITE ~ AIAMPOWER MATRIX

Fw the Honorable Mien C. Oh, Re~ from California

Calii Demwnent of D9fert9e claw woctwhg sites to be capifdized by the Oefemaa hformatior
TactmolqJy-~ Orgmimim

NAVHOSP
Def ~ M@Dim[DCMDW?
McCk#an At% - ALC
Flaet end Irduetriai Suppty Center
Naval Supply Center
McCkdian APB (see IPA for datailaJ
oaf O* Rqion we6t
NARDAC Lemoore
Navy Regional Data Auto Ctr
NCTS

CALIFORW4 SUB-TOTAL

San Diego
Los Angdee
Seaamento
Sen mgo

Oaklend
S*rarnento

Stackmn
Lemoore
Alemede

San Diego

CA [PA
CA IPA
CA IPA
ca IPA
CA IPA
CA CDA
CA IPA
CA IPA
CA lPA
CA IPA

CIVILIAN MKiTA&Y
PERSONNEL PERSONNEL

4$SIGW As.wcaq!z
b

30
14

225 iO
107 ;0

71 If

127
\*

823 16

w
(n. .
m
m

9



Dll StTE AMI MAWOVUEH MATMX

For ttm Hrxwmbie C. W. (EIM Young. Represem8tive from Fbfida
,

F’kxida DqmI-tment d Defense data PrOcedmhg sites to be capitalized by the OdeIwe Information
Tedmolc)gy Services Ggankmiin:

sax
NCTS {SBC MULTIFUNCTIONAL IPA)
NCTS
NCTS
NCTS - Orlando
DITSO IWJSACOIA

FLOR3DA TOTAL

CIVILIAN MIUTAF&
PERSONNEL PERSONNEL

mDP1/ CDA ASSIGNED ASSIGU~

Pensacola FL IPA 238 7

Jacksonville FL CDA 136

Jacksonville FL IPA 104 4

Odanckl FL IPA 10

Fwwacda FL COA 169 ‘1

657 72

m
Q. .
Lfl
Ln

I

I
i
I

I



Dll SITE ANO MAWOWER M#Amx

t% the Hmux’able George {Bddy) Dafdem ReLWWX@VW“ fran Gar@a

Gear@ Department of Defense data processing skis to be tx@alized by the Defense Infcmnatkm ,
TeIchonobgy Sa’vices Or$anizatiom

1

C7VILJAN MILITA~Y
PERSONNEL PERSONNEL

SI!x G!IY Sxwucsh!l MWG EDN Ass IGIWD
,

[SC SDC Atlanta Atlanta GA COA 18 4

GEORGIA TOTAL 18 ,4

1
!

I

C7

m
L.1

11



—
..

-—
--

--
.

...
-.

...
.

..
..

.
.

.
..

.

..
-.

..
.-

.
—

—
.—

—
—

--
--

-
.

.
..

.

Q
1

w
-
-
c
m
l
a

--
--



UI SITE AND MANPOWER MATiMX

For the Nenorable Robert L Livingston, Rqweswmtive from Louinian3

Lmisiana Deoamment of Defemm data prv)cessingsites to be capitalized by the
Irrfomwrt-km”Techncikgy Semicmt Ofgsrdzatkm: -

$KE Q!IX

NCTS New Orleans
Naval R-w Pars Cm Nevv Drlaam

~ P= M@ &r New orkMns

LOUISIANA St?&TOTAL

,

Defense

CWILIAN MILITA&Y

LA IPA 74
LA CDA 63 ;
u IPA 13 ,20

ma

ii

I



i% the FbwraMe Joseph M. M@ade, ~ “ frwl PWmaylvania ~

%Wr$@W* 0f3pt3~ d Defense data proimw “rl$Sit’SS t0b13=~K8d ~ttM?i)6tf8tt= ;

Infownation Techrmlogy Servkx?s Orgamizatiom t

1

0
8

30

CIVIUAN MILITARY
PERSONNEL PERSONNEL

cm S1 PlllC~A ASSIG NED ASStG~.R

(XAOist Region *
Navy Ships Pm’@Control Center
USAMC $ya intq & Mfy’ot Act, Eaat
Navy Fket Material support Office
Deflnd%pplyctf
WC Phiwa@hia
W Contnmt Mgt D&t, Mid-Atbntk
Naval Av&tkm Suppty OfiIce
AIPC ~U@

New Ctmbrknd PA
Mechanicsburg PA
Chambersbq PA
Mechanksburg PA

Ph%delphia PA
Philadelphia PA
PhiWel~ia PA
Philadelphia PA

Chemberabu’g PA

SPA
IPA

CDA
CDA
tPA
iPA
iPA
iPA
IPA

114 ;0

175 0
0

L?
i
; 21

129
1ss

15
137
145

PENNSYLVANIA SUB-TOTAL 2135
0
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?
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D

I
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DII SITE AN# MANmwER MAmx

I For the Horwmbtg Norman D. D-, Re~@~e fmm Watington I

I Washingt4m Department of lhfem U8ta processhg sitesto be caoitdized bv * Ikfenm t
I

InfonnmionTechnology Senrirxm &g aizadml: -

am C!-n

-1 SWPly Center, Puget Sound Puget Swnd

WASHINGTON SUB-TOTAL

TOTAL

I

CIVILIAN MILITA~Y
PERSONNEL PERSONNEL

flmf c~~ &5SK&EQ AS.SKB@

WA IPA 79 10

16201.5 qo33

.

w
-i

?
‘%

I
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Infurkadon Tachnobgy Sarvic# Oqmkatiom i
CIVILIAN MILITA~Y

PERSONNEL PERSONNEL

S!IE KW S1 L?PUGDA Ass~GNED ASSIGN@.2

M Dii F@#on East
Navy Ships Par@ Control Center
USAMC Sya Iruag &Mm Ad, Eaat
Nalrf Flaw M*tit SupPmt Wfhxl
Oeflnd%pptyt%
K lwadelphia
Oaf Contram M@ Oii, Mii-M_
Naval Aviation Supply Offke
AIPC Charnberaburg

New Cunbefk-bd
Mechanicsburg
Czwnbersbwg
luldmicaMg
F%iladalghia

Pllilacfalphia
PhW)eiphla

Chambersb4wy

PA
PA
PA
PA
PA
PA
PA
PA
PA

IPA
IPA

CDA
CDA
IPA
IPA
IPA
IPA
IPA

i
114 10
175 ;0
240
992

i“
~ 21

129
188 1,

15 I
137
146 ~:

FWWSYLVANIA SU8-TOTAL 2136 : 30
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Oft?3KEAIW MANPOW- MATRIX

Frx ttw Hono&le Jerry Lewis, Repro Senmtive from Cd#Orria
:

C##fia Department of Defame data procaw#nEsites to be capitalizedby the Defansa Information/
Technology Se* Organizatiam

Sim

NAVHO$P
D& Contra@ P&c Dist (DCMIWM
klcClakn AL% - ALC
Fleet and hiuatlwi Suppty C%ntal
Naval Supply Center
McClalkm AFB (aae iPA for de@s)
Def Diat Ragkm West
NARDAC L.mmwe
Navy Regional Data Auto Ctr
NcTs

CALIFORNIA SUB-TOTAL

G_!n

San Diego
Los Angdaa
Sammanto
Sal Diego
Oakland

sacxanwmm
st*on
Lsrrmore
Alameda

San Diego

CA IPA
CA IPA
CA IPA
CA IPA
CA IPA
CA COA
CA IPA
CA IPA
CA lPA
CA IPA

i

CIVILIAN MI UTARY
PERSONNEL PERSONtiEL

As.sl!wm A.$..1GNED

10
i
1

14
226 lo
107 ‘0

71 il

127 io

823

)

I

i
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Dll SITE AND MANPOWER MATRIX
CIVILJAN MILITARY

PIHWONNEL PERSONNEL
sICr!u.mA~~

Hun{svilla

MontgameW

Montgomery

Sierra V!ata

SanOlego
LOSAngek
Sacramento
San Dieg~

Oakland
Sacramento

Stoektort

Lemocrre

Alameda

San Olago

DENVER

DENVER

Washington

Washington
Washington
Washkr#ton
Wa,hinfjwn
Wa9hlntion

IPA
IPA

c13A

161
441

10
026

635

57

57

0
0
1

Q
1

14

AlPC Humsvllle
Gunter - Shows all personnel in IPA
GuntwoRPC

ALABAMA SUB-TOTAL

ISSC St3C Sierra Vista

ARIZONASUB-TOTAL

NAW-IOSP
Def Contract MQt Dist (DCMOW)
McClellan AFB - ALC
Float and Industrial Supply Center
Naval SupolV Canter
McClellan AFFI (see iPA for detaild
Kk3f Dist Region Wmt
NAR!3AC LernoQre
Navy Re%ionat Data Auto Ctr
NC’Ts

CALIFORNIA SUB-TOTAL

DITSO OENVER
OITSO HQ

COLORADO TOTAL

Waiter Reed Army Medlcel Ctr
NCTS {Incl [n IPAI
Per-ltaQon
tSSC(S6CMULTIIWNCCOA1
Pomagan - 7CG
NCTC

AL
AL
AL

AZ

CA
CA
CA
CA
CA
CA
CA
CA
CA
CA

602

81C(3A

81

IPA
IPA
IPA
IPA
I?A

Cf3A
IPA
IPA
IPA
IPA

10
14

225
107
71

127
16

107
146

$23

CO lPA/CDA
CO HQ

444
81

29
6

!j2!j 34

17 7Dc IPA
DC CDA
DC CDA
Dc COA
DC IPA
Dc HCIS

96
260
158

25

40
46

$15

-.L.– ----

83
43

2

- .....- NETS----- .-. ---- wwik----Qc” —~”–” --”- “’-”-‘ ~--’-
Naval M&lPars Cmd (Mel $0S1
Naval MU Pers Cmd
Navy fhcruiting Comrnand-

Waahiogton
Washington
Washington

DC
Oc
ix

CDA
IPA
IPA

96
26

7

WASI+NGTON D.C. SU13-TOTAL 1449 370

FL
FL
FL
FL
FL

IPA
CDA
IPA
iPA

COA

230
136
104

10
169

7NCTS (S8C MULT~FUNCTIONAL IPA)
NCTS
W-r’s
NCTS ● Orlando
DITSO Pensacola

Perwcrh
Jacksonville
Jackmnvil!e

Orlando
Penwwola

4

1

12FLORIDASUB-TOTAL 667

ISSC SOC Atlanta Atlanta GA CDA 18 4

GEORGIASUB-TOTAL 18 4

/“[’ ,K



Ml SITE AND MANPOWER MATRIX

Naval Supply Systems Comm - Guam

GUAM SJB.Tf3TAL

Naval Supply Center
Naval Computw snd Telecomm AM S

HAWAII SUB-TOTAL

DITSO Indianapolis

INDIANA SUB-TOTAL

Daf Contrect Mot Dist, l’Jor?hCent
IUCTS Groat Lak*s
AIPC Rock Island

ILLINOIS SUB-TOTAL

luaval Supply Systems Comm - Yokosu

JAPAN SlJ8-TOTAL

NCTS
Naval fleaerv-s Pers Ctt
Enllstad Pers IL@mtCtr

L@Jl$lANA SUB-TOTAL

oaf Contract Mgt Dbx, Northoa$t

MA$SACHl)$EnS $US-TOTAL

Nav Med Infer Mgmt Ctr
Ft. Oatrick DI)IM
NAVSEA Auto Data SyS Aot

cm!

Guam

Pearl Harbor
Pearl Harbor

Indianapolis

Chieagrl
Great Lskas
Rack Island

Yokosuka

New Orloarw
Nfrw Orteans
New Orteam

Boston

Bath8sda
Ft. Detfick

lndim Head

a DPI / CDA

Gu Has

HI IPA
HI IPA

IN lPA/CDA

IL
IL
IL

JA

LA
LA
lA

MA

MD
MD
MD

IPA

IPA

H(ls

IPA
CDA
}PA

IPA
IPA

CDA
--— ..— .— -

As.s!3

46

46

53
22

75

508

508

18
25

189

232

87

87

74
63
13

12

0
0

0

6

5

0

15

15

7

1
9

2a

19

19 0

13
34 15
52 0

--- -~ti-~ml%dq~tifu~t;on~i IPA ++--.-=+e+AO--+A0 “-”- }W---’-”-at”-’--at---’-”- —-— ..—.

MARYLAND SW-TOTAL

DLA Sys Auto Cmtar . N-
DIA Loq Svcq Center
IPC!Battle Creek

MICHIGANSUB-TOTAL

CltTSOKansas City
LJSAMC Sys Integ & Mgt Act, Wsst
AIPC St. Lauh

MISSOURI SUB-TOTAL

..

2%8

Sattle Craak Ml CDA 206
8aIdQ Creak Ml CDA 10$
Battl~ Creek Ml CDA 141

453

Karwas Citv MC) lPA/COA 294
St. Lol.tia MO COA 490
St. Louis MC) IPA 152

840

36

1
0

1

‘137
7

10

164

20



Dll SITE AND MANPOWER MATRIX

DITSO Clwehmd
UITSO Columbus
Wrl~ht PattersonAPB (MSC)
Wright Patterson AFB (SC/FOAj
Oefenae Auto Addr Sys Off
Wright P@ttwwm AF3
13CMCl
DLA Sy, Auto Centsr
Def E!ec !?WpPiy@

OHIO SUB-TOTAL

17nkgr AFB - ALC
TWcer AFB (McI in IPA)
Tinker AFB AFCC DSC/SD

OKLAHOMA SU8.TOTAL

Def Oiat Region East
Navy Ship* Parts Control Center
USAMC Sys Integ & Mgmt Act, East
Nsvy Flaot Material Support Office
Def kd Suppiy Ctr
IPC Philadelphia
~f Contract Mgt Oist, Micl-Atfantic
Naval Aviation Supply Office
Al PC Chamber$burg

PENNSYLVANIA SUB-TOTAL

Naval %pp@ Centw

SOUTH CAROLINA SU13-TOTAL

CW f31atRegion Central {ODRCl

SIIxu.cQA As&i AW2

Ct9velmd
Columbus

Dayton
Dayton
Oayton
Oayton
Dayton

Columbus
oay7011

OH
OH
OH
OH
OH
OH
OH
OH
OH

lPA/CDA
lPA/COA

CDA
Ha

CDA
lPA
iPA

CDA
IPA

384
711
528

62
160
1}9

1
126!5

96

38
2

55
20

0
8
2
8
0

3326 133

Oklahoma City OK
Oklahoma Cny OK
Oklahoma City OK

IPA 418 1
CDA
Ct3A 37 93

46!3 94

New Cumbedand PA
Mechwdcsbuqy PA
Chamber8f.wrg PA
Mechan/csbwg PA

Philadelphia PA
Philadelphia PA
Philadelphia PA
Philadelphia PA

Chambereburg PA

1PA
IPA
CDA
CDA
IPA
IPA
IPA
IPA
IPA

114 0
175 0
240 0
992 21
129
188 1

15
137 0
146 8

2!35 30

Charleston SC !PA 96 1

96 1

Msmphis TN

--- .-— .- ~~=FENW$$EESUB-TOTAL --------- --—--

IPA 37

--— -- ---,, --- 42---- -----4 k----——————..

WNford Hall Med Ctr - Lactdand AFB
Heatth tire Sya Sup Activity
14erdth Care Sys Spt Agan@
RobIns AFB
Kelly AFB - ALC
Robins AFB - ALC
tCaHyAF8 (SEE !PA)
San Antonio . CPSC
NCTS . Corpus Chriati
MedicaJ Information Center - APMSA
Randc@h AFB - WC
Randc@h AFS-MPC (S3C PERSONNEL

San Antonio
San Antonio
San Antonio

Wamer-Robins
San Antonb

Wwnw-Robins
San Antonio
San Antonio
corpusChriati
$an Antonio
San Antonto
San Antonio

lx
TX

TX

TX

Tx
TX
TX
Tx
TX
TX
7)(
Tx

IPA
tPA
CDA
CDA
IPA
IPA

CDA
IPA
IPA

CDA
IPA

CDA

54
29

108
10

304
203

9

1

24
4

18
14

2
42

133

24

2
77

160

TEXAS SUEt-TOTAL 917 301
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Di{ SITE AND MANPOWER MATRIX

HillAFR c ALC
l+illAFB (SW IPA for datalltd
IK C)@an / DOCIU ‘DBMS’

UTAH SUB-TOTAL

Defen9e Fuel Supply Centw
Naval Supply Systems t%rnrnand
WC I?lchn’loml
Navel Supply Canter
IXA-Z iS8C LOQISTICS) “DBMS*
DL-AAdmin Spt Ctf
ISSC SDC Washinotcm
Naval Computer and Telecoinm AMS
MCI-9
CDPO Qtmtleo [7S0)
CQPO Qtlalltlco
N8Wal cOmpU03f 8ad T4h3COOWIAMS
I$c - Hoffman

VIRGINIA SUB-TOTAL

Naval Supply Center, PuQ& Sound

WASHINGTON SUB-TOTAL

TOTAL

Odgcin
Odqen
Oaden

Al@xandda
Arllngton
Richmond

Norfolk.
Alexandria
Alexandria

Falls church
Norfolk

Newport
auantico
Cluantico
Nortoik

Alexandria

Puget Sound

UT
u-r
UT

VA
VA
VA
VA
VA
VA
VA
VA
VA
VA
VA
VA
VA

WA

WA
CDA
IPA

CDA
HC3s
I$A
!PA
HQS
IPA
CDA
CDA
IPA
IPA

CDA
IPA
IPA

IPA

302

140

481

32
20

190
166
124

16
?86
162

37
7

23
156

19

1117

79

15322

16

2

18

1

3
2

60

40
13

Is

137

0

0

2072
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MZGACENTER QUESTIONS AND ANSUER
FOR

HAC ADP HEARINGS

q-%? ~
Question 1: Is the concept of establishing I)oD metacenters a
part of D!4RD918’?

Answer 1: Yes, the concept of consolidating DoD data cefiters~
arid moving their workload to a smaller number of Standardizedt
autornatecj, and consolidated metacenters is a part of DFIBD 918.
Hcwever, the :oundation for large-scaledata center
consolidat:ms was established L? a study, “Consolidation of ADP
OPer~tiofi.s and Design Centers in DoD,” which wag ~nlt~~ced ~~

December 1?89, and included a DoD-wide focus as well as
individual Service and DIA proposals for consolidations. At
that time the DepSeci)ef su~ported an evolutior,aryintra-Service

.-.______......,.app~ciach<..rathe~...than-the tir~er%=l+&nter-ServieejAgen~ ~~
c~nsoli~ations . His decision is documented in IXIMI 924 Which
was approved on November l$f 1990. In sum, while the megacente~
apprcach is considered to be a key element of D%w3 913, it is
als~ viewed as a logical expansion of DMRD 924.

Question 2: WIy was the recent consolida~ionof dsta centers
study conducted and Included in the 1993 Base Realignment and
Closure (BRAC) Report?

Answer 2: Ir is generally accepted in both the public and
private seccoT that data cenxer consolidationscan provide
significant savings in terms of reducing personnel,maintenance,
licencing Fees, facilities,and other costs. Frankly, its
simply a matter of economies of scale -- it costs less to
operate fewer large, efficient centers than many small or medium
less ef~icient ones.

The major Tea50n for including data center consolidations in the
BF14C process was to avoid the difficulties experienced by t,he
Navy when they proposed siiailar consolidations under I)MRD 924.
Specifically, the Navy plan was delayed and never implemented
because of restrictivelegislativelanguageduring the current
and txo prior fiscal years -- despite the po~ential for hundreds
of millions of dollars in savings.

Protecting reasonablebase closure and realignmentactions from
restrictive le islation lies at the the heart of the ERAC
philosophy. !I rhe DoD Data Center ConsolidationPlan is not
afforded this protection,

$
it ap ears unlikely that the plan can

be executed; thus net savings o nearly $600 million from FY
1994 to FY 1999 and recurriflg afmial savings (after Fy 1998) of
$288 million will not be achieved.

ZB”d PZZZ.M%
. . .—. . .

m
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@estiun ~: What was OSD’S involvementin the DoD Data Center
Consolidation Plan?

llmswer 3: OSII reviewed and coordinated on the plan. It was
during our detailed review process that we expressed full
support for the approach and reconmendazions contained in the
Plan.

Questi9n 4: Was the quality of the work at the New Orleans
Sites (i.e., the Naval Computer and Telecommunications Station
[NCTS) md the Enlisted P@rsmnel Management Center (EPMAc))
taken into consideration’?

Answer 4: Various Criteria were used in deciding which data
centers to close and which ones to retain. These Crlter~a Wf?re

objective, developed by the consensusof a nulti-5ervice/Agency
task group, and were based on the following:

......._.M.-,-..,-. .... .—--------------- .4-.-.— ........ .... ..-
l%i~i~liies-- toral spa~e-;”~onditionedspace, convertible -

.—.-.... ... .

space, contiguous space, air conditioning,chilled water,
electrical po~-erand building condition.

Security -- back-up power, communicationsdiversity, and
security perimeters.

Operation -- praxirnity of fiber optic hubs,
bandwidth and regional operations costs,

Experts conducted site visits to validate the
the sites. Sensitivity analyses show that alt

communications

data used co rank
ernative rankings

would not significantlychange the number of sites selected. -

Consistentwith Section 9047 of the DuD FY 1993 Appropriations
Act, NCT,Sand EPXI?C were considered as candidates for
metacenters,and were considered as a single data center for
purposes of analysis since the two separatecommands are
collocated in the same building. P

k

*

\\

*V
While the quality of work at the New Orleans sites was not
considered, per se, we believe that the criteria for the
selection of rnegacenter were as objective as humanly possible$
and the Rew Orleans sites were afforded more than fair $
consideration. <h

\

\

Question S:. Fas an econo=ic impact study done for New 0rleans?V3

Ansuer 5: An economic impact study was not conductsd for the b
‘9

New Orleans sites for two reasons. First, none of the
‘i’

individual closure actions, in and of themselves, break the
threshold for nandatory inclusion in the 3RAC process; thus, by
BWIC standards the economic impact is less than significant. %
The second reason 1s based on analysesuhich was conducted as a
result of Section 8049 of che t)oLlFY 1992 AppropriationsAct
which pertained to the Navy consolidationplan. Consistent with

01
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this legislation,Navy developed its consolidationplan which
included f’iCTSand EPMAC in New Orleans, and it was subsequently

reviewed by GA(). GAO found that the Navy plan would not have an
adverse economic impact on a geographic area; for example, with
an overall population of about 1,2 million in New Orleans, che
Navy plan called for eliminating 4S (or .004 percent) civilian
positions. While the DoD Data Center ConsolidationPlan
included in the BRAC p~ocess calls for eliminatin~ 79 (or .007
percenc], we believe ~he GAO finding

Question 6: What will happen to the

Answer 6: It would be premature and
happen to each and et’ery Rew Orleans
be said that the Defense Information
great len~ths to Plan ways to assist

remains .appl~cable;-‘-

New Orleans employees?

imprudent to say whar will
efnplcyee.However, it can
sy$?ems Agency is going to
all affected employees

~hroogh reassignments,r~trainingand other efforts khat will
enable them to-be competitivein-seekin

f
a~t~y,n.qti]-e-po$ik.i~ns. ...—...‘----within‘~h~’”Ag~n<y;t~&”~epar~fi-iri~–i-o’~~ ~-priva~e sector.

...- ..
For

example, the Directc3r, 131SA has earmarked 7 percent of the
Defense lnfgrmatim Technology Systems Organization budget for
training to upda~e employees technical skills.

Wind eZZZW96 CU
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including Integrated Computer-Aided Software Engineering (I-
CASE) tOOIS.

4* Software Reuse. The Center provides software reuse
policies, procedures, and tools in support of the DoD Software
Reuse Initiative. It coordinates software reuse activities with
other software reuse efforts throughout the Department to
maximize cross-domain sharing. The Center has established a
Center for Software Reuse Operations to operate the DoD Software
Repository System, which contains reusable software components
accessible by all DoD activities.

5. Infrastructure Support. The Center promotes the responsive
provisioning of information technology (IT) assets and migration
to open systems by defining the portfolio of IT products to be
acquired by DISA. The Center has developed and coordinated a
Technical Reference Model as a target for open systems evolution
of DoD information systems and the technical infrastructure.
The Center also developed a technical architecture framework for
information management for the Department. This framework
provides the services, standards, design concepts, components,
and configurations that can be used to guide development of
technical architectures that meet mission requirements. The
Center also promotes increased efficiency and effectiveness in
Data Processing Installation (DPI) functions through the
administration of a DoD-wide capacity management program and the
management of specific DPI operational improvement projects. In
addition, the Center maintains an inventory and promotes sharing
and reuse of DoD automaked resources through the operation of
the Defense Automation Resources Information Center (DARIC).

6. Technical Integration. The Center supports the technical
integration of automated information systems within each DoD
functional area, and across functional areas. As the focal
point for all DoD technical integration activities, the Center
coordinates the technical and data architectures with DoD’s
programmatic and functional requirements. This integration of
technical and functional needs will allow DoD to migrate from a
large inventory of distributed systems to a smaller number of
shared systems and applications.

The Center will be merged into the DISA/Joint
Interoperability and Engineering Organization, thereby providing
a consolidated DISA organization containing all information
management and information systems engineering resources.

NOTE : Each activity above is discussed in more detail in a
separate fact sheet.

Prepared by: Bob Williams
Dir, Planning & Integration
DISA/CIM
285-5370
20 April

(Unclassified)

1993



(Unclassified)

SUMMARY FACT SHEET
DISA HAC Testimony

27 April 1993

DoD DATA ADMINISTRATION——

SUMMARY

The DoD Data Administration Program
Administration ProEram Management Office

r

PROGRMi

is managed by the Data
in the Center for

Information ?4anage~ent. Th; purpose of the Data Administration
program is to promote the definition, organization, supervision
and protection of data within the Department. The mission of
DoD Data Administration Program Management Office is to provide
for the effective, economic acquisition and use of accurate,
timely, and shareable data to enhance mission performance and
system interoperability.

Basic program precepts incIude:

-- Data is a shared DoD resource to be used by whoever has
an authorized need.

-- There is to be a single point-of-entry for all data to
reduce conflicts and avoid duplication of effort.

-- Functional experts define data elements using data
modeling techniques to describe unambiguously the meaning of
data elements and their relationships.

DoD Directive 8320.1, September 26, 1991, assigned the
Assistant Secretary of Defense for Command, Control,
Communications, and Intelligence (ASll[C31]) as the responsible
official for DoD Data Administration policies, procedures,
plans, and issue resolution. DoD Directive 8320.1 also
authorized the ASD(C31) to designate or assign a DoD Data
Administrator (DoD DAd). This assignment was made to DISA and
delegated to Mr. Denis Brown, Director, Center for Information
Management, who has been implementing the data administration
program through his Data Administration Program Management
Office.

FACTS/DISCUSSION

The Center for Information !lanagement assumed responsibility
for the program in October 1991. Since that time the following
significant accomplishments have been achieved:

● Policy and Procedures Status for Data Administration:

-- DoD Data Administration directive (DoDD 8320.1]
published September 26, 1991, replacing a 1964 directive on
data elements and codes standardization.

(Unclassified)
ml-l
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DoD DATA ADMINISTRATION PROGRAM

-. Data Element Standardization Procedures manual (DoD
8320. 1-?4-1) published January 1993. Manual provides
detailed procedures for creating DoD standard data elements.

-. Data Administration Procedures manual (DoD 8320. 1-!4] is
in informal coordination and should begin formal
coordination in May 1993. It provides procedures for the
entire spectrum of data administration activities from
standardization of data elements to establishment and use of
shared databases.

-- Several other manuals are being internally coordinated,
or will be drafted soon: data security, data quality
assurance, database administration, and data modeling+

● Supporting Organization for Data Administration:

-- DoD Data Administrator: A DoD Data Administrator has
been assigned [Mr. Denis Brown), a program manager

designated (?4s, Bel Leong-Hong), and the Data Administration
Program Management Office in DISA/CIM has been staffed and
resourced.

-- Functional Data Administrators [FDAds): FDAds have been
designated across OSD in each functional area, primarily to
fully define data requirements within their area of
responsibility, for use throughout the Department and act as
data stewards. [The 0ASD(C31) FDAds are Cynthia Kendall for
Information Management, Tom Quinn for C2, and Jim Davidson
for Intelligence. ]

-- Component Data Administrators (CDAds) have been
designated to implement data administration within each
Component [Services/Agencies/Commands) .

● Data Administration Support Tools:

-. Defense Data Repository System (DDRS) automates the
development, approval, and storage of DoD standard data
element de-scriptions to provide visibility to users,
decision makers, and technical development activities and to
facilitate the use of standard data in application
software/systems .

-- Interim IDEF Repository stores data models (and activity
models) that have been developed until the DDRS or the
I-CASE procurement provides the capability to graphically
display the models.

9 Data Administration Training;

-- Classroom instruction has been prepared and is being
presented on Overview of Data Administration Policies,

(Unclassified)
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DoD DATA ADMINISTRATION PROGRAM

Procedures, and Standards; How to Develop a Standard Data
Element ; DoD Data Element Standardization Process Overview;
Conducting Functional and Technical Reviews; Using the
Approval Process and the DoD Data Dictionary; DoD Data
Repository Demonstration; and IDEF Techniques. Classes are
on-site or in the DISA/CIM Falls Church facility.

-. Video tape of an overview of data administration has
been prepared and copies distributed upon request.

-- Computer-based Training (CBT) on several of the data
administration topics is being prepared.

● Miscellaneous:

.- DoD Data Model has been developed as part of the DoD
Enterprise Model. It is a strategic level model that now is
being reviewed and validated, This model will be extended
through functional and Component data modeling efforts to
develop DoD standard data elements and data structures.

-- Data Administration Strategic Plan [DASP) for FY92 was
published in August 1992. FY93 DASP guidance was
distributed in the fall, and Functional and Component DASPS
have been received, and are being reviewed and integrated
into the DoD FY93 DASP.

-- Data reverse engineering efforts are underway on
designated migration systems to prepare for their
evolutionary transition to the use of DoD standard data
elements.

-- DoD Enterprise Database(s) planning has been initiated
with a task to develop a “first cut” of the geographical
data requirements for the collection, synchronization, and
distribution of DoD standard data elements, and the
procedures and prioritization considerations associated with
them in tr ing to establish and implement a DoD Enterprise

YDatabases .

● Issues: -

-- GAO Investigation: GAO is conducting an investigation
into the DoD data repository, but is actually looking at all
of DoD data administration and probably the entire CIM
effort using data administration as the entry point.

-- Resources: The CIM initiative, and DoD Data
Administration in particular, has given significant
additional responsibility to the OSD Functional staff but
has allocated little personnel or dollar resources to fund
their activities. This has led to OSII inability and
resistance to implementing DoD Data Administration.

(Unclassified)
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DoD OATA ADMINISTRATION PROGRAM

. . Implementation: Full implementation of DoD Data
Administration is only part, although a significant part of
Defense Information !4anagement. Getting lloD standard data
elements is a first step, populating databases with Doil
standard data as another step, how DoD will transition to
using the standard data in systems/application programs is
not clear. How the Defense Information Infrastructure
(DII), the Defense Information System ?ietwork (DISN), and
the user community will interact with the Data
Administration Program Management Office and each other
needs further clarification.

.- DDRS: It is possible that the DDRS will not initially
have the power or the functional capability to meet all user
requirements, only one of which is the handling of
classified data,

.- “Other” Data Types: The data administration program
addresses the standardization of traditional, matrix-like
data elements, but has not yet addressed the standardization
of more “complex” data types; e.g., audio, video, graphic,
map, imagery, textual, etc.

Prepared by: W. H. Greyard
Acting Program
Manager for
Data Administration
285-5380
16 April 1993

(Unclassified)
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Prepared by: Dr. Randall Scott
CIM/XE
285-6589
19 April 1993
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SW414ARYFACT SHEET
DISA HAC TESTIMONY

April 1993

I-CASE ACOU S T 0I I I NANI) SOFT AREw ENGINEERING ENVIRONMENTS (SEEj)

SUMMARY .4 .

The DoD I-CASE acquisition objective is to provide a contract
vehicle for obtaining a common Software Engineering Environment
that accelerates a formal, repeatable process for engineering
information systems. The software, hardware, and technical
services to automate system life cycle activities will be
available from the I-CASE contract. Business process
improvement, software re-engineering, data administration, Ada
code generation, and software re–use will be fully supported by
the I-CASE Software Engineering Environment.

Nineteen DoD sites, encompassing twenty-eight projects, have been
approved by the Director of Defense Information (DDI) as I-CASE
pilot projects. DISA has been tasked by the DDI to guide and
assist the pilot projects with inserting I-CASE technology. The
I-CASE Technology Transfer activity has been established by DISA
to: define a model that identifies the complete process of
technology transfer; assist with the implementation of the model;
and refine the model for DoD wide application.

It is an underlying premise of the I-CASE acquisition that the
initial I-CASE SEE will evolve over time into an open environment
with full integration of data and tool interoperability. During
the last two years DISA has worked closely with the I-CASE
Program Manager {Air Force SSC) and the DDI in defining the
technical requirements and standards for achieving the long term
goals of the I-CASE SEE. DISA is currently developing a SEE
testbed strategy and assessment methodology to support the
evaluation and resolution of technical issues associated with the
migration and evolution of the 1-CASE SEE.

FAC s/DiscussionT

1. DKRD 918 DISA has 5 of the 28 I-CASE pilot projects to be
2/3 funded by DDI; with implementation of DMRD 918 DISA could
have up to 20 pilots. Pilots were originally selected to
distribute I-CASE across DoD Services and Agencies to accelerate
widespread acceptance and collect feedback that represented all
potential users. However, any change in pilot project assignments
to resume balance after 918 implementation is not recommended.

UNCLASSIFIED
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ION AND SOFT WARE ENGINEERING ENVIRONMENTS (sEE )

FACTS/DISCUSS ION (Continued)

Changing pilot projects will have a disruptive and costly impact
to DISA’S ongoing I-CASE technolo~ transfer activity designed to
provide readiness training for pilot prbject managers and staff.

2. Ma Specifications for the I-CASE SEE designate Ada as the
single language for code generation tools and services. AS such,
current and future standards for Ada–validated compilers~
bindings, and associated licenses were fully addressed in the I-
CASE request for proposal. Re-engineering tools provided by the
I-CASE contractor may allow COBOL source code as input, but must
re-structure for Ada code generation as the final output. Since
the I-CASE SEE is restricted to Ada, all 28 of the I-CASE pilots
are Ada projects as well.

3. GAO Investigation Draft report released by GAO to DIII on 29
March, titled “Software Tools: Defense Is Not Ready To
Implement I-CASE Department Wide”. DDI, with assistance from
DISA/CIM and I-CASE Program Office (Air Force SSC) has reviewed
and considered all points made by GAO. DDI believes the 1-CASE
acquisition strategy prudently addresses GAO concerns. DDI also
maintains that a single Department-wide acquisition of I-CASE
technology will greatly reduce the overall cost of CASE to the
Department and allow for standardization on a common software
engineering environment with common tools, methodology! and
training. DoD’s position i.s that the business risk of w
adopting a standard software engineering environment far
outweighs the technical risk of the program. GAO findings and
DoD response have not been released for public distribution.

COMMENDAT 10N

DISA should continue to support central acquisition of a
standard software engineering environment that includes Ada as
the target language.

Prepared By: Susan Warshaw
Division Chief
285-6590
19 April 1993
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SITION FOR SPA SERVICES

SmMARx:
d

The acquisition action to obtain S’oftware Process
Assessments (SPAS) will provide the Government with the ability
to launch long-term Software Process Improvement (SPI) programs
within DoD Central Design Activities (CDAS). SPI programs are
designed to improve the process used to develop software to
ensure a quality product that is developed on time and within
cost .

~:

DISA/CIM was named Executive Agent for SPI in February 1992
by the Director for Defense Information and the DoD Information
Technology Policy Board. This decision followed a May 1991
Memorandum to the Military Services and Defense Agencies
mandating that SPAS be conducted in all CDAS. The SP1 initiative
is an integral part of the DoD corporate Information Management
program.

The Software Engi.rieering Institute (SE1) developed the SPA
methodology based on its Capability Maturity Model (CMM), a
document that defines organizational capability and maturity
based on key process areas (e.g., Quality Assurance and
Configuration Management). Originally designed to assist DoD in
source selection for acquisitions the CMM and the accompanying
assessment methodology was adapted for use by organizations who
wanted to improve their maturity level. Mature organizations
have demonstrated increased productivity, significant cost
savings and improved quality.

The SEI has licensed nine vendors in the United States whose
staff is trained, observed, authorized, and monitored by SEI to
conduct assessments. DISA/CIM’s acquisition action is to acquire
services from a licensed vendor to do up to fifty Software
Process Assessments per year. This volume will allow initial
assessments at every CDA and re-assessments within two to three
years during the life of the contract.

UNCLASSIFIED
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WouI~ ITION FOR SPA SERVICES

~:
J .

Respond to questions on this acquisition action by affirming
the important need for launching SPI so the Government can work
toward producing quality software, improving productivity and
reducing cost.

Prepared by: Evelyn DePalma
Deputy Chief
285-6590
19 April 1993

UNCLASSIFIED



(Unclassified}

SUMMARY FACT SHEET
DISA HAC TESTIM()~

April 1993

CIM SETA AC@JISITION

SUMMARY

This fact sheet provides information on the Systems
Engineering and Technical Assistance (SETA) acquisition for the
Center for Information Management (Center) .

FACT/DISCUSSION

The objective of the CIM SETA acquisition is to augment and
assist the Center’s staff with varied and diverse technical
expertise to support the DoD Information Management Program.

The acquisition strategy developed for the CIM SETA provides
for full and open competition and multiple contract awards.
Three to five awards are anticipated, with one award guaranteed
to a Small and Disadvantaged Business (SDB). The SETA contract
type i.san Indefinite Delivery/Indefinite Quantity (ID/IQ),
delivery order driven contract utilizing fully loaded labor
rates . The contract scope encompasses the Center’s entire
mission area.

An Agency Procurement Request (APR) was submitted to GSA in
March 1992 and a Delegation of Procurement Authority (DPA) was
issued to DISA CIM on 15 April 1992 (GSA Case No. KMA-92-0052-A) .
In accordance with the DPA, the contracts awarded will consist of
a one year base period plus four one year options for a total
contract life of five years, The maximum value of all contracts
will not exceed $200 million. The guaranteed minimum of $10
million will be distributed equally among all contracts.

A draft Request for Proposals {RFP) was mailed to
approximately 400 firms in May 1992. Comments and questions on
the draft RFP were received from !59firms, The final RFP
(Solicitation No. DCA1OO-92-R-O147) was mailed to approximately
850 firms in September 1992. Questions were received from 20
firms and as a result, Amendment 001 to the solicitation was
issued in October 1992. On 12 November 1992 approximately two
dozen proposals were received in response to the solicitation,

(Unclassified)
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CIM SETA ACQUISITION

Slightly less than half of the proposals received were from SDBS,
After the initial evaluation, approximately half of the offerors
were determined to be in the competitive range. Face-to-face
discussions with offerors in the competitive range were held in
March. Best and Final Offers (BAFOS) are currently being
evaluated. Contract award is anticipated in early May 1993.

Prepared by: Sandy Armour
DISA/CIM/XTI
285-5370
20 April 1993
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DISA/CIM OFFICE OF TECHNICAL INTEGRATIOFJ (OTI]

SUMMARY

The Direc~or, DISA established OTI as the focal point for technical integration management in
support of Director, Defense Information (DDI) implementation of the corporate Information
Management initiative. OTI manages the evolving integration and standardization of information
systems in the DoD, using DoD technical products and services in planning and imp~ementing
information systems in and across designated functional areas. OTI provides technical support on
a fee-for-service basis to OSD Principal Staff Assistants and other customers throughout Doll.

FACTS/DISCUSSION

In support of its interoperability and integration responsibilities OTI serves its DoD-wide
customers through a variety of mechanisms:

o OTI’S designated Technical Integration Managers (TIMs) guide technicai integration in the
functional areas of Command and Control, Finance, Health, Human Resources, Materiel,
Distribution, Environment, Procurement and Transportation.

o TIM support staffs work with DoD functional and technical managers on specific initiatives
that span all aspects of technical planning, migration strategies, and configuration guidance,
and provide guidance to Technical Developers to ensure technical integration and
interoperability among DoD information systems.

o The Technical Integration Services staff provides integration specialists for a broad array of
technical areas that support TIM projects and specific cross-functional technical initiatives.

o The Strategic Plans and Assessments staff performs technical assessments of migration
candidate systems and components, and provides an assessment methodology and tools to
assist technical decisionmakersinplansandstrategydevelopment.

RECO.MIMENDATION

Sustain DoD’s momentum h the corporate Information Management
use of OTI services in support of redesign of the functional processes of the

initiative by expanding
Department. This will

enable DoD to move toward a fully integrated utility environment capable of supporting the
operational information reqLIirements of the warflghter anywhere at any time.

(UNCLASSIFIED)
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OF ATTACHMENTS TO SUMMARY FACT SHEET

A. Representative Functional Area - Technical Integration Strategy

This diagram illustrates both the iterative process of the DoD migraticm methodology and the
types of consolidation opportunities that exist within the Department today.

o Legacy Environment (the “As Is”): This illustrative environment consists of 12 existing stand-
alone legacy systems performing like functions across two related functional areas. This
represents the costly parallel processing typical within DoD today.

o Migration Strategy (the “Interim” ): Through application of the DoD migration methodology
(i.e., functional process improvement and migration system selection as described in DoD-
8020.1M) those systems, applications and data bases that best fit functional objectives and the
technical integration strategy are selectedasmigrationsystems,enablingccmsolidation within and
across functional areas.

.- In this concept, iterative process improvement and consolidation has achieved a 66 percent
decrease in the number of systems required to perform the original functions.

-. This illustrates the fact that very significant early savings can be arrived at through
elimination of duplicative, parallel and non-essential functions and processes.

o Target Environment (the “To Be” ): Further system changes, bawd on functional objectives
and technical integration strategy and standards, progressively migrate the system toward the DoD
target.

-- Additional consolidation will be achieved (one system now replaces the original 12).

-- MOE significant in this phase are the interoperable eftlciencies achieved through process
improvement and the transition to the more open systems environment representcxi by the
DoD Technical Architecture.

B. Department of Defense Application Summary

This arrow diagram illustrates potential migration opportunities estimated and identified to date
within the functional areas of the Department.

(Unclassified)
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DOD TECHNICAL REFERENCE 140DEIJ

SUMMARY

The DoD Technical Reference Model (TRM) for Information
~formerly known as the CIM Technical Reference Model)Management ,

is the app roved DoD target Open Systems Environment, The ‘NW!
specifies the services, Frotocols, interfaces, information system
building blocks and profile of standards that promote
applications portability and systems interoperability.

FACTS/DISCUSSION

DISA was tasked by the Director of Defense Information in
August 1991 to develop a TRM to support DoD-wide migration to an
Open Systems Environment.

The original version of the TRM (Version 1.1, November
1991) was based on the Department of Defense Intelligence
Information System (DODIIS) Reference Model and the National
Institute of Standards and Technology (NIST) Application
Portability Profile {APP). The TRM is an extension of the APP
that adds features and functionality not in the current APP.

Version 1.1 of the TRM was made available to the public
for comment. Government and industry comments were added to
Version 1.2 of the TRM (May, 1992). Version 1.2 also included
an extensive upgrade to address security and related standards.

DoD works closely with NIST to evolve both the APP and
the TRM towards a common goal based on the Institute of
Electrical and Electronic Engineers (IEEE) Guide to Open Systems.
DISA and othe~ DoD representatives participate in the IEEE
working group, along with representatives from industry, other
government agencies, national and international consortia and
academia to evolve the IEEE guide.

Version 1.3 of the TRM (December, 1992) marked the
initial step by DoD to align the TRM with the IEEE Guide,
Industry acceptance of version 1.3 of the TR.M is widespread due
to its alignment with the IEEE guide.

(Unclassified)
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DOD TECHNICAL REFERENCE MODEL

The TRM has been accepted by NATO as the basis for the
NATO Open Systems Technical Reference Model. NATO also supports

the DoD position to eventually move to the IEEE Guide.

— The National Research Council endorsed the use of the DcD
TRM by the Internal Revenue Service as part of the IRS Tax System
Modernization Program.

The DoD TRM is being used across all DoD environments, to
include tactical, command and control, intelligence and business

systems. An Open Systems Environment is being developed by che

DoD weapons systems comnunity. The TRM is being extended to
include the additional features and functionality required by
weapons systems.

TWO additional versions of the TRM are scheduled for this
calendar year. They will incorporate recommendations from the
NATO , IEEE and Weapons Systems activities as well as comments
received from public review of the documents.

RECOMMENDAT ION

The current process for evolving the Technical Reference
Model is part of a national and international effort leading to a
common mechanism for specifying an Open System Environment. The

cooperation with industry as well as many national and
international organizations fostered by DoD should continue.
Congress should support this program and encourage its
continuation.

Prepared by: John J. Keane Jr.
Chief, Technical
Architecture
Program
285-5323
19 April, 1993
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DOD HUMAN COMPUTER INTERFACE STYLE GUIDE

SUMMARY

The DoD Human Computer Interface (HCI) Style Guide is the
a~proved DoD framework for HCI design and implementatiori. The
Style Guide defines the consistent rules by which all DoD
Graphical User Interfaces must be designed. The Style Guide is

intended to provide a consistent look and feel for all future DoD
graphical user interface environments. This will permit users ‘co

move across different computing environments without having to
re-learn the interface with the computer.

FACTS/DISCUSSION

DISA was tasked by the Director of Defense Information in
October 1991 to develop a Style Guide to support DoD-wide
migration to a consistent Graphical User Interface Environment.

The original version of Che Style Guide (Version 1.0,

February 1992) was based on the Department of Defense
Intelligence Information System (DODIIS) Style Guide and the
Human Factors Design Guidelines for the Army Tactical Command and
Control (ATCCS) Soldier Machine Interface.

The DoD Style Guide also follows commercial style guides
based on the Open Look Style Guide from Sun Microsystems and the
Open Software Foundation MOTIF Style Guide. The DoD Style Guide

narrows the choices available to designers to ensure a more
consistent design across different environments.

Version 1.0 of the Style Guide was made available to the
public for comment. Government and industry comments were added
to Version 2.0 of the Style Guide (September 1992) . Version 2.0

also included an extensive upgrade to merge the information in
other documents and includes the Department of the Navy’s
implementation for command and control systems.

Version 2.0 of the Style Guide has also been released to
indust~ for review. MICROSOFT, APPLE, SUN and the Open Software
Foundation (OSF) are all voluntarily contributing independent
reviews of the document to bring it even further into alignment
with prevailing commercial practices.

(Unclassified)
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DOD HWMAN COMPUTER INTERFACE STYLE GUIDE

The Australian and Canadian Armies have indicated their
intentions to use the Style Guide and have asked to participate
in the development of future editions. The British Navy .ncluded
the Navy Command and Control implementation guide on a recent
acquisition. NATO has also expressed interest in the project.

DoD intends to collaborate with NASA on tb.e development
of a “screen tester” that automatically informs the graphical
user interface designer when he/she makes a mistake in designicg
a graphical user Interface. This will significantly improve the
prodl~ctivity of both DoD and NASA software developers.

RECOMMENDATION

The current process for evolving the Human Computer
Interface Style Guide is part of a national and international
effort leading to a common look and feel for Graphical User
Interfaces . The cooperation with industry as well as many
national and international organizations fostered by DoD should
continue. Congress should support this program and encourage its
continuation.

Prepared by: John J. Keane Jr.
Chief, Technical
Architecture
Program
285-5323
19 April, 1993
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DOD STANDARDS-BASED ARCHITECTURE PLANNING GUIDE

SUMMARY

The DoD Standards-based Architecture Planning Guide provides a
consistent methodology for developing information systems
architectures for the Department of Defense. The guide was
developed for DoD by the DMR, Group Inc. and is based on DMR’s
assessment of best ind’~stry practices. A draft lnandbook has been
prepared and the methodology has been Lested with the !flarine
Corps and the Offices of the Secretary of Defense (CSD) . An

architecture has been developed for both OSD and the Marine Corps
with selected projects being implemented today.

FACTS/DISCUSSION

DISA was tasked by the Director of Defense Information in
April 1991 to develop a consistent methodology for developing
standards-based, open systems architectures for DoD. The

methodology has to reflect the basic Corporate Information
Management strategy of applying information technology to improve
DoD business practices.

The methodology was based on a report produced by the DN!R
Group, Inc. entitled “Strategies for Open Systems, Stage Four,
Standards-Based Architectures. ” The report was developed by DMR
in collaboration with industry and government and reflects the
best industry practices for developing information system
architectures.

— Version 1.0 of draft methodology was produced in March
1992. The Offices of the Secretary of Defense and the United
States Marine-Corps were chosen to validate the methodology and
identify changes to the document.

Architectures have been produced for both OSD and the
Marine Corps. Projects have been identified that both improve
internal business practices as well as improve the supporting
business information systems.

Lessons-learned have identified and will be incorporated
into the revised handbook. I

(Unclassified)
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DOD STANDARDS-BASED ARCHITECTURE PLANNING GUIDE

— The draft handbook and architectures have been delivered
to other DoD components and are being used to facilitate
development of other DoD architectures. For example, the user
requirements for deploying milita~y medical units and their
supporting information systems to a theater of operations have
been identified using the methodology and will be used to develop
a complete information systems architecture.

. Both the Government Services .M.ministration (GSA) and

the National Institute of Standards and Technology (NIST) have
expressed an interest in maki~.g the revised handbock available to
the rest of the federal government. National and International
industry representatives to the I!IST’Open Systems Implementors
workshop have also expressed an interest in the document.

The methodology is also being used in the DoD Information
Resource Management College as the basis for “strategic”
information resource management planning. It has attracted Che
attention of at least one industry participant in the training
program for potential application to satisfy industry information
system requirements as well.

RECOMMENDAT ION

The current process for evolving the Standards-Based
Architecture Planning Guide is on track and receiving wide-spread
support. The cooperation with industry as well as many national
and international organizations fostered by DOD should contir,ue.
Congress should support this program and encourage its
continuation.

Prepared by: John J. Keane Jr.
Chief, Technical
Architecture
Program
285-5323
19 April, 1993
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DEFENSE AUTOMATION RESOURCES MANAGEMENT PROGRJLM

SUMMARY

The ~eputy Assistant Secretary of Defense for Information
Systems {DASD(IS) ) oversees several major information handling
program which, when considered collectively, comprise the
Defense Automation Resources Management Program (DARMP) . The day
to day administration of the DARMP is carried out by the Defense
Automation Resources Information Center (DARIC) .

FACTS/DISCUSSION

Presently the DARMP is divided into four separate sections:
the Automation Resources section which includes hardware and
software automation equipment, the Redistribution of excess
automation equipment no longer needed by its holding activity,
the reutilization and sharing of automation resources by more
than one activity which has a need for such resources, and the
DoD Historically Black Colleges and Universities (HBCU)/Minority
Institutions (MI) Automation Resources Program. The latter
Program is one which allows needy HBCUs/MIs to lease needed
Automation Resources from DoD Components no longer needing those
resources . The only charges to the receiving institution are the
nominal shipping and freight charge and the maintenance charge.

In FY 93, $266,770 of equipment (314 items) was transferred to
17 HBCU/MI. To date in FY 93, 773 items of equipment were
transferred at an original value of $1,613,272

To date in FY 93, the Redistribution Program has saved the
Government about $20 Million. For all of FY 92, the
Reutilization and Sharing Program saved the Government in excess
of 82 Million.

For all of FY 92, the Reutilization and Sharing Program saved
the Government over $82 Million.

(Unclassified)
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DEFENSE AUTOMATION RESOURCES MANAGEMENT PROGWOf

For FY 92 the value of the DoD Automation Equipment (AE)
inventory was $11 Billion. To date in FY 93 the value of the AE
inventory was $9 Billion.

Prepared by: Sam Blumberg
DARIC
274-0788
April 19, 1993
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BENCHMARKING OF DATA PROCESSING INSTALLATIONS

SUMMARY

DISA has demonstrated the usefulness of benchmarking Dara
Processing Installations (DPI) against Best CO~ercial pra~ti~e
(BCP) . The OSDiCIM DpI Bencharkirig pilot Program resulted in

$200,000 savings in 1992 and provided the basis for estimating
annual savings of up to $1.1 Billion from DMRD 918 DPI operations
imp~-ovements and consolidations.

FACTS/DISCUSSIONS

DISA/CIM conducted a DPI Benchmarking Pilot Program as part of
the cIM initiative. Army, Navy, Air Force, Marine Corps, Defense
Logistics Agency and Defense Information Technology Services
Organization DPIs participated in the program. Each DPI in the

Pilot received benchmark reports for use its TQM program. Over

$200,000 in annual savings have been attributed to actions taken
as a result of these reports. Data from this study was used to

set a goal of 20% per year in price-performance for DITSO DPI
operations . In addition, data was extracted from the reports
which allowed DISA to estimate total savings achievable in DPI
operations under DMRD 918 operations improvements and
consolidations . DITSO estimates it will be able to reduce annual
DoD DPI expenses by $517M by bringing DoD DP1 performance up to
industry average. Total annual savings will rise to $1.lB when
DoD performance is brought up to Best Commercial Practice.

RECOMMENDATION

Based on this work, DITSO has established a program of DPI
improvements leading to BCP. Each DITSO DPI reports its
performance relative to BCP standards. DITSO has adopted

benchmarking as a permanent feature of its TQM program.

prepared by: Dr. Games Criner
703/285-5323
20 April 1993
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ITRUS SUPPORT

SUMMARY

The Information Technology Reuse (ITRUS) Initiative attempts to

combine accelerated, low cost procurement with continuing life

care of IT assets to efficiently provide the IT products needed
by DoI).

FACTS/DISCUSSION

!JISA has the mission of acquiring IT items far DoD. The ITRUS

initiative is the primary process for providing this service.

The ITRUS initiative has three components: (1) portfolio planning

wherein an estimate of the IT’products needed by DoD based on
b.istory, requirements, and architecture, (2) a procurement phase

which can employ a bulletin board, indefinite delivery/irldefinite

quantity, or enterprise license approach, and (3) a post-
acquisition life care process including asset tracking,

maintenance, reuse, refurbishment, and disposal. The program

will also have a metrics activity to measure what fraction of
DOD’S needs are met, what delivery times are achieved, and how
attractive the prices are.

RECOMMENDAT ION

Expand DISA involvement in the ITRUS. DDOCRS should play a role

in customer service, and the Comptroller in DBOF processes.

NOTES :

The following are ongoing improvement actions:

1. Integration of the ARMS database with ITABBS, DABBS, and WOLS
databases to create a central repository for baseline and newly
acquired IT products.

(Unclassified)
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IT’RUS SUPPORT

2. Creation of a database of the IT products currently available
from existing contracts for use with ITABBS and MUMS to co,mpare
prices from the open market.

Prepared by: Don Black
703/’285-5310

20 April 1993
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PC COTS ENTERPRISE LICENSES

SUMMARY

DISA can provide a mechanism for buying PC Ccxmrwrcial Off the
Shelf (COTS) software at tremer~dous savings c“.~erprevious GSA
Multiple Award Schedule (MAS) prices. This Eew approach is based
upon new licensing techniques, enterprise licenses, just being
offered by software publishers to ~’ne priva~e sector.

FACTS/DISCUSSION

Software publishers are offering new licenses which provide as
much as 80% savings over GSA sched’ule prices. An enterprise
license program can deliver COTS software faster at tremendous
savings over today’s traditional approaches. Much software is no
longer offered on the GSA MAS schedule contracts, and DOD will be
forced to buy on the open market using many small buys. Tapping
these new licenses centrally eliminates thousands of duplicative
procurement actions and, by providing a single front to industry,
can produce the lowest prices for COTS software for all of DoD.

RE(20NMENDATION

Support CIM’S enterprise license efforts.

NOTES :

1. Currently, many PC COTS’ software vendors are not cooperating
with the GSA MAS schedules which would have provided DoD a quick
reaction source.

2. DoD/DISA i-screating an enterprise license effort to replace
the GSA MAS program for DoD users. The new effort can provide
savings in the hundreds of millions annually, wh,ile establishing
the tools needed to manage DoD’s COTS software inventory and
investment .

3. MI enterprise license program demonstrates the benefits and
savings of CIM, and can be expanded Goverrument wide.

(Unclassified)
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Preparea by: Don Black
703/285-5310
20 April 1993
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SOFTWARE REUSE

SUMMARY

The DISA/CiM Software Reuse Program (SRP) serves as both a
cooperating member and the Director of the DoD Software Reuse
Initiative (SRI). Proper implementation of software reuse
principles can benefit the technical and management aspects of
information systems throughout the life cycle process. The strategy
for accomplishing software reuse is to than e the current “re-

3invent the software” cycleusing a process- riven, domain-specific,
architecture-centric, ii brary-based approach.

FACTS/DISCUSSlOhl

The DISA/CIM SRP offers a full range of software reuse-
oriented services to the DoD Information Management and Command and
Control communities:

* Defense Software Repository System (DSRS) population,
certification, storage, retrieval, and customer
assistance in the use of reusable software assets;

* Reuse-engineering development and execution of
domain analysis, security, metrics, and repository
interoperability;

* On-site support for DoD pilot projects and software
developers in implementing domain analysis and reuse-
based software engineering projects;

* Education and training in software reuse concepts,
methods, and tools; and

* Management and support services for DoD Software Reuse
Support Center pilot sites located at each Military
Service, NSA,.and DiTSO-Logistics Systems Business
Center (LSBC) to help transition and institutionalize
reuse technology.

The DoD SRI is a voluntary federation of cooperative reuse
programs focused on the development of consistent, coordinated
software reuse solutions for implementation throughout the DoD.
Major participating pro rams include the D{SA/CIM SRP, the Air

i?Force’s Central Arc ive or Reusable Defense Software (CARDS)
program, and ARPA’s Software Technology for Adaptable Reliable
Systems (STARS)/Asset Source for Software Engineering Technology
(ASSET) program. The DoD SR! provides:

(Unclassified)
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SOFTWARE REUSE

* Support to the DoD Reuse Executive Steering Committee (RESC),
the Reuse Technical Working Group (RTWG) and the Management
issues Working Group (M IWG), in implementing RESCguidance and

direction;

* Coordination and facilitationof information sharing
between Initiativemembers, academia,’and industry in
the development of reuse technology solutions; and

* Management support for the development and execution of
DoD SRI program plans, goals, and implementation
strategies.

ISSUES

Significant technical, or anizational, and legal software
reuse solutions are require 3 for effective implementation
throughout the Department:

* Standard DoD software reuse policies, guidelines,
methods, and tools

* Technical and management infrastructure to support
software reuse interoperability and coordination

* Modified legal and acquisition policies and practices
to support software reuse

* Education, training, and commitment to institutionalize
reuse into the software development life cycle

RECOMMENDATION

Although technical and business barriers to software reuse
exist, continued efforts to develop consistent, coordinated reuse
technology solutions throu bout the DoD are critical to facilitate

c?movement to a reuse-base paradigm. A cultural shift to integrate
systematic reuse in the management of DoD Information, Command and
Control, and Weapon systems will provide increased leverage
throughout the Department in the exploitation of existing and the
development of new reusable software assets.

(Unclassified)
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SOFTWARE REUSE

NOTES:

The General Accounting Office (GAO) is currently conducting
Phase II of a survey to review current actions and issues
associated with implementing software reuse throughout the DoD.
The investigation began 16 February 1993, and a final report is
expected in the July 1993 timeframe. .4 .

Prepared by: Linda S. Krothe
Chief, Project Mgmt Div
DISA/CIM/SRP
536-6900
20 April 1993
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